Introduction of Advantech
EdgeLink Studio

In an on-site application, one or several RTU devices
may have been installed. If there is a tool which
manages to carry out the configuration and management
of these RTU devices as well as the whole project, the
customers will definitely benefit a lot from it. Therefore,
we have developed EdgeLink Studio to configure and
manage the devices and the project which may have
multiple devices under it.

Advantech EdgeLink Studio can run stably on Windows
XP/ Windows 7/ Windows 10.

Double-click the installer icon and follow the instructions
to install the studio. After the installation, the icon of
Advantech EdgelLink Studio will appear on the desktop.
Double-click it to start the configuration and
management.

The main functions of Advantech EdgelLink Studio
include:

1. Configure the project and the devices offline. The
studio can identify different Node IDs and download
them to the device batch by batch.

2. Create |0 tags and local tags of engineering
significance and implement the mapping between the



tags and the addresses through Modbus and DNP3
server.

. Support the configuration of the input/output range of
each channel for both onboard 10 and extended 10,
as well as Al calibration.

. For network communication, Ethernet, Wifi, Cellular
are all supported.

. Since protocol services are crucial to communication
devices, Edgelink offers Modbus RTU, Modbus TCP
and BACnet servers for users to select according to
their specific requirements.

. Moreover, monitoring the communication status of
both remote serial ports and network ports is
supported. The acquisition path for EdgeLink Studio
installation package is as follows:
http://www.advantech.com.cn


http://support.advantech.com/support/SearchResult.aspx?keyword=EdgeLink&searchtabs=BIOS,Certificate,Datasheet,Driver,FAQ,Firmware,Installation,Manual,Online%20Training,Software%20Utility,Software%20API,Software%20API%20Manual,Utility,3D%20Model,Quick%20Start%20Guide,Reference

Advantech EdgeLink Studio
implements project
configuration

Project management

The Device in the EdgelLink usage scenario is uniformly
managed by the project, and EdgeLink Studio
implements a series of activities such as project creation,
device creation, and meter addition



Project Configuration by
Advantech EdgeLink Studio

Project Management

When EdgeLink Studio is opened for the first time, users
can follow the procedures of “Create Project” -> “Add
Device” -> “Copy” (if multiple devices are required) ->
“Save” to initialize the project.

Create Project

Click “Create Project” under “Project” tab to pop up the
below window. Then enter a name, path and description,
and click “OK” button.

% Project x
Marne: 3600
Author: li.shi
Path: C:\Users\li.shi.ACM\Documents\Advantech IRTU Studio\Project ---
Description: Dema

0K Cancel



Add Device

There are two ways to add device to a created project

» Add blank device: After adding, all configurations are
empty, and the user can manually configure it, please
refer to Section 2.1.2.1 for specific steps

» Copy from existing device: When adding, you can
copy and add the device that has been configured in
the project, and you can copy each other regardless
of the device model, but because the number of
hardware interfaces between different models of
device is different, the actual copy content is
determined by the final device type, and the specific
steps can refer to Section 2.1.2.2



Add Device and Edit
Information

1.
2.

Right-click on the project name to add a device.

Enter a device name.

. Enter a password. This default password is

00000000. Users can change the password referring
to 3.1.4 "Password Setting”. After the password is
changed, users need to enter the new one to
download the project.

. Here allows users to identify the device by Node ID

or IP Address.

. Enter the corresponding Node ID or IP Address.
. Select the time zone in which the device is located.

. Fill in the device description (optional).
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When downloading, search the network for the device IP
with node ID as the configuration value, and download
the project to this device.



e |P Address/Domain Name :

Indentity: IP Address/Dormain Mame -

IP Address/Dormain Mame: |192.168.172.220

You can download the project to the configured device
with the device IP or domain name. When using
remote.it or devices in the gateway with port forwarding
service to download the project, the port number can be
configured, such as:

adam3600-generic-tcp.at.remote.it:30000

e Azure



Indentity: Azure -

HostMame=edgelink.azure-
devices.net;SharedAccesskeyMame=iothubowner;
. _ Shared AccassKey=yxl
IotHub Connection Strng: yoz3Mt1 IYCyuLXLvil51w7PhP2YQPDobE2mLWY

IotHub Device ID: ¥ue.xu3eio

You can download the project to the device through
azure cloud service. You need to configure the primary
connection string in iothub and the device ID in iothub.

lotHub Connect String :

Microsoft Azure o B Q& @ g o

edgelink iothubowner
% edgelink | Shared access policies  » dgelink

lotHub Device ID :

= i ] D a8 O A abjrd@Advantecher.on... @)
= Microsoft Azure X v es ADV EMBEDDED 10T @
Home > edgelink

# edgelink | Devices
-

Cloud to Device Message Count

181-2b47-4d




copy from existing device

1. At this time, there is already a device in the project
file: ADAM-3600-13, right-click the project name to
add a new device.

Project Configuration « IS ADAM-3600 x
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KM ApAM-3600 | EMNew Node* x ||

o  Appy. 5 [ Discard

“f General Information

Name: 1050

Model: ECU-1050TL-R10AA [ECU-1050]

Passwaord: B

Indentity: IP Address/Domain Name -

IP Address/Domain Name: 10.0.0.1

Time Zone: (UTC+08:00) 4ke5, 6., E8%3THE, ... ~ @

Description:

Copy from existing device: Select the device to copy the configuration to t... =

Mane
ADAM-3600-13 (ADAM-3600-C2GL1)

2. Enter the device name.

3. Select the type of device you want to add.



4. Copy the file from an existing device
5. Apply

When the device type is inconsistent, the following
picture will be displayed. If you confirm the creation, click
OK

Warning X

There is a difference between the number of hardware ports of the new device type and the source device type,
! . and the number of meters that can be imported is determined by the actual number of ports.
Do you want to continue?

At this time, a new device is added to the project. The
model is the model selected during the addition, and the
configuration information is copied from ADAM-3600-13
(the number of ports is determined by the model
selected during the addition).
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Copy

This feature is suitable for copying between identical
devices.

For the project which has multiple devices to be
configured, it will be relatively complicated to repeatedly
add a new device. EdgelLink Studio supports to
completely copy the existing device information. Users
only need to right-click on the device name and select
“Copy” to add another device. Then users can edit the
device information (name, Node ID and description. etc)
via two ways: double-click the device name or right-click
on the device name and select “Edit”.

= Demo
-

al-B Da
o Datg 81 Copy
Ela Send 3‘ Delete
: ----- M Modbus Server
. ..D DNP3 Qutstation
[ wascapa

iz TEC_104

1 [ Eait




Delete

If users need to completely delete a device from the
project, please right-click on the device name and select
“Delete” to remove it.

= Demo
E--W 2 Edit
0| Copw
== Data

EE Sary 3‘ Delete
' ----- M Modbus Server
...D DNP3 Qutstation

----- | WASCADA




Project Download

After the device has been identified, users can download
the device information to the relevant device. Batch
download function is supported. If users select a project
on the left tree menu and then click “Project Download”,
a dialog will pop up listing all RTU devices for batch
download; if users select a certain device and then click
“Project Download”, a dialog will pop up with only one
RTU device to be downloaded.

1. Select a device.
Click “Project Download”.

Click “Download” button to start downloading.

> w b

In “Project Download” dialog, “Progress” shows the
current download progress. When complete, click
“Close” button.

5. In “Project Download” dialog, “Reboot” allows users
to set whether to reboot the device after the
downloading is complete.
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Show Tag Count

Click “Show Tag Count” to show the number of the

configured tags of each device under a project.
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1. Click this button to show/hide the tag number on the

left tree menu.

2. The number within the brackets after “Data Center”

indicates the total count of tags that have been

configured in the selected device.

3. The number within the brackets under “Data Center”

indicates the count of tags that have been configured

under a certain node.



Export to SD Card

This function exports the configured project to the SD
card. In the absence of a network connection, the SD
card can be plugged into the device to update EdgeLink.

1. No matter the project is selected or not, click “Export
to SD Card” will pop up the window listing all devices

in the project.
2. Select a target path to export to.

3. Click “Export” button. When the progress bar is
complete, export action is successfully completed.

4. Click “Close” button.

Then insert SD card into EdgeLink and power on it to
update the project.

Note!: The device with identification method of Node

ID can use this feature to update EdgelL.ink.
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Device Tag Import and Export

EdgeLink Studio supports bulk importing and exporting
the 10 tags, calculation tags and user tags of a device in
Excel format.
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Import from Excel

The 10 tags, calculation tags, and user tags in the Excel
table should be saved in the format defined by the
project definition, including the sheet name, header
name, table data format, and so on. Users select the
device to import the tag, click the “import from Excel”
button, and select the Excel file to import in the pop-up
window.



Import Tags

Select meters form Excel [ Preview

/| 1/0-BoardI0 BoardIO | User Tag | Calc Tag Q
tep-NewMeterl

COM2-NewMeter Name Type Data Type | Initial Value Description Scan Rate | ReadWrite Convel
W/ User Tag o b BoardIO:ALOD I0Tag analog 0 1 1 0
W Calc Tag BoardIO:AL1 I0Tag analog ] 1 1 0
BoardIO:AL2  IOTag analog 0 1 1 0
BoardIO:AL3 IDTag analog 0 1 1 0
BoardIO:AL4 I0Tag analog a 1 1 0
BoardIQ:ALS  IOTag analog o 1 1 0
BoardIO:ALG6  IOTag analog 0 1 1 0
BoardIO:AL7 IOTag analog o 1 1 0
BoardIQ:DI.0  IOTag discrete o 1 1 ]
BoardI0:DL.1 IOTag discrete o 1 1 0
BoardI:DI.2 IOTag discrete 0 1 1 0
BoardI0:DI.3  IOTag discrete o 1 1 0
BoardI0:DI4 IOTag discrete 1} 1 1 i
BoardI0:DI.5 IOTag discrete o 1 1 0
BoardI0:DL.6  I0Tag discrete 0 1 1 0

G -

© [ o«
1.Select the Excel table that you want to import in the left
checkbox.

2.In the “Excel Preview” pane, click the tab to preview
the data in the table.

3.The system automatically checks whether the selected
Excel table file format meets the import requirements
and, if not, displays the error content in the export

window.

4.If the Excel file format is checked correctly, click the
OK button to start importing.

After you start importing, the system will ask whether to
update the Tag of the selected device. Click “OK” button
to confirm the import.



Warning »

! Do you want to update tags in checked meters

oK Cancel

When the import is successful,the system will pop up a
successful prompt.

Success x

! Import Success!

When you import a device calculation tag, the system
will check the calculation tag formula and the variable
definition in the Excel table. If the formula is incorrect or
the variable in the formula is not defined as the tag in the
system, a prompt will be given in the export window so
that the user can check the formula and variable
definitions.

5.Check meter: Calc Tag success!

At this point, the contents of the first line in the Calc Tag
table are:



New Tag

% Basic =l Advanced
MName: calc Mathematical ~ | Functions ¥ | Trigonometry ~
Initial Value: 0.0 Assignment = | Boolean logic ~ | Constant -
Period(s): 1 Expression:
Description: A+B+d
A: BoardIO:ALD B: BoardIO:AL2
C: Double dick to add tag|] D:|Double dick to add tag.
E: Double click to add tag| F: |Double click to add tag.
G:|Double click to add tag)| H:|Double click to add tag.

0K Cancel

You can see that the formula in the Excel table is
“A+B+C”, and the variable ParametersC is empty, that is,
the Tag corresponding to the variable “C” is not correctly
defined in the formula.

Export to Excel

Select the device to export tags in the project, click the
“export to Excel” button, in the pop-up window, you can
export Tags to the Excel file.

Export Tags

Select meters to Excel Preview

v J/0-Boardlo

BoardlO | MewMeterl | NewMeter | User Tag | Calc Tag
¥ tcp-NewMeterl

o/ COM2-NewMeter Name Type Data Type | Initial Value Description Scan Rate | ReadWrite Convel

W/ User Tag o b BoardIO:ALOD I0Tag analog 0 1 1 0

W Calc Tag BoardIO:AL1 I0Tag analog ] 1 1 0
BoardIO:AL2 IOTag analog 0 1 1 0
BoardIQ:AL3  IOTag analog o 1 1 0
BoardIO:AL4 IDTag analog 0 1 1 0
BoardIO:ALS IOTag analog 0 1 1 0
BoardIO:ALG6  IOTag analog 0 1 1 0
BoardIQ:AL7 IOTag analog o 1 1 0
BoardI0:DL.0  IDTag discrete 0 1 1 0
BoardI0:DI.1 IOTag discrete 0 1 1 0
BoardI:DI.2 IOTag discrete 0 1 1 0
BoardI0:DI.3  IOTag discrete o 1 1 0
BoardI0:DL.4 IDTag discrete 0 1 1 0
BoardI0:DL.5 IOTag discrete 0 1 1 0
BoardI0:DL.6  IOTag discrete 0 1 1 0

=l output o

o 0K Close

1.Select the tag you want to export in the left checkbox.



2.In the “EXcel preview” pane,click the tab to preview the
device tag data.

3.The export content is displayed in the export window.
4.Click the OK button to start the export operation.

5.When the export is successful,the system will pop up a
successful prompt.

Success »

Export Success!



Data Acquisition Configuration

Data acquisition is an important function for RTU
devices. Edgelink supports the acquisition of onboard
1O, extended 1O, 10 of serial devices, Ethernet devices to
satisfy the diversified acquisition needs. Therefore in
Edgelink Studio, users need to add and configure those
tags based on the specific acquisition requirements.

These |10 tags added into the project are real tags; while
in actual project deployment, local tags of engineering
significance are also needed. Users are required to add
and configure them in EdgeLink Studio.



Configure Onboard IO

In project configuration, users can add and configure 10
tags based on the real input. The detailed operation
procedures are as follows:

1. Double-click “10 Tag” in the left tree menu or right-
click on it and select “Edit”".

Fill in a tag name.
Select a tag address.
Set its initial value.

Select its scaling type.

® o A 0w N

Click “OK” button to successfully add the tag. Then
this new tag will appear in I/O Tag list.

~

Click this button to cancel the changes.
8. Add another new tag.
9. Choose one or several tags to delete.

10. Choose one or several tags to modify.

 ADAM-3600 supports 8-ch Al, 8-ch DI and 4-ch DO.



e UNO-1372G supports 4-ch DI, 4-ch DO.
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Expansion Module
Configuration

ADAM-3600 supports a variety of extension modules,

including DO, DI, Al, AO, and other types. The currently

supported modules are as follows:

o~ b=

2

ADAM-3617 Al module supports the 4channel Al
ADAM-3618 Al module supports the 4channel Al
ADAM-3624 AO module supports the 4channel AO
ADAM-3651 DI module supports the 8channel DI
ADAM-3656 DO module supports the 8channel DO
UNO devices support iDoor extension modules:
PCM-24R1TP and PCM-24R2GL LAN card

. PCM-24D2R4, PCM-24D2R2, PCM-24D4R2, PCM-

24D4R4 serial cards

. PCM-24S2WF Wifi module
. PCM-2300MR-AE FRAM module
. PCM-24S33G 3G module



Add Extension Module

Edgelink supports various extension modules, including
DO, DI, Al and AO, etc. Please follow the below
procedures to add an extension module.

@ 1/O(3600-1)* x

Project Configuration «
=+ Demo W Apply XK Discard
=8 3600-1-1
=l Data Center “f General Information o
= + 10 Tag
=¥l Board1o)| Type: Scan Time(ms): 250
| 5 oardio i
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Lo 1o 10 Tag
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B TCP

Lo Auto Recover Time(s):
& 3R ZigBee-miniPCle/USB (s): (10

£ System Tag
=] i
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=1

~t@l User Tag

Data Storage

«4 Event Manager
- J Connectivity

+ B Cloud
System
Extension IO  siot3: w4
Type Name Range Code Integrati... Type Name Mode
Do o Normal v
DO1 Normal ‘
e p |
- Do3 Normal
’ = - 10_D0
“\7 i D04 Normal

1. Double click to open the BoardlO node.
2. Modify the basic properties of the BoardlO port.

3. Users can select a Board or Slot picture on the
EdgeLink schematic, and edit the 10 tag property and
the slot type.

4. After clicking on the Slot picture, users can select the
module type of the ExtensionlO.

5. Al tag supports four range options for +/-10V, +/-2.5V,
0-20mA, and 4-20mA. DI tag supports Normal,
Counter two working modes. DO tag supports
Normal, PWM two working modes.



Configure Extended IO

Please follow the below procedures to configure 10 tag
of the extension module.

1. Double-click “10 Tag” in the left tree menu or right-
click on it and select “Edit".

2. Fill in a tag name.
3. Select a tag address.

4. Select whether to reverse the signal, which is only
available for DO module.

5. Set its initial value.
6. Give a description of the 10 tag, which is optional.

7. Click “OK” button to successfully add the tag. Then
this new tag will appear in I/O Tag list.

8. Click this button to cancel the changes.
9. Add another new tag.

10. Choose one or several tags to delete.

11.Choose one or several tags to modify.
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Configure 10 of Serial Devices

When creating the device, all serial ports on devices will

be created at the same time. Users need to add new

ports into EdgeLink Studio following the below

procedures.

Project Configuration «

=- Demo
=8 3600-1-1

=& Data Center
fe-E0 Tago
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coM1
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Serial (Built-in or
Serial (FourFaith FB91X ZigBee)
Serial (XBee/XBee-PRO)

TCPIP

[ General Information
Type:
Name: miniPCle/USB)

Description:

'|

an Time(ms):
Time Qut(ms):
Retry Count:

Auto Recover Time(s):

1000

3000

10

1. Right-click on “IO Tag” and choose “Add Port”.

2. Select the port type from the drop-down list. Then

“Serial Port Setting” will appear and allow users to set

the related parameters according to their

requirements.

3. After the setup, click “Apply” button to save the

changes.If users do not want to save the changes,

click “Discard” button.

After the port has been added successfully, users can

edit/delete it and add device.

A. Right-click on the port name and select “Edit” to

change the serial port settings which are shown in below.
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B. Right-click on the port name and select “Delete” to
remove this port.

C. Right-click on the port name and select “Add Device’
to configure the serial device, whose detailed settings
are shown in the below figure.
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0% 10 Tag

BoardI0 V] Enable

5 Il. n
Tof & Edit Name: MewMeter o
zigh = Add Meter Mater Type: ABPLCS (Allen-Bradley PLC-5 Series) -

. (7 syster] 3¢ Delete

‘ = Gleuhton Tag T Unit Nurnber:
=
i it User Tag Tag Write Type: Single Write
== Data Storage
! 7 Data Logger Description:
-2 Service

: 4@ Event Manager

=-L Connectivity
'T"'E Cloud o Add meter name as prefx to IO tags Bulk Copy o
£ System

Extention Properties o

Check Sum (0:CRC/1:BCC):

1.Fill in the device name information, select the device
type, set the device unit number, 10 tag write mode, fill in
the description information (optional).

2.Select whether to add a name prefix to the 10 tag. If
you select “Yes”, the Tag name is composed of “Device
name: Tag name” when you add a Tag under this device.



3.Whether to batch copy the Tags under this device. The
button is only available if you have chosen to add a
name prefix to the 10 tag.

newDevical
Copy Meter Editor New Meter Names
ST E TR QM T es] New Name (Edit) Unit Number (Edit)
I0tags : 1 » newDevicell 1
Path : 3600-1/Data Center/I0 Tag/COM1/
Serial devices require unigue unit number
Copy Count: 13
Name Template
e
[M]Source Name| |[U]Unfc Number| | [ClCounter
Counter Setting Unit Number Setting
Initial Value: 13 Initial Value: 15
Step: 13 Step: 13
Digit: 1~
0K i Close

4.In “Extension Properties”, users can know the different
protocols and their corresponding configurations.

5.Then, click “Apply” button save the settings.If users do
not want to save the changes, click “Discard” button.

D.After a new device has been successfully added,
users need to configure 10 tag, the procedures of which
are similar as for “Configure Onboard 10” (see

below).,



[4 10 Tag(3600-1-newDevicel)

P Add. | 3 oDeete | B wModiy... o

Project Configuration «

= Data Center Name Data Type Initial Value Scan Rate  Address | Conversi... Scale Ty
» newDevicel:newTagl Analog 0.0 1 0:000 Unsigned ... Mo Scale
BoardIQ
COM1 New Tag
newbevicel 5 Basic o =l Advanced o
[ 10 Tag
Tce Name: NewTag ScalingType: No Scale -
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£7 system Tag ata Type: Analog - B
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=
@l User Tag Address: Scale:
5 Data Storage . Offset:
T, Data Logger 5 I 0 S
2 service Length(bit): 16 Clamp: Clarp to span \a.w
-¢§ Event Manager . Clamp to span high
Connectivity T L 100 Clamp to zero
B coud Span Low: 0
) System Initial Value: 0.0
Scan Rate: 1
Description:

. : 0K ; Close »

E.If users want to delete the newly added device, right-
click on the device name and select “Delete” to remove
it.



Configure 10 of Ethernet
Devices

EdgeLink Studio supports to edit/delete the port via
Ethernet and add device to it.

1. Right-click on the port name and select “Edit” to
change the Ethernet port settings which are shown in

& Advantech TagLink Studio — (o[ x
[E= Project Help o @
p— i
»” H ’ S
Close  Save Show Tag
Project Count
Project Configuration « TemperatureSensorl #(3600) 10 Tag(3600-TemperatureSensori #) ] TCP(3600) 3¢ 1
g Demo
=M 3600-1 TCP
=& Data Center [38]
i g ta Center [4] ZF General Information
Type: Scan Time(ms): 1000
P In i ( 3\
m Name: Time Qui(ms): 3000
3 —
ot _@ Syste Add Meter Description: Retry Count: 3
.o Gl 3¢ Delete Auto Recover Time(s): [1g

@ User TaaTOT
- Data Logger

& -

Note! This TCP port is a software port, so the quantity of
its entity ports is not restricted to 2 . Users can freely add
a new port as required.

2. Right-click on the port name and select “Delete” to
remove this port.

3. Right-click on the port name and select “Add Device”
to configure the Ethernet device, whose detailed



settings are shown in the below figure.

& Advantech TaglLink Studio — (o[ x
[E= Project Help
- - - o - |
a 4 ' E| ¢
Close  Save Show Tag
Project Count
Project Configuration « [ad 10 Tag(3600-TemperatureSensor1 #) [ TCP(3600) | = NewMeter(3600)* x 4
£+ Demo
S 300 New Meter Apply | Cancel Change
kg1 Data Center [38]
B ., Data Center [4] #F General Information e
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comz2 [1] Name: PowerMeter
: ii- el
P i Edit Meter Type: Modicon -
¢ Mg
: £ systen crilliEE Unit Mumber: 2
£3 Calcuiy 3§ Delete
5 User Tag [0] Description: Power Meter Data
- Data Logger
I Service
- Connectivity
System
b & TCP/IP
1P Address: 10.0.0.2
Port Nurmber: 502
[ Extention Properties
J Ul * Device Address (if other than Unit Number):
'gw E; i Use UDP: :
A

4. After a new device has been successfully added,

users need to configure 10 tag, the procedures of
which are similar as for “Configure Onboard 10” (see

below).

i
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Close  Save
Project

Project Configuration
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B . Data Center [5]
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System
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Show Tag
Count

« [l TCP(2600) PowerMeter(3600) [‘QIO Tag(3600-PowerMeter) x

1

Bl

I/0 Tag O vodty 4G veete 4G
Name Data Type TInitial Value Address Conversi... Scale Type Descripi
» current Analog 0.0 30002 Unsigned ... Mo Scale
| Update Tag: current x
f Basic o =l Advanced o
Name: current ScalingType: No Scale A
Data Type: Analog - Formula:
Conversion Unsigned Integer v
Address: 30002 Scale:
Start Bit: 0 Bias:
Length(bit): 16 Span High:
Initial Value: 0.0 Span Low:
Description: Clamp: Clamp to low

Clamp to high
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If users want to delete the newly added device, right-
click on the device name and select “Delete” to remove
it.

It should be noted that EdgelLink Studio supports one
Ethernet port by default. If two or more Ethernet ports
are required, users need to add new ports referring to
the following procedures.

1. Right-click on “Data Center” and select “Add Port”.
2. Select the port type and fill in the port name.

3. Give a description of the port, which is optional.

4. Then, click “Apply” button save the settings.

5. If users do not want to save the changes, click
“Discard” button.

& Advantech TagLink Studio — (o[ x
[El= Project Help o @
p— i . .
« 4 ' S
Close  Save Show Tag
Project Count
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’ il TCP [1] Name: )i:”a‘*xa PRO Time Out({ms): 3000
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L 10 Tag Description: e | Retry Count: 3

: :_.ﬁ ZigBee-miniPCle/USB [ Auto Recover Time(s): [1g
i~z Systemn Tag [34]

3 Calculation Tag [0]

F& User Tag [0]

- Data Logger

T Connectivity
@[5 System



Configure 10 of Wireless
Zigbee Devices

For acquisition requirements of wireless Zigbee devices,
users can right-click on the port name to edit/delete it
and add device to it.

a. The port settings are preset when Zigbee port was
firstly added. If there is any information needed to be
changed, right-click on the port name and select
“Edit” to modify, then click “Apply” button to save the
changes.

B. Right-click on the port name and select “Add Device”
to add a new Zigbee device.

& Advantech TaglLink Studio — (o[ x
[El= Project Help o @
p— 5
- H g S
Close  Save Show Tag
Project Count

Project Configuration 10 Tag(3600-PowerMeter) T New Port(3600) | [ User Tag(3600) | ENewMeter(3600) x J

= Demo 0
5 I 3500-1 New Meter o Apply Cancel Chang®
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] £ & Data Center [5] #f General Information o -
. @@ 03]
7 COM2 [1] Name: NewMeter
[1]

- Meter Type: Modicon
gBe
1 [ Edit
ystern Unit Mumber: 1
FS) Calculatiq|s®_Add Meter )
3 User Tag . Delete Description: None

5 v Data Logger
@& Service
; T Connectivity
: System

[ Extention Properties o
ZigBee 64-bit Address:
000000000000ffff
ZigBee 16-bit Address:
oxfffe
Use ASCII Protocol:

o

Packet Delay (ms):

C. Add IO tag of wireless Zigbee device, the procedures
of which are similar as for “Configure Onboard 10” (see



below).

1. Double-click or right-click 10 tag to edit it.
Fill in the basic information of the tag.
Set the scaling type of the tag.

Click “OK” button to add this new tag.
Click “Add” button to add another tag.

o o B~ W N

Select one or several tags and click “Delete” button to
remove it/them.

7. Select one or several tags and click “Modify” button
to modify it/them.

& — (o[ x

[El= Project Help

o H ¥ = >

Close  Save Show Tag
Project Count
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Description: Clamp:

The Zigbee wireless device supports configuring tags in
the device template mode. For details, see 2.2.12 Device
Template.



System Tag

There are two types of system tags : General system tag#
Special system tag

General system tag : It is generally read-only. System-
related information, module (4G, Wifi, GPS) information,
serial port, network port information, etc

Special system tag : Some can be read and written

1. When a meter is added to DataCenter, three system tags
are generated, representing information about the meter.
2. DatLogger Status

i System Tag(ADAM-3600) x

System Tag
Name Data Type Unit Span High Span Low
» 1 #SYS_UPTIME Analog s 1.84467440737096E+19 0
2 #SYS_CURRENT_TIME ~ Analog s 1.84467440737096E+19 0
Losi67s40737096E+
Byte 687194767362 0
100 0
o 100 0
Byte 1000 0
Byte 1000
Byte 1000 0
Byte 1000 0

100 0

100 0
4294967295 0
99999 g
999 41
1.84467440737096E+19 0
1.84467440737096E+19 0
100

1000 0

General system tag description(Read Only)

Name Description
#SYS_UPTIME The current
uptime(s)
#SYS_CURRENT_TIME The current system
B B time(s)
#SYS_CPU_FREQ CPU frequency

#SYS_MEM_SIZE Memory size(Byte)



Name

#SYS_CPU_USED

#SYS_CPU_IOWAIT

#SYS_MEM_USED

#SYS_SYSCARD_CAPACITY

#SYS SYSCARD FREE_SPACE

#SYS_DATACARD_CAPACITY

#SYS_DATACARD_FREE_SPACE

#SYS_NODE_ID

#SYS_ROOT_READONLY

#SYS_COM_COUNT
#SYS_LAN_COUNT

#SYS_DEFAULT_IF

Description

CPU utilization
rate(%)

CPU usage
occupied by
|Owait(%)

Memory utilization
rate(%)

System partition
capacity(Byte)

System partition
free space(Byte)

Data partition
capacity(Byte)

Data partition free
space(Byte)

Node ID on RTU

Read-only

system : 0-System
Partition Readable
and Writable, 1-
System Partition
Read-Only

COM count
LAN count

Meaning of the
value : 0-Cant’t find
default interface for
route, 1-LAN1, 2-
LAN2, 3-LANS3, 4-
LAN4, 101-WiFi,
201-Cellular



#MOBILE_SIM Name

Description

0 error

1 READY: MT is
not pending for any
password

2 SIM PIN: MT is
waiting SIM PIN to
be given

3 SIM PUK: MT is
waiting SIM PUK to
be given

4 SIM PIN2: MT is
waiting SIM PIN2 to
be given

5 SIM PUK2: MT is
waiting SIM PUK2
to be given

6 PH-NET PIN: MT
is waiting network
personalization
password to be
given

7 PH-NETSUB
PIN: MT is waiting
network subset
personalization
password to be
given

8 PH-SP PIN: MT
is waiting service
provider
personalization
password to be
given

9 PH-CORP PIN:
MT is waiting
corporate
personalization
password to be
given

10 PH-SIM PIN:



Name

#MOBILE_IP

#MOBILE_MNO

#MOBILE_MNT
#MOBILE_MDT

#MOBILE_MPN

#MOBILE_SIGNAL_QUALITY

#MOBILE_CSQ

#MOBILE_MCC

#MOBILE_MNC

#MOBILE_LAC

#MOBILE_CID

#MOBILE_IMSI

#MOBILE_IMEI

Description

MT is waiting
phone to SIM/UICC
card password to
be given 99 not
known

Celluar device ip

Mobile network
operator

Mobile network
type

Mobile data traffic

Mobile phone
number

Signal quality of
mobile network

Received Signal
Strength Indication

Mobile Country
Code , MCC

Mobile Network
Code , MNC

Location Area
Code, LAC

Cell Tower ID, Cid

IMSI, International
Mobile Subscriber
|dentity

IMEI, International
Mobile Equipment
|dentity



Name

#MOBILE_IMEI_RAW

#MOBILE_USBID

#MOBILE_DATA_DAY

#MOBILE_DATA_MONTH

#MOBILE_DATA_YEAR

#WLANO_SIGNAL_QUALITY

#WLANO_SIGNAL_LEVEL

#WLANO_SIGNAL_NOISE
#WLANO_SIGNAL_BITRATE
#WLANO_AP_MAC

#/CDM_COM1_SCORE
#/CDM_COM2_SCORE
#/CDM_COM3_SCORE
#/CDM_LAN1_SCORE
#/CDM_LAN1_LINK
#/CDM_LAN2_SCORE

Description
IMEI raw data

mobile modem, usb
vendor id, product
id

Cellular data,
current day used
traffic

Cellular data,
current month used
traffic

Cellular data,
current year used
traffic

Signal quality of
wlan0

Signal level of
wlan0

Signal noise of
WLANO

Bit rate of WLANO

MAC or BSSID in
Wifi AP mode

COM 1 score
COM 2 score
COM 3 score
LAN 1 score
LAN 1 link state
LAN 2 score



Name

#ICDM_LAN2_LINK

#GPS_LATITUDE

#GPS_LONGITUDE

#GPS_ALTITUDE

#GPS_SPEED

#GPS_COURSE

#GPS_SATELLITE

#SYS BATTERY_LOW

#SYS_TIME_SECOND

#SYS_TIME_MINUTE

#SYS_TIME_HOUR
#SYS_TIME_DAY
#SYS_TIME_MONTH

#SYS_TIME_YEAR

Description
LAN 2 link state

Latitude for the
GPS module

Longitude for the
GPS module

Altitude for the
GPS module

Speed for the GPS
module

Course for the GPS
module

Status of the GPS
module: 0-error
state, 1-use GPS
module working, 2-
use a preset
location information

Battery power: 1
indicates that the
battery is low, 0
indicates that the
battery is normal

(0~59, when leap
seconds: 60)

Minutes (0~59)
Hours (0~23)
Day (1~31)
Month (1~12)

Year (for
example,2016)



Name

#SYS_TIME_WDAY

#SYS_TIME_YDAY

#SYS_TIME_ISDST

#SYS_TIME_GMT_OFFSET

#DATALOG_ENABLE

Description

Week (0~6,
Sunday: 0, Monday
to Saturday: 1~6)

Number of days
from the beginning
of the annual
January 1st
(0~365,January
1st: 0, January 2nd:
1, and so on)

Daylight saving
time identifier,
implementing
daylight saving
time, the value is
positive. Do not
implement the time
in the summer, the
value is 0. Cannot
be determined
when the value is
negative

The deviation of
GMT seconds and
local time, the
eastern time zone
is positive and
negative for West
Zone, such as
China, should be
28800

Enable Datalogger
storage when the
value is 1, and stop
storage when the
value is 0



Name

#DATALOG_ERROR

#SYS MAC_LAN1

#SYS_MAC_LANZ2

#SYS_TFCARD_CAPACITY

#SYS_TFCARD_FREE_SPACE

#SYS_SDCARD_CAPACITY

#SYS_SDCARD_FREE_SPACE

#SYS_DNP3_Al_POLLED_COUNTER

Description

When the value of
DATALOG_ERROR
is 0, it means that
there is no error in
the program. Check
the manual for
other error code
information

MAC address of
lan1

MAC address of
lan2

TF card
capacity(Byte)

TF card root
partition free
space(Byte)

SD card
capacity(Byte),the
value is O if there is
no SD card

SD card free
space(Byte),the
value is O if there is
no SD card

The number of
times Al data was
polled in DNP3
Outstation



Name Description

0- Not connected:;
1- Connecting; 2-
Connected,

#MQTTStatus WISE-Edge365_0 subscribing to
topics; 3-
Connected , the
topics is subscribed

Special system tag description

o #DATALOG_ENABLE : Read-write, enabling
Datalogger storage when the value is 1 and stopping
the DataLogger storage when the value is 0

o« #DATALOG_ERROR : Read-only, 0—The program
runs normally, other error codes need to be found in the
Datal.ogger manual section

» #DISABLE_DEVICE_MeterName : Read-write, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. 0—meter available, 1—meter
not available. For example, if the meter name is Test
Device 1, there will be a corresponding system tag
#DISABLE DEVICE __ Test Device 1, through which the
meter can be disabled or started

o« #BATCH_WRITE_MeterName : Read-write, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. 0—meter single point write, 1
—meter batch write. For example, if the name of the
meter is testdevice1, there will be a corresponding
system point #BATCH_WRITE__ testdevice1, through
which the writing method of the meter can be set



 #DEVICE_ERROR_MeterName : Read-only, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. The error code when the
current meter is collecting errors. For example, if the
instrument name is TestDevice1, there will be a
corresponding system tag
#DEVICE_ERROR _TestDevice1, through which the
current meter collection status can be viewed

o #DISABLE_PORT_PortName : Read-write, each port
has its own tag, O—port available, 1-disable port. For
example, the COM1 port will have a corresponding
system tag #DISABLE_PORT_COM1, through which the
port can be turned on or disabled



Configure Calculation Tag

Calculation tag is a kind of special tags, the value of
which indicates the calculation result of an formula. The
parameter of this formula can be a tag or a constant.
Also, the expression can utilize some common
calculation methods, including arithmetic & logic
operation and trigonometric function, etc..

Calculation tag can perform some relatively complex
operations, such as converting the acquired sensor
value to the real physical quantity (liquid level, wind
speed, etc.), so as to make the computation less
intensive for the upper computer as well as the device
more intelligent.

Each calculation tag corresponds to one expression

which may support at most 8 tags as its input variables.
For users’ convenience, 8 tags are represented by A, B,
C, D, E, F, G and H (case insensitive) in the expression.

Add Calculation Tag

Please follow the procedures to add a calculation tag:

1. Double-click on “Calculation Tag” in the left tree
menu.

2. Click “Add” button to add a new calculation tag.

3. Fill in the basic information. “Periods (s)” specifies
how often the tags are calculated, and its unit is
second.



4. Enter an expression. Uses can select default function
or operator from the pull-down lists or type them
manually. The example figure shows the calculation
expression of “Lighting Failure”, the expression logic
of which is that the lighting is failed when the value of
any tag in four switches is 0.

5. Double-click the variable box to add a tag.

6. Click “OK” button to save the changes.

& — (o[ x
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Project Count
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On the right of “Expression” box there is a calculator

button'. Click it to open “Calc Expression” window
shown as below. This interface is roughly the same as
“Advanced” setting interface in the above, but with a “=”
button and a box displaying the operation result.
Besides, the variable boxes here require users to input
the variable values rather than tag names.

& Calc Expression X

Mathematical = Functions * | Trigonometry -

Assignment  + Boolean logic = Constant -

Formula:
not(4 and B and Cand D) E 1

m [}
1l I
[ R
m o m
1l 1

o o I R

(]
1

~J

I
1

0K Cancel

To verify the expression is correct or not, users can click

this button Eto get the result, then review it to see its
correctness. After the expression has been verified, click
“OK” button to update the value; if users do not want to
update it, click “Cancel” button.

Function and Operator Description

Through the drop-down boxes, users can set the
functions and operators calculation tag supports, which
is divided into five categories: “Mathematical”,

“Functions”, “Trigonometry”, “Assignment” and “Boolean
logic”. Moreover, “Constant” box is also provided,



allowing users to select from three constants: pi (the
ratio of the circumference to the diameter of a circle),
epsilon (the smallest positive double value that is greater
than zero) and inf (infinity).

As shown in the figure below, the functions or operators
listed in the box can be classified into three types: 1.
With no brackets, this indicates binary operations
(labeled with 1); 2. With brackets but no comma, this
means this function only has one parameter (labeled
with 2); 3. With brackets and comma, this means the
function supports more than one parameter (labeled with
3).

M| Calc Expression X

Mathematical = Functions * | Trigonometry -

Assignment  + Boolean logic = Constant -

Formula: o and |
rmand( ,)

not(A and B and C 1
rmorl ) E

nand
nor
A=1 9 not()
Cc=3 or —
E= 5 F= |0
8

G=7 H= 0K Cancel

All functions and operators are described as follows:

0. Arithmetic & Assignment Operators

OPERATOR DEFINITION

Addition between x
andy. (eg: x +vy)

Subtraction between x
andy. (eg: x-vy)



OPERATOR

%

DEFINITION

Multiplication between
xandy. (eg: x*y)

Division between x
andy. (eg: x/y)

Modulus of x with
respect to y. (eg: X %
y)

x to the power of y.
(eg: x"y)

Assign the value of x
toy. Where y is either
a variable

or vector type. (eg: y
= X)

Increment x by the
value of the
expression on the
right

hand side. Where x is
either a variable or
vector type.

(eg: x +=abs(y - 2))

Decrement x by the
value of the
expression on the
right

hand side. Where x is
either a variable or
vector type.

(eg: x[i] -= abs(y + z))



OPERATOR DEFINITION

Assign the

multiplication of x by

the value of the

expression on the
*= righthand side to x.

Where x is either

a variable or vector

type.
(eg: x *= abs(y / z))

Assign the division of

x by the value of the

expression

on the right-hand side
/= to x. Where x is either

a

variable or vector

type. (eg: X[i +j] /=

abs(y * z))

Assign x modulo the
value of the
expression on the
right

Y%= hand side to x. Where
X is either a variable
or vector
type. (eg: x[2] Y%=y
2)

1. Equalities & Inequalities

OPERATOR DEFINITION

True only if x is strictly equal to y.

(eg: x ==y)



OPERATOR

<>or!l=

DEFINITION

True only if x does not equal y. (eg: x
<>yorxl=y)

True only if x is less than y. (eg: x <
y)

True only if x is less than or equal to
y- (6g: x <=y)

True only if x is greater than y. (eg: x
>Y)

True only if x greater than or equal to
y. (eg: x >=y)

2. Boolean Operations

OPERATOR

true

false

and

mand

DEFINITION

True state or any
value other than zero

(typically 1).

False state, value of
exactly zero.

Logical AND, True
only if xand y are
both true.

(eg: xandy)

Multi-input logical
AND, True only if all
inputs are

true. Left to right
short-circuiting of
expressions.

(eg: mand(x >y, z <
w, U or v, w and x))



OPERATOR DEFINITION

Multi-input logical OR,
mor True if at least one of
the

Logical NAND, True
only if either x ory is
false.

(eg: x nand y)

Logical NOR, True
only if the result of x
ory is false

(eg: x nory)

nand

nor

Logical NOT, Negate

the logical sense of
not the input.

(eg: not(x and y) == x

nand y)

Logical OR, True if
or either x or y is true.

(eg: xory)

Logical XOR, True
only if the logical
states of x and y
differ. (eg: x xory)

Logical XNOR, True iff

the biconditional of x
xnor andyis

satisfied. (eg: x xnor

y)

Xor



OPERATOR

DEFINITION

Similar to AND but
with left to right
expression short
circuiting optimisation.
(eg: (x &y) == (y and
X))

3. General Purpose Functions

FUNCTION

abs

avg

ceil

clamp

equal

erf

DEFINITION

Absolute value of x.
(eg: abs(x))

Average of all the
inputs.

(eg: avg(x,y,z,w,u,v) ==
(x+y+z+w+u+v)/
6)

Smallest integer that is
greater than or equal
to x.

Clamp x in range
between r0 and r1,
where r0 <r1.

(eg: clamp(r0,x,r1))

Equality test between x
and y using normalised
epsilon

Error function of x. (eg:
erf(x))



FUNCTION

erfc

exp

expm1

floor

frac

hypot

iclamp

inrange

DEFINITION

Complimentary error
function of x. (eg:
erfc(x))

e to the power of x.
(eg: exp(x))

e to the power of x
minus 1, where x is
very small.

(eg: expm1(x))

Largest integer that is
less than or equal to x.
(eg: floor(x))

Fractional portion of x.
(eg: frac(x))

Hypotenuse of x and y
(eg: hypot(x,y) =
sqrt(xx + yy))

Inverse-clamp x
outside of the range r0
and r1. Where

rOo < r1. If x is within the
range it will snap to the
closest bound. (eg:
iclamp(r0,x,r1)

In-range returns ‘true’
when x is within the
range r0

and r1. Where r0 < r1.
(eg: inrange(r0,x,r1)

Natural logarithm of x.
(eg: log(x))



FUNCTION

log10

log1p

log2

logn

max

min

mul

ncdf

nequal

pow

DEFINITION

Base 10 logarithm of x.
(eg: log10(x))

Natural logarithm of 1
+ X, where x is very
small.

(eg: log1p(x))

Base 2 logarithm of x.
(eg: log2(x))

Base N logarithm of x.
where n is a positive
integer.

(eg: logn(x,8))

Largest value of all the
inputs. (eg:
max(x,y,z,w,u,v))

Smallest value of all
the inputs. (eg:
min(x,y,z,w,u))

Product of all the
inputs.

(eg: mul(x,y,z,w,u,v,t)
==(X*y*z*w*u*v

1)

Normal cumulative
distribution function.
(eg: ncdf(x))

Not-equal test between
x and y using
normalised epsilon

x to the power of y.
(eg: pow(x,y) == x "y)



FUNCTION

root

round

roundn

sgn

sqrt

sum

swap

<=>

trunc

DEFINITION

Nth-Root of x. where n
is a positive integer.
(eg: root(x,3) ==
xMN1/3))

Round x to the nearest
integer. (eg: round(x))

Round x to n decimal
places (eg:
roundn(x,3))

where n > 0 and is an
integer.

(eg:
roundn(1.2345678,4)
== 1.2346)

Sign of x, -1 where x <
0, +1 where x > 0, else
zero.

(eg: sgn(x))

Square root of x,
where x >= 0. (eg:
sqrt(x))

Sum of all the inputs.
(eg: sum(x,y,z,w,u,v,t)
==(X+y+z+w+u+
vV + 1))

Swap the values of the
variables x and y and
return the

current value of y. (eg:
swap(X,y) or X <=>y)

Integer portion of x.
(eg: trunc(x))



4. Trigonometry Functions

FUNCTION

acos

acosh

asin

asinh

atan

atan2

atanh

COS

DEFINITION

Arc cosine of x
expressed in radians.
Interval [-1,+1]

(eg: acos(x))

Inverse hyperbolic
cosine of x expressed
in radians.

(eg: acosh(x))

Arc sine of x
expressed in radians.
Interval [-1,+1]

(eg: asin(x))

Inverse hyperbolic sine
of x expressed in
radians.

(eg: asinh(x))

Arc tangent of x
expressed in radians.
Interval [-1,+1]

(eg: atan(x))

Arc tangent of (x / y)
expressed in radians.
[-pi,+pi]

eg: atan2(x,y)

Inverse hyperbolic
tangent of x expressed
in radians.

(eg: atanh(x))

Cosine of x. (eg:
cos(x))



FUNCTION

cosh

cot

CSC

sec

sin

sinc

sinh

tan

tanh

deg2rad

deg2grad

rad2deg

grad2deg

DEFINITION

Hyperbolic cosine of x.
(eg: cosh(x))

Cotangent of x. (eg:
cot(x))

Cosecant of x. (eg:
csc(x))

Secant of x. (eg:
sec(x))

Sine of x. (eg: sin(x))

Sine cardinal of x. (eg:
sinc(x))

Hyperbolic sine of x.
(eg: sinh(x))

Tangent of x. (eg:
tan(x))

Hyperbolic tangent of
X. (eg: tanh(x))

Convert x from
degrees to radians.
(eg: degZrad(x))

Convert x from
degrees to gradians.
(eg: deg2grad(x))

Convert x from radians
to degrees. (eg:
rad2deg(x))

Convert x from
gradians to degrees.
(eg: grad2deg(x))



5. String Processing

FUNCTION

<=’ >=

like

DEFINITION

All common
equality/inequality
operators are
applicable

to strings and are
applied in a case
sensitive manner.

In the following
example x, y and z are
of type string.

(eg: not((x <= ‘AbC’)
and (“1x2y3z’ <>y)) or
(z ==X)

True only if xis a
substring of y.

(eg: x iny or ‘abc’ in
‘abcdefgh’)

True only if the string x
matches the pattern y.
Available wildcard
characters are ““and 7’
denoting

zero or more and zero
or one matches
respectively.

(eg: x like y or
‘abcdefgh’ like ‘a?dh’)



FUNCTION

ilike

DEFINITION

True only if the string x
matches the pattern y
ina

case insensitive
manner. Available
wildcard characters
are ‘“and ‘?’ denoting
zero or more and zero
or one

matches respectively.
(eg: x ilike y or
‘a1B2c3D4e5F6g7H’
ilike ‘a?dh’)



FUNCTION

[rO:r1]

DEFINITION

The closed interval
[rO,r1] of the specified
string.

eg: Given a string x
with a value of
‘abcdefgh’ then:

1. X[1:4] == ‘bcde’

2. xX[:5]==x[:10/ 2] ==
‘abcdef’

3. x[2 +1:] == x[3]
=='defgh’
4.x[:]1==X[] ==
‘abcdefgh’

5. X[4/2:3+2] == x[2:5]
== ‘cdef’

Note: Both r0 and r1
are assumed to be
integers, where

rO <=r1. They may
also be the result of an
expression,

in the event they have
fractional components
truncation

will be performed. (eg:
1.67 —> 1)



FUNCTION

DEFINITION

Assign the value of x to
y. Where y is a
mutable string

or string range and x is
either a string or a

string

range. eg:
1.y =X

2.y :="‘abc’
3.y = X[i+]]
4.y :=

‘0123456789'[2:7]

5.y :='0123456789’[2i
+ 1:7]

6.y:=(x:=
‘0123456789°[2:7])
7.y[i;j] =X

8. y[i:j] = (x +
‘abcdefg’[8 / 4:5])[m:n]

Note: For options 7
and 8 the shorter of the
two ranges

will denote the number
characters that are to
be copied.



FUNCTION

<=>

DEFINITION

Concatenation of x and
y. Where x and y are
strings or

string ranges. eg
1.x+y

2. x + ‘abc’

3. x + y[i +]]

4. x[i:j] +y[2:3] +
‘0123456789'[2:7]

5. ‘abc’ +x+y

6. ‘abc’ + ‘1234567’

7. (x +‘a1B2c3D4’ +y)

[i:2]]

Append to x the value
of y. Where x is a
mutable string

and y is either a string
or a string range. eqg:
1. X+=y

2. x +=‘abc’

3. x +=y[:i +j] + ‘abc’
4. X +=
‘0123456789[2:7]

Swap the values of x
and y. Where x and y
are mutable

strings. (eg: x <=>y)



FUNCTION

[l

DEFINITION

The string size
operator returns the
size of the string

being actioned.

eg:

1. ‘abc’[] ==

2. var max_str_length
max(s0[],s1[],s2[],s3[])
3. (‘abc’ + ‘xyz')[] ==

4. ((‘abc’ + ‘xyz")[1:4])[]

6. Control Structures

STRUCTURE

DEFINITION

If x is true then return
y else return z.

eg:

1.if (X, Yy, 2)
2.if(x+1)>2y,z+
1, w/v)
3.if(x>y)z;
4.if(x<=2%){z+w
I3



STRUCTURE

if-else

DEFINITION

The if-else/else-if
statement. Subject to
the condition

branch the statement
will return either the
value of the
consequent or the
alternative branch.
eg:

1.if (x >y) z; else w;
2.if (x >y) z; else if
(w!=u)v;
3.if(x<y){z;,w+1;
} else u;

4.if (x!=y)and (z >
w))

{
y :=sin(x) / u;
z:=w+1,;
}
elseif (x> (z+ 1))
{

w:=abs (x-y)+
Z,

u=(x+1)>2y?
2u : 3u;

}



STRUCTURE

switch

DEFINITION

The first true case
condition that is
encountered will
determine the result
of the switch. If none
of the case
conditions hold true,
the default action is
assumed as
the final return value.
This is sometimes
also known as
a multi-way branch
mechanism.
eg:
switch
{

casex>(y+z):2*
x [ abs(y - z);

case x < 3:sin(x +
y);

default : 1 + x;

}



STRUCTURE DEFINITION

The structure will
repeatedly evaluate
the internal
statement(s) ‘while’
the condition is true.
The final
statement in the final
iteration will be used
while as the
return value of the
loop.
eg:
while ((x -= 1) > 0)
{
y =X+ 2z
W:=u+y;

}

The structure will
repeat/ repeatedly evaluate
the internal

statement(s) ‘until’ the
condition is true. The
final
statement in the final
iteration will be used
as the
until return value of the
loop.
eg:
repeat
y =X+ 2z
W:=u+ty;
until (x += 1) > 100)



STRUCTURE

for

break

DEFINITION

The structure will
repeatedly evaluate
the internal
statement(s) while the
condition is true. On
each loop
iteration, an
‘incrementing’
expression is
evaluated.
The conditional is
mandatory whereas
the initialiser
and incrementing
expressions are
optional.
eg:
for (var x :=0; (x <n)
and (x!=y); x += 1)
{
y=y+x/2-z
W:i=u+y;

}

Break terminates the
execution of the
nearest enclosed



STRUCTURE

break(]

continue

DEFINITION

loop, allowing for the
execution to continue
on external
to the loop. The
default break
statement will set the
return value of the
loop to NaN, where
as the return
based form will set
the value to that of
the break
expression.
eg:
while ((i += 1) < 10)
{
if (i <5)
j-=i+2;
else if (i % 2 ==0)
break;
else
break[2i + 3];
}

Continue results in
the remaining portion
of the nearest
enclosing loop body
to be skipped.
eg:
for (vari:=0;i<10;i
+=1)
{

if (i<95)

continue;

j-=i+2;

}



STRUCTURE

return

DEFINITION

Return immediately
from within the
current expression.
With the option of
passing back a
variable number of
values (scalar, vector
or string). eg:
1. return [1];
2. return [x, ‘abx’];
3. return [x, x +
y,'abx’];
4. return [];
5.if(x<y)

return [x, X -,
‘result-set1’, 123.456];

else

return [y, X +,
‘result-set2’];

Ternary conditional
statement, similar to
that of the

above denoted if-
statement.

eg:

1.x?y:z
2.x+1>2y?z+1:
(w/v)

3. min(x,y) >z ? (x <
y+1)?2x:y:(w*v)



STRUCTURE

[']

DEFINITION

Evaluate each sub-
expression, then
return as the result
the value of the last
sub-expression. This
is sometimes

known as multiple
sequence point
evaluation.

eg:
~i=x+1,j:=y/zk
= sin(w/u)) ==
(sin(w/u)))
~i=x+1;j:=y/z Kk
= sin(w/u)} ==
(sin(w/u)))

Evaluate any
consequent for which
its case statement is
true. The return value
will be either zero or
the result

of the last consequent
to have been
evaluated.

eg:
[*]
{

case (x+1)>(y-2)
X :=2z/2+sin(y/ pi);

case (x + 2) < abs(y
+3):w/4+
min(5y,9);

case (x+3)==(y*
4):y:=abs(z/6)+
7y;
}



STRUCTURE

(]

DEFINITION

The vector size
operator returns the
size of the vector
being actioned.

eg:

1. V][]

2. max_size :=
max(vO[],v1[],v2[],v3[])



Configure User Tag

|O tags described in the previous sections are all real
ones, while some unreal 10 tags are also need in the
process of project deployment. This kind of tags is
optional and called User Tag which can be used for C
and KW language programming, as a control signal or a
manifestation of an operation result.

User tag configuration is supported by EdgeLink Studio.
Users can configure them one by one based on real
needs for future programming. Please follow the below
procedures to configure a user tag:

1. Double-click or right-click “User Tag” in the left menu
tree to select “Edit”.

Fill in the tag name.

Select the data type.

Set the initial value.

Give a description of the user tag, which is optional.

Click “OK” button to save the changes.

N o o & W N

If users do not want to save the changes, click
“Cancel Change” button.

8. Add another new tag.

9. Users can select one or more tags and click “Delete”
button.



10. Users can select one or more tags and click “Modify”

button.

Create  Open Close Save

& Advantech TagLink Studio [=Jfalx]
[E= Project Help o @
S EGEHEH X

Project  Export To ||Show Tag
Project Project Project Download  SD Card Count
Project a Deploy 4| Option 4
Project Configuration « | [ PowerMeter(3600) | [34 10 Tag(3600-PowerMater)

| = new porgason) | E5 user Tag(zs00) x

Data Center [40]
<. Data Center [5]

User Tag

o

Jol3l
= CoMz [1]
il TCP [1]
R ZigBee-miniPCle/USB [(
ﬁ System Tag [34]
Calculation Tag [0
@ User Tag [1]6
- Data Logger

-2 Service

-] Connectivity

-2 System

Add ‘ | Modify ¢ Delete
Name Data Type Initial Value Retain Description
b | UserTagl Analog 10.0 [ none
& New Tag [ x|
% Basic

Mame: MewTag 0

Data Type: Analog

Initial Value: 10.0

Retain: Not Retain -

Description: None| o




ODBC Device

1. Select the device type ODBC-MSSQL in the device
interface, and can be configured to collect data via an
online ODBC server

:::::::::

2. In the device interface, enter the ODBC service
configuration.

& TCP/IP

IP Address: o 10.0.0.2

Port Murmber: 502

Extention Properties

¢

Version:
Microsoft SQL Server 2008
Login ID:

Password:

Database:

666

1. Server IP address.

2. SQL Server version, you can choose SQL
Server2008, SQL Server2005, SQL Server2000
and so on.

3. The user name required for logging in SQL
Server.

4. The password required for logging in SQL Server.



5. The name of the database that you need to log in.

3. Data acquisition script
ODBC Address Configuration

Column Mame: name

SQL Script: ‘ select name, value from data Tablg|

oK Cancel

Click on the address bar of the Tag edit interface to
edit the SQL scripts for data collection,

which “SQL Script” enter the SQL query script,
“Column Name” enter the column name of the query

result..



JDBC Device

1. Select the device type JDBC-ORACLE in the device
interface, and can be configured to collect data via an
online JDBC server

“ General Information
¥ Enable
Mame: MewMeter

Meter Type: o JDBC-ORACLE (IDBC for Oracle Database) -

Unit Nurmber: 1]

Tag Write Type: Single Write -
Description:

I Add meter name as prefix to I0 tags Bulk Copy

2. In the device interface, enter the JDBC service
configuration.



& TCP/IP

IP Address: o

Port Mumber: 1]

Extention Properties

Version:

Oracle Database 11q - o
Login ID:
Password:
Database:

1. Server IP address.

2. Oracle version, you can choose Oracle Database
10g. Oracle Database 11g, Oracle Database
12c and so on.

3. The user name required for logging in Oracle.

4. The password required for logging in Oracle.

5. The name of the database that you need to log in.

3. Data acquisition script

JDBC Address Configuration
Colurmmn Mame: name
SOL Script: SELECT name, value FROM tablename|

oK Cancel



Click on the address bar of the Tag edit interface to
edit the SQL scripts for data collection,

which “SQL Script” enter the SQL query script,
“Column Name” enter the column name of the query
result..



BACnet IP(TCP/IP)

1.Driver support start version number:

2.Add Meter

Project Configuration

=™ example_ADAM-3600(1)
- ADAM-3600-13
- Data Center
y- £ 10 Tag
. £ ADAM-3600-C2GL1ALE
. =-E3 BoardI0
| l{__m 10 Tag
€9 COM1
P |J§|- com2
o EF COM3(Disable)

[

1 Edit

T )

= Add Device

. o

- .[Z user Tag 3¢ Delete
E y Data Storage
#-& Service
---4¢ Event Manager
' KW Settings
5 Connectivity
- Cloud

.._-.? Sygtem

sl gl e

« DataCenter—>1/0m—>TCP—>Right Click :

Device

Add



NewDevice(ADAM-3600)* x ‘

o m [ X osan

f General Information
M Enable
Name: ‘BACnetIP|
Device Type: 'BACnet IP
[] Device Model 'Double Click to Select Device Template
Unit Number: 1
Tag Write Type: [Single Write
Description:
[ Add device name as prefix to 10 tags " Buk Copy
& TCP/1P
IP/Domain: |
Port Number: [D
Extention Properties

Device Address (if other than Unit Number):

| |
Device Broadcast [I AM] Time (second):

o |
Polling Cycle:

1 |
Device Instance #:

0 |
Max Property/ Request:

0 |
Synchronize Time at(Ex. 23:50:00):

n1-nn-0n




e Name: Fill in as you please,

» Device Type: Select BACnet IP,

e |P/Domain Name: The IP address of the BACnet
server,

e Port Number: The port number of the BACnet
server,

» Device Broadcast[l| AM] Time (second) : Frequency
of EdgeLink sending “I| AM” messages,

e Polling Cycle : Data Collection Period

» Device Instance # : Device Instance ID of the
BACnet server,

» Max Property/Request : 0 means polling 70 points in
one round, and other values mean the number of
points configured for one round of polling,

e Synchronize Time at (Ex. 23:50:00) : Sync time with
server at a certain time ,

» After configuring the above parameters, click “Apply”
to add it. Click “Cancel” to cancel the operation,

3.Add tag



A7 Basic =l Advanced

Name: NewTag ScalingType: No Scale
Data Type: Analog v Formula:
Conversion AUTO -
Address: Scale:
Start Bit: 0 Default Address Configuration
Length(bit): Clamp to span low
engthibic) 16 Address Template:  TypeNo.Instance... = .

Clamp to span high
Span High: 1000 Typerlo—_.lnstanceﬂo.PFOD':“F":'_‘rld‘D to zero
e 0 Address: TypeNo.InstanceNo.Pr
Initial Value: 0.0 oK Cancel
Scan Rate: 1
Read Write: Read/Write -
Description:

0K Close

1).Fill in or select the parameters on the above interface
according to the requirements, and click “OK” to save the
changes,

2).Tag point address format :
TypeNo.InstanceNo.Propertyld

* TypeNo : Representing the type number, The driver
protocol supports six types: Analog Input, Analog
Output, Analog Value, Binary Input, Binary Output,
and Binary Value :

TypeN

Type um

Analog Input 0

—_—

Analog Output
Analog Value 2
Binary Input 3
Binary Output 4



TypeN

Type um

Binary Value 5

e InstanceNo : Tag point sequence number in the
server,

» Propertyld : Please refer to the Bacnet protocol,

example : The Property ID for “Present Value” in
BACNet is 85 , The address example for reading
“Present Value” is as follows:

Type and index  Address

Al 2 0.2.85
AO 2 1.2.85
AV_2 2.2.85
BI_2 3.2.85
BO 2 4.2.85
BV 2 5.2.85

4.FAQ

4.1.ErrorCode

ErrorCode Description
GOOD No error

C010 Device Ildle, I-AM timeout
C002 Data type mismatch

AO00OX iscrete value over max state



ErrorCode Description

QCode bit 0001 in alarm, 0002 Fault, 0004

coded Overridden, 0008 Out of service

b014 No space to write property

b01b Read access denied

bO1f Unknown object

b020 Unknown property

b025 Value out of range

b028 Write access denied

b02a Invalid array index

b02f Datatype not supported

b030 Duplicate name

b031 Duplicate object id

b032 Property is not an array

b033 Abort buffer overflow

b034 Abort invalid apdu in this state

b035 Abort preempted by higher priority
task

b036 Abort segmentation not supported

b037 Abort proprietary

b038 Abort other

b03b Reject buffer overflow

b03c Reject inconsistent parameters

b03d Reject invalid parameter data type



ErrorCode Description

b03e Reject invalid tag

b03f Reject missing required parameter
b040 Reject parameter out of range
b041 Reject too many arguments
b042 Reject undefined enumeration
b043 Reject unrecognized service
b044 Reject proprietary

b045 Reject other

b050 Parameter out of range

b07b Abort apdu too long

b07c Abort application exceeded reply time
b07d Abort out of resources

b07e Abort tsm timeout

b07f Abort window size out of range
b0100 Loss of port connection

b0101 Header timeout error

b0102 Data timeout error

b0103 NPDU Timeout error

b0104 Header CRC error

b0105 Data CRC error

b0106 Non-NPDU message error

b0107 Timeout error



ErrorCode Description

b0108 Serial port error

b0109 Invalid Write Properity Error
b010a Invalid Read Properity Error
b010b No valid read data

b010c Unsupported Frame Type

b010d Error in the MS/TP Network
b010e Unknown Data Type to write
b010f Invalid Destination MAC Address
b0110 Invalid Source MAC Address
b0111 Invalid Header Information

b0112 Unable to get a valid Invoke 1D



BACnet MS/TP

— . Driver support start version number : v2.8.0
. Quic start

1.Add Port
e DataCenter—>1/0O&—>Add Port

Project Configuration

=7 example_ADAM-3600(1)
- ADAM-3600-13
J-ug Data Center

» Add Port
& A Tag Value Setting
€7 COM2
%2 COM3(Disable)
(-fu] TCP
£ system Tag
l_: Calculation Tag
- i@ User Tag
£ y Data Storage
4-& Service
¢4 Event Manager
w_ KW Settings
7 Connectivity
B Cloud
* System

N -y

[+

e Port Type : Select “Serial(BACnet MS/TP)’—>Name:
Fill in as desired (The name used in this document is
‘MSTP”)

2.Configure the port



&7 Serial Port Setting

Port: ERPORUSE .

Baud Rate: 9600 v Parity: None b
Data Bit: 8 b RTS: False

Stop Bit: 1 ¥ DTR: False e

e Serial Number : Gateway serial port number

o Other parameters : Configure according to device
characteristics

 After configuring, click “Apply”
3.Add Device

e DataCenter—>1/0 Tag—>MSTP—->Add Device

—-sa Data Center
-5 10 Tag
(- ADAM-3600-C2GL1A1E
€9 COM1
€9 COM2
&9 COM3(Disable)

]

T+ [I__Tj __‘ Edlt
R 5# » Add Device
-+ Calculation 3¢ Delete

L.{@ User Tag

4.Configure Device

e Device Type : Select “BACnet Device”—>Name: Fill in
as desired (The name used in this document is
‘“MSTP”)—>click “Apply”



*f General Information

Enable
Name:

Device Type:
[] Device Model
Unit Number:
Tag Write Type:

Description:

MSTP|

BACnet Device

0

Single Write

Add device name as prefix to 10 tags

5.Add tag point

Bulk Copy

6.Download project , You have successfully completed

the configuration of BACnet MS/TP.

— . Detailed configuration instructions

1.Detailed explanation of the extended attributes in the

port configuration interface



:l Extension Properties

This Station Device ID:

1

MAC (0 - 127):

127

Device Unit Number As:

Device ID hd

Max Info Frames:

Max Client:

APDU Timeout (MS):

Number Of APDU Retries:

This Station Device ID : Device ID.

MAC(0~127) : The MAC address of the device,
default is 127.

Device Unit Number As : The Unit Number value in
the device configuration is the device ID, not the
MAC address of the device.

Max Info Frames : The maximum number of
information frames that a designated node can send
before the token must be transfer.

Max Master : The highest address allowed by the
master node in the network, default is 127.



* APDU Timeout(MS) : The amount of time
(milliseconds) between unconfirmed attempts to
resend an APDU when confirmation is required. For
devices that allow modification of this parameter, the
recommended value for this property is 10000
milliseconds. Otherwise, the default value should be
60000 milliseconds.

 Number of APDU Retries : The maximum number of
times an APDU should be retransmitted. The
recommended value for this property is: if this device
does not perform retries, this property should be set
to zero. If the value of this property is greater than
zero, a non-zero value should be placed in the
APDU_Timeout property of the device object.

2.Detailed explanation of the extended attributes in the
device configuration interface

Extention Properties
Max Property/Request:

16

» Max Property/ Request : The maximum number of
tags included in each request packet.

3.Detailed description of tag point address



Default Address Configuration

Address Template:  TypeNo.Instance... ~ || _
TypeNo.InstanceNo.Propertyld |

Address: TypeNo.InstanceNo.Pn

oK Cancel

Tag point address format :
TypeNo.InstanceNo.Propertyld

The specific address instructions can be found in the
BACnet IP documentation.



DNP3(TCP)

— . Driver support start version number :

— . Quick Connection

1.Add Device

e DataCenter—>1/0O Tag—>TCP—>Rigth click : Add
Device

Project Configuration

=- example_ADAM-3600(1)
= ADAM-3600-13

o - Data Center

b & 10 Tag

{5 ADAM-3600-C2GL1A1E

- BoardIO

! .fg9 10 Tag

&7 COM1

P |J§|- comz2

P &2 COM3(Disable)

i

: tE} Sy _, Edit
L._-l_:' Cal »* Add Device
G User Tag x Delete

= Data Storage

|-@= Service

d Event Manager

' KW Settings

1Y Connectivity

-[EY Cloud

- System

7--F--E

2.Configure the device



o Select Device Type : DNP3.0 Master Driver—>Fill in
the DNP3 server IP and port number: such as
172.21.67.56 and 20000—>click “Apply”

. Apply X Discard

* General Information

Enable

Name: DNP3

Device Type: ' DNP 3.0 Client Driver -

[] Device Model

Unit Number: 1

Tag Write Type: Single Write v

Description:

Add device name as prefix to 10 tags Bulk Copy
5 TCP/IP

IP/Domain: . 172.21.67.56

Port Number: 20000

3.Add tags

4.Download project , completed the quick configuration
of DNP3.

— . Detailed configuration instructions

1.Detailed configuration interface instructions



- F General Information

[ Enable

Name: 'DNP3

Device Type: 'DNP 3.0 Client Driver

[] Device Model |Doub5e Click to Select Device Template

Unit Number: 1

Tag Write Type: Single Write

Description:

[ Add device name as prefix to 10 tags 1 Buk Copy
- & TCP/IP

IP/Domain: 172.21.67.56

Port Number: 20000

~ Extention Properties
Client Address:
El
Server Address:
4
Request Timeout(s):
5
Analog Inputs variation:
'Variation 5 - float-point with flag hd
Analog Outputs variation:
'Variation 3 - float-point -
Binary Inputs variation:
|Variation 2 - with flags hd
Binary Outputs variation:
'Variation 2 - output status with flags -
Counter variation:
'Variation 1 - 32-bit with flag .
Frozen counter variation:
|Variation 1 - 32-bit with flag -
[] Keep-Alve Interval(s):
|60
[] The period of TimeSync(s):
1600




e Name: Fill in as desired.
e Device Type : Select DNP3.0 Master Driver.

e |P/Domain Name: The IP address of the DNP3
server.

e Port Number: The port number of the DNP3 server.
e Master Address : Session Master address.
e Slave Address : Session Slave Address.

* Request Timeout(s) : Response timeout time for
data request commands.

o Keep-Alive Interval(s) : Heartbeat period: When this
option is not selected, it means that the Master
endpoint does not send heartbeat packets.

e The period of TimeSync(s) : Time synchronization
period: When this option is not selected, it means that
time synchronization operations are not performed.

e Xxx variation : It is possible to configure the default
variation (i.e., data format) for each different data
type. Please refer to the specification document for
details. If there are no special requirements, it is
sufficient to keep the defaults.

2.Detailed description of tag point address



DNP3 Address Configuration

Group: Analog Inputs »

Anzlog Inputs
Analog Outputs
Binary Inputs
Binary Outputs
Counters

Frozen Counters

Index:

e Group : There are six types in total. Please select the
appropriate type from the dropdown list based on the
actual situation.

e Index : Index on slave , Under the same data type,
there may be multiple tag points. The index number
is the sequential number of the tag point.

* Note: Due to the inability of the Master in Linux to
issue the Frozen command, the Frozen counter point
is only used for data collection.



IEC104

— . Driver support start version number :

— . Quick Connection

1.Add Device

e DataCenter—>1/0O Tag—>TCP—>Right Click
Device

Project Configuration

== example_ADAM-3600(1)

-8 ADAM-3600-13

- Data Center

y- % 10 Tag

. - ADAM-3600-C2GL1A1E
- &-E Boardio

. -tog 10 Tag

- €9 COM1

|;|- coMz2

£ COM3(Disable)

» G

S

2 Edit
= Add Device

I |
- EJ user Tag 3¢ Delete
E = Data Storage
i-& Service
d Event Manager
' KW Settings
5y Connectivity
-y Cloud

-5 System

4l

e

e Sl ol W e

2.Configure the device

: Add



» Select Device Type : IEC 60870-5-104—>Fill in the
IEC104 server IP and port number: such as
172.21.67.56 and 2404—>click “Apply”

. Apply X Discard

“f General Information

Enable

Name: IEC104|

Device Type: . IEC 60870-5-104 -

[] Device Model

Unit Number: 1
Tag Write Type: Single Write e
Description:
Add device name as prefix to 10 tags Buk Copy
5 TCP/IP
IP/Domain: .1?2.21.6?.56
Port Number: 2404
3.Add tag(s)

4.Download project , completed the quick configuration
of IEC104.

— . Detailed configuration instructions

1.Detailed configuration interface instructions



“f General Information

[ Enable
Name: [EC104|
Device Type: IEC 60870-5-104 -

[] Device Model

Unit Number: 1

Tag Write Type: Single Write v

Description:

Add device name as prefix to 10 tags Buk Copy
& TCP/IP

IP/Domain: 172.21.67.56

Port Number: 2404

Extention Properties

| Device Address (if other than Unit Number):

t1:t2:t3:k:w:0A:DA:ST:
15:10:20:12:8:0:3:30

e Name: Fill in as desired.

» Device Type: Select IEC 60870-5-104.

e IP/Domain Name: The |IP address of the IEC104

server.
e Port Number: The port number of the IEC104 server.
o t1:12:13:k:w:O0A:DA:ST :



[]1t1 : 1~255 seconds, Refer to the IEC104 protocol
for specific requirements.

[11t2 : 1~600 seconds, Refer to the IEC104 protocol
for specific requirements.

[]1t3 : 1~600 seconds, Refer to the IEC104 protocol
for specific requirements.

[1k: 1~32767, Refer to the IEC104 protocol for
specific requirements.

[Jw: 1~32767, Refer to the IEC104 protocol for
specific requirements.

[] OA : Master Address , Refer to the IEC104
protocol for specific requirements.

[ ] DA : Slave public address.

[]1ST : Scan time. 1 ~3000 seconds.

. Detailed description of tag point configuration

There are three types of Tag.

A. Read Only Tag
Format: R:Read Address / Read Data Type / Read
Example: R:402 / M_BO_NA_1 / n

4

B. write only Tag
Format: W:Write Address / Write Command
Example: W:2300 / C_RC_NA 1
Note: Always show value 0 for this kind of tag

4

C. Read And Write Tag
Format: R:Read Address / Read Data Type / Read
Example: R:400 / M_BO_NA_1 / n / W:2400 / n

4



Note: Add /SE after Write Command to change “Direct
Execute” to “Select and Execute” - Read And Write Tag
Format: R:Read Address / Read Data Type / Read
Command / W:Write Address / Write Command / SE
Example: R:100/M_SP_NA_1/n/W:2100/n/ SE -
Write Only Tag Format: W:Write Address / Write
Command / SE Example: W:2100/C_SC _NA 1/SE



Add A Device Name Prefix for
the 10 tag

IO Tag(MewDevice-Meterl_1) Meterl{NewDevice)

“ general Information

| Enable

Marme: Metarl

Meter Type: Modicon (Modicon Modbus Ethernet)

Unit Mumber: 1

Tag Write Type: Single VWrite A
Description:

¥| Add meter name as prefix to 10 tags . Bulk Copy

Click the option of “add device name as prefix to 10
tags”,and it will add a prefix for the 10 tag,format such
as’meter name: |O tag name’.

The device name prefix will be removed after cancling
point .If the the 10 tag name is not unique after the prefix
is canceled, the user will be prompted to allow the
system to automatically rename the duplicate 10 tag.



[ 10 Tag(NewDevice Metert 1) | EElMeter1(NewDevice) | (g3 IO Tag(NewDevice-Meter1)

Project Configuration «
& demo o Add. | |9 Dekte |3 Modiy...
=8 NewDevice-1
L& Data Center Name Data Type Initial Value Address Conwve
5-% [0 Tag » Meterl:tagl . Analog 0.0 00001 Unsigned I
BoardI0 Update Tag: Meterl:tagl
oim T late Tag: Meterl:tag
=-E2 meterl 3 Basic =l Advanced
sl 10 Tag
Meterl_1 Name: ol ‘ ScingTyoe: Mo Scale -
“dad 10 Tag Data Type: Anzlog B - Formula:
R Zigbee-minPCle/USB
£7] System Tag Conversion Unsigned Integer -
-£3 Calculation Tag Address: 00001 Scale:
13 user Tag
b Start Bit: 0 Bias:
5 Data Logger
2 senvice Length(bit): 16 Clamp: Clamp to span low
) Clamp to span high
lﬂ. Event Manager Span High: 100 Chmp to 2610
T Connectivity comn Low:
! System R 0
Tnitial Value: 00
Description:

Close

The device name prefix is displayed in the 1/O tag editing
interface, but cannot be edited.



Bulk Copy

kg 10 Tag(NewDevice-Meterl_1)

“ General Information

Enable

MName:

Meter Type:
Unit Mumber:
Tag Write Type:

Description:

Meterl(NewDevice)

Meterl
Modicon (Modicon Modbus Ethernet)
1

Single VWrite

Add meter name as prefix to 10 tags ’ I Bulk Copy

After selecting add the device name prefix, you can try to

copy the current device with bulk copy function.

Meterl
Copy Meter Editor

Source name : Meterl

Copy Count:
Name Template

[MI[c]

New Meter Names

New Name (Edit) ‘

Unit Number (Edit)

[M]Source Name| |[U]Unrc Number| | [ClCounter

D

Counter Setting

Initial Value: 13 Initial Value:
Step: 13 Step:
Digit: 1-

Unit Number Setting

» Meterll 1

Meter12 2

Meter13 3

10 = eterl4 4

Meter15 5

Meterl6 6

Meter17 7

‘ Meter18 g

Meterl® 9

| ‘ Meter110 10
13
13

oK Close

Click the bulk copy button to pop up the page of editing

the device name, in which users can edit the number of



meters to be copied, the name of the device, and the

number of units.

1.

Display the basic information of the original
instrument.

. Select the number of meters to copy up to 100 once.
. The name of the device will be generated according

to the name template.

. You can use the name of the original device and unit

number and counter with the change of the number.

. The initial value and the step size of the unit number

can be set.

. The counter can set the initial value, the step size

and the number of the display.

. The name of the generated device is showed in the

right list, and the value in the device can be modified,
but it will be reset after the modification to the left

property.,



|3

= demo

=M NewDevice-1
=B Data Center
5% 10 Tag
-- BoardIO
er-fa TCP
= - Meterl

E]
o
o
[}
m

-7 System Tag
-E4 Calculation Tag
=
@ User Tag
=% Data Logger =

Click OK and users can see the generating bulk copied
device under the port.



Device Template

In EdgeLink Studio, a set of templates is created for
each model of the device according to different device
drivers and models. The template includes the basic
information of the device and the tag information under
the device, which is the “device template”. When adding
devices in EdgelLink Studio, you can use the device
template to add the tags included in the device template
to the device according to certain rules, instead of
adding tags one by one. The device template is a sqlite
database file, which is divided into the default template
and the user template. The default template is saved in
the EdgeLink Studio installation directory to store the
factory device templates included in the factory. The user
template is saved in the template path where the project
file is located. The device template can be set to an open
password. The user can use the EdgelLinkStudio device
template tool to open the template with the password to
maintain the template. The ordinary user can only open
the user template for maintenance, and the developer
can open the default template for maintenance.

Device Template Tool

Click the Device Template button in the EdgeLink Studio
toolbar to open the device template tool.

& Advantech EdgeLink Studio — lm ]l x

[E= Project Help & @
[r— 1

s H > = = i_/

Close Save ag Device

Project Count Model




Device template tool interface :

Device Model

Device Model
7

~ = —
] 5 4 ek
e W H O ‘1 - S | e h:
hang port  Exp mport
W 55

cl
Open Close Save Unde Change Import ort

4 Name Parame... Dat... Initi.. Add... Conv... Scale.. ReadOnly Description

In the device template tool, the functions of opening,
closing, saving, revoking, modifying password, importing
and exporting, and importing Webaccess templates are
supported.

1.0pen the device template

When you open the device template tool in the EdgeLink
Studio page, you will open the user template by

default. When you open the device template tool in the
EdgelLink Studio page, the User Template will be opened
by default, and users can view template information,
template images, and tag information in the interface.



Device Model-C:\Users \xuying.liu\Documents\Advantech Edgelink Studio\Template\DeviceModelok.dm* =8l x

Device Model

CEHOP T 0w

Open Close Save Undo Change Import Export Import Search:
Password WebAccess Model
- Template Name: #A0Tre
0 Add.. | |98 Delete | = Modify... i 1 Manufacture: 3
Category: #74EH
Model Name  Device Type  Manufacture Category Description Driver: Modicon
£ : . o Description: huawei
» WIS Modcon 4 Wi huawei &
JIEEAER Modicon JIE JIEE3 Water Pump
JIFE I ERE  Modicon JIE JIEE3 Water Treatm... 5 a
JIEEE AN Modicon JIFE JIEE3 Blower |
JIfEE S ME... Modicon DR B3 Air quality mon...
[EaEraz=E R Modican |35 [ Power Generator
ZETRAFE  Modicon == = HVAC System v—nun-.—-.
JIFESARZEME.. Modicon JIE JIEE2 Surface Mecha...
Sy i AR 3% o Add.. |9 Delte | El Modfy...
4 Name Parame... Dat... Initi.. Add... Conv... Scale ... ReadOnly Description -
» Input_Vol... Discr... 0 00001 H/A HNo Scale V¥ HE
Input_Cur... Discr... 0 00001 N/A No Scale T VX
Grid_Volta... Discr... 0 00001 NjA No Scale ¥V eEREE
Grid_Current Analog 0.0 00001 Unsign... No Scale % EBFER
Grid_Freq... Analog 0.0 00001 Unsign... No Scale vl B
DC_Input... Analog 0.0 00001 Unsign... No Scale vl B BthE
Power_Fa... Analog 0.0 00001 Unsign... No Scale W TERERD
Internal_... Anzlog 0.0 00001 Unsign... No Scale %4 MAAE
Covert_Ef... Analog 0.0 00001 Unsign... No Scale % ERE
Daily_Gen... Analog 0.0 00001 Unsign... No Scale Vo LEEmE
Cumulativ... Analog 0.0 00001 Unsign... No Scale Vo mitEmE
CO2_Red... Analog 0.0 00001 Unsign... No Scale % ZEIVERE

If a user template does not exist locally, a prompt box will
pop up and the user can create an empty user template
according to the prompt.

Information

The user template file does not exist. Click YES to create an empty user template.

Mo

Users can click on the Open button to open any device
template file.



B

C

B

@'\‘:J"| , v B » I35 » Advantech Taglink Studio » Template » - |€,|| 1EE Template p'
|n v EETE =~ 0 @
= BERERE als
SE%E HFAT: soideE v
Template
oE 5 =& =] o
=)l Subversion
B . DevicePicture Trfds
| = B R || DeviceModel.dm 2018/5/28 14:13 DM 3zf% 434 KB
5 o & DEViceModell.dm 2818323 11:33 DM i:t ‘r_c KB
J' == = || DeviceModel3.dm 2018/5/24 16:17 DM {5 420 KB
CEE || DeviceMadel2.dm 2018/5/23 16:51 DM 3zfs 484 KB
1M EH
& e ()
ca HAEE (E)
i A= S
SEE(N): R ’De'\.riceModel files (*.dm) v]
(70 v | = |

If the open device template needs to be opened with a

password, you need to enter the template password. A

prompt will be given when the password is wrong.

| Device Template Password

Password:

5| Device Template Password

Password: wwE

oK

Password Error!

..............

.............................

Cancel

Cancel

x




2.Close the device template

The user can click the Close button to close the current
device template file. If there are unsaved changes to the
template, a prompt box will pop up.

Information x

Yag Mo Cancel

3.Modify the device template

In the device template tool, users can view, sort ,
search, filter, add, modify, and delete templates, and
add, modify, sort , and delete tags included in the
template.

Click the device template list header to sort the template.
Click the tag list header to sort the tags.

Fill in the keyword in the search box of the toolbar, and
click the Enter button to search for the template
information in the current template file.

Device Model-C:\Users\xuying.liu\Documents\Advantech TagLink Studio\Template\DeviceModel.dm =8l x
Device Model
- = — L
= dH et W
o — Search: IR |
Op: Savs El ] Export Import
Password WebAccess Model

en Close Save Undo

o Add... | |38 pekte | Bl Modify...

#l,

Manufacture: JIFR
Model Name Device Type  Manufacture Category Description Category: JI[E3

q 2 q q Driver: Modicon

NEEZR Modicon NEE JIE3 ‘Water Pump Description: Blow
IS Modicon I JIE2 Water Treatm...
il ... Medicon g JIEEs Blower
NEZESMEE... Modicon NEE JIE3 Air guality mon...
JIFESAREE... Modicon NI B3 Surface Mecha...

| _

}||$§§Mm o Add.. | |38 Deete | = Modiy...
Name Param... Dat... Initi.. Add... Conv... Scale... ReadOnly Description

» Shutdown Discr... 0 00001 N/A NoScale M fEn
Inlet_Pres... Analog 0.0 00001 Unsig... Mo Scale =il AOFH
Outlet_Pr... Analog 0.0 00001 Unsig... No Scale ¥ HOEH
Flow Analog 0.0 00001 Unsig... Mo Scale = R
Inlet_Te... Analog 0.0 00001 Unsig... No Scale il AOEE
Outlet_T... Analog 0.0 00001 Unsig... Mo Scale ¥ HOEE
Motor_Te... Analog 0.0 00001 Unsig... Mo Scale =] AR



The template can be filtered by column in the header
section of the template list.

 Add... | |3 Delete | | & Modify...

Model Hame Y..Device Tune Manufacture... Category Desi
" M;*-:IE#E'E """"" (Select All) T hua,

nntd SLEE 1ESAREREIESA, 1-~

NEEAER NEEZFAN, &3 Wat

NIEAAMEEE L] [ [EESmE R [[[E3 Wat

JIEE R, JIFRAER B3 Blow

B2 S55E JFEA A& B3 A g

SR AR ) s ipTrse -
Eprar k| EERE AN, B Pow
—ETiRERS —ETiES =1 HVA

Click the Add button above the template list to add a new
device template. The information includes the template
name, driver type, manufacturer, device category, device
image, and description. The template name cannot be
duplicated with other templates in the template file. The
manufacturer and device categories can be added by
clicking the Add button on the right side of the input box.
You can also select an existing manufacturer by pull-
down. Device images can upload image files of up to
200K in .PNG, .JPG, .JPGE, .BMP, and .GIF formats.



Create Template

Model Mame: Mew_Model

Meter Type: ABMLGX h
Manufacture: | =
Category: - -
Picture:
Description:

................ CIK —

Double-click on an existing template in the list, or select
a template in the list and click the Modify button above
the list to modify the template.



Update Template

Model Name: | #a¥bTras

Meter Type: Modicon h
Manufacture: |43 v
Category: thihith r
Picture:

Description: huawei

oK Cancel

Select a template in the list and click the Delete button
above the list to delete the template.

Click the Add button above the list of tags to add a new
tag to the currently selected template.The tag
information is similar to the 10 Tag information in
EdgeLink Studio. The added tag name cannot be the
same as the other tags under the same template.



New Tag

Basic Advanced
Name: NewTag ScalingType: No Scale -
Parameter: Formula:
Data Type: Analog -
Conversion Unsigned Integer - Scale:
Address: Offset:
Start Bit: 0 Clamp: Clamp to span low
Clamp to span high
LI 16 Clamp to zero
Span High: 100
Span Low: ]
Initial Value: 0.0
Scan Rate: 1
ReadOnly:
Description:

Close

Double-click an existing tag in the list, or select a tag in
the list, and click the “modify” button above the list to
modify the tag.

Update Tag: Input_Voltage
Basic

Narme: Input_Voltage

Parameter:

Data Type: Discrete M
Address: oooo1
Signal Reverse: | False v
Start Bit: 0
Length(bit):
Initial Value: 0
Scan Rate: 5
ReadOnly:
HiAFE
Description:

Close

Select a tag in the list and click the Delete button above
the list to delete the tag.

4.Save the device template modification



Adding, modifying, deleting, importing, etc. to the
template file requires clicking the Save button in the
page toolbar to save to the template file. After saving
successfully, a prompt box will pop up.

Information x
[0] Save Success!
............. o

5.Undo the device template modification
Click the Undo button to undo unsaved changes, and the
template will be returned to the previous save.

Information

':9] Whether to cancel the modification?

Yas i Mo

6.Modify the device template password

Click the Change Password button, and the template
password can be modified in the pop-up dialog box.

f% Device Template Password x

Old Password: |
Mew Password:

Confirm Password:
oK Cancel

7.Import the device template



Click the Import button to import templates from other
device templates files into the currently open template.
To import a template that requires a password to open, a
password dialog box pops up to prompt the user for a

password.
(=7 - =
@-u-v| » B » 3= » Advantech Taglink Studio » Template » - |¢,|| IEE Template ol
|R v FEues =~ 0 @
| EmAEREE - Fals
-SZ%E HFAA EE -
Template
= = HER
: , = e #=m e
Subversion
xR DevicePicture
= EE ] DeviceMo:e:.d;n 484 KB
- DeviceModell. P
o Il ev!ce odell.dm :
B oax || DeviceMadel3.dm 20 KB
P EES || DeviceModel2.dm 484 KB
1 HEE,
£ AR ()
ca HAEE (E)
[T S
EHE(N): - |DeviceMode| files (*.dm) v|
EEETE

Select to open the template file to be imported, and
users can view the template information in the preview
panel. Check the template information to be imported.
Click the Append button to import the selected template
into the current template file, click the Overwrite button to
clear the current template and then import the selected
template to the current template.



Device Model

o ] F B [ |
= ﬂ H o ! g wg search:
Open Close Save Undo Change| Import port Import
Passwort WebAccess Model

s Add| Preview Template
model| Select Template ADAM-4013(ASCII)

b 4403 roModel N... | Device ... | Manufac... Category  + Name Data Type Initial Value  Address Conversion ... Scale Type
JIFEAE DAMA... ADAMAK ifiis o » A Analog 0 40138A1@0.0 s
JI BBk DAM-... ADAM4K  Ffits 04
JIFREE DAM-... ADAM4K  §fi4s T0fakR
JIR=S DAM-4... ADAMAK s 107818
FRIEEE DAM-4... ADAMAK  ftée 04t
=27 DAM=... ADAMAK  ifide 04888
JIEESA DAM-4... ADAM4K  §fiss 0fER

DAM-4... ADAM4K  Efide 10k

DAM-4... ADAMAK  fifs 104t 1

DAM-4... ADAMAK  fEE 1078t

DAM-4... ADAMAK  ifffe 10ftR

DAM-4... ADAM4K §fidé 104ER

DAM-4... ADAMAK  Ffifs 104t

DAM-4... ADAMAK  Ffids 1048t

DAM-4... ADAMAK L 10fEtA

DAM-... ADAM4K  Ffits 04

DAM-4... ADAM4K  fide 104k

DAM-4... ADAMAK Ffife 04t

NAM-4 ADAMAK  FRE TOdtth -

— Append | overwrte |

CoZ-reducaon AITai0g
Active_Power Analog

S __

Description

Cancel

v

0.0

Addres
00001
00001
00001
00001
00001
00001
00001
00001
00001
00001
00001
00001
00001

Annnt

Whether it is append or overwrite, it will judge whether

there is a template duplicate name and a tag duplicate

name. If there is a duplicate name, it will be highlighted

in the preview panel, and you can choose to rename the

duplicate template or tag.

Preview Template

Select Template
. Model Na... Device T...
b SIS
NEAER
NI ..
JIEEEEAL
NE=S...
FEIRERAL
ZETA..
JI[ESAR...

Modicon
Modicon
Modicon
Modicon
Modicon
Modicon
Modicon
Modican

Information

Manufac...

ERETS

Category Name Data Type Initial Value  Address Conversion ... Scale Type
et o 2 ¢ Input_Voltage  Discrete 0 00001 No Scale
Input_Current Discrete 0 00001 No Scale
Grid_Voltage Discrete 0 00001 No Scale
Grid_Current Analog 0.0 00001 No Scale
Grid_Frequency  Analog 0.0 00001 No Scale
DC_Input_Power Analog 0.0 00001 No Scale
Power_Factor Analog 0.0 00001 No Scale
Internal_Temp  Analog 0.0 00001 No Scale
I Covert_Efficiency Analog 0.0 00001 No Scale
Daily_Generation Analog 0.0 00001 No Scale
Cumulative_Ge... Analog 0.0 00001 No Scale
C02_Reduction  Analog 0.0 00001 No Scale
Active_Power Analog 0.0 00001 No Scale
Rated_Power Analog 0.0 00001 No Scale
Max_Coverter Analog 0.0 00001 No Scale
Reactive_Power Analog 0.0 00001 No Scale
Append H O\;Iér.wnte

No Cancel

Description
HAEE
$ilA
e
T
F e
BN
THEER
HFRE
EHE
HEERE
FitkmE
ZEIE.
HIE
WEVE
Bltdh...
FHE

Cancel

There are duplicate names in the template or tags. Click YES to save the first one, and click NO to save them all and rename them.



Model Hame T Device Type  Manufacture Category Description
W dksigTree fodicon £ B huawei

RS Maodicon I NiE3 Water Pump
JIFRcatEiwE  Modicon & NEE3 vater Treatm...
NEEEEFAN, Modicon JIER N3 Blower
JIFBZ==amM... Modicon JIFE JIg3 Air quality mon...
FEIAE RN, Modicon B Bk Power Generator
=ETHFRHE  Modicon == =E HVAC System
|[ESARZE... Modicon JIEE JIE3 Surface Mecha... '
fe7idErE(1) | Modicon =¥ £ iR huawei

8.Export the device template

Click the Export button to export the currently opened
template to a new template file. When exporting, you still
need to check the template to be exported in the preview
panel, and click the OK button to save the template file.

Preview Template

Select Template =EFRRS

... Model Na... Device T... |Manufac... |Category Name Data Type Initial Value  Address Conversion ... Scale Type Description

W AT Modicon HHEth + | Heating_room... Analog 0.0 00001 No Scale EpRE

¥ JIFEARZE  Modicon JIEE JIFES Cooling/Heatin... Analog 0.0 00001 No Scale AthiEt

W JIFES... Modicon JIE JIEE3 Outdoor_Tem... Analog 0.0 00001 No Scale EINEFE

¥ JI[E#FY, Modicon JIE JIEE2 Mute_Control... Analog 0.0 00001 No Scale pik s

... Modicon g JIFE3 Master_inform... Analog 0.0 oooo1 No Scale fREEE

Modicon =5 ik Setting_history  Analog 0.0 00001 No Scale ARILFE

= if... i Modicon == =2 Control_level Analog 0.0 00001 No Scale Frgias )

¥ JIFESAR... Modicon JIEE JIFES Connect_Devi... Analog 0.0 00001 No Scale EERE
W #3457, Modicon i HiEth I Peak_power_... Analog 0.0 00001 No Scale BEIEE...

0K Cancel



5 555 FETEAN —

@.\:/nﬂ , v E » I35 » Advantech Taglink Studio » Template » - |4f | | ZFE Template 2 [
| FEEi - @
oTE g _
M =F Templats HEIA: gk v
s BRI
. = v o]
=B = | DevicePicture
Sub . || DeviceMadel.dm 484 KB
ubversion . e
= B ] Dev!ceModell.dm a x?
me || DeviceModel3.dm 20 KB
%‘ = || DeviceMadel2.dm A84 KB
5 3o
o4 EF
1 HE, 2
S (N -
EFERT): | Excel files(*.dm] v‘
- mEnTisE | ame || me |

After saving successfully, the preview panel
automatically closes.

9.Import Webaccess template

Webaccess template is an access database file in .mdb
format. Click the Import Webaccess Template button,
select the file to be imported, select the template
information to be imported in the preview panel, click the
Add button to import the selected template into the
current template file, click the Overwrite button will clear
the current template. Then import the selected template
to the current template.



Preview Template

Select Template
.. Model Na... Device T... Manufac... Category
T ADAMAK
ADAM4K
M SM34CWB  SM34CWB

Sun2KxTL

Name Data Type Initial Value  Address
b A3 Analog 1] 32280
Ab Analog 1] 32281
Ac Anzlog 0 32282
BootTime Analog 1] 32325
Capacity Analog 0 32001
co2 Analog 1] 32202
DEnergy Analog 1] 32300
DevTemp Analog 1] 32286
Effct Anzlog 0 32285
Fac Analog 1] 32283
HEnergy Analog 0 32298
1AO01 Analog 1] 32262
1A02 Anzlog 1] 32265
1A03 Analog 1] 32267
TAD4 Anzlog 0 32269
1405 Analog 1] 32271
TAO0G Analog 0 32273
1A07 Analog 1] 32315
Tmnadane Analnn n 2323

Conversion ... Scale Type Descripti... «
Linear Scale,... FARIAIBRER
Linear Scale,... FAFIBIEARTE
Linear Scale,... EAFICIBERT:
No Scale WEER ..
No Scale EITEE. ..
Linear Scale,... —E{kE...
Linear Scale,... YHHHEE...
Linear Scale,... {F:EE
Linear Scale,... HEITEHTE
Linear Scale,... Ep3fizE
Linear Scale,... &g/ :f...
Linear Scale,... PV1HiA...
Linear Scale,... PV2%iA....
Linear Scale,... PV3iA...
Linear Scale,... PV4§iA. ...
Linear Scale,... PVS#ih ...
Linear Scale,... PVEdiA...
Linear Scale,... PV7%iA....
linear Grale  sézRAdss 7

Append Overwrite Cancel

Similar to the import device template file, when importing

the Webaccess template, it will also determine whether

there is a template duplicate name and a tag duplicate

name. If there is a duplicate name, it will be highlighted

in the preview panel, and you can choose to rename the

duplicate template or Tag.

T Add... |3 Dpelete | = Modify...

Model Name  Device Type  Manufacture Category Description
vt Modicon A LR huawei

NIEAT Modicon NEE NEE3 Water Pump
JIEACHERE  Modicon I &3 Water Treatm...
JIEEERAL Modicon JIEE gz Blower
JIBZ=SSE... Modicon IR g3 Air quality mon...
FEIAREH, Modicon Bk Bt Power Generator
=ETiER%  Modicon =] =B HVAC System
JIFESARZEE... Modicon NIEE NEE2 Surface Mecha... !
A AETEER(1)  Modicon k) iR huawei 5
Sun2KxTL :ADAM4K E Huawei SUN20...
S2KxTL ADAMAK Huawei SUN20...
SM34CWE SM34CWB Huawei SUN20... 2

Use Device Template

un2KxTL

Name

Aa

Ab

Ac
BootTime
Capacity
coz
DEnergy

Param...

HNo image data

Dat... Initi...
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0

Add...

32280
32281
32282
32325
32001
32202
32300

Conv...

Template Name:
Sun2KxTL
Manufacture:
Category:

Driver: ADAM4K
Description: Huawei
SUN2000 xTL

o Add... |98 Delete | |3 Modfy...
Scale... ReadOnly Description -
Linear... Vo A
Linear... ¥ R
Linear... M raRlciER
NoScle ¥ EEEFUMNE
MosScale o HEBEHEEE
lnear... ¥ CE{kERHES
Linear... ¥V upEsRd

1. Check the Use Device Template when adding and

modifying devices.



Project Configuration “«

= DemoProject
o a1
=0 Data Center
o4& 10 Tag
m-E 10
[-EF COM1
- EF COM2

|2 Edit
[ ;., Add Device
-3 Calcu M Delete
Q Iser Tag
[+-=% Data Storage
2= Service
d Event Manager
-] Connectivity
H-Ey Cloud
-5 System

J newDevice(FiHhid1)* x

J; Apphy x Discard

“f General Information
Enable
Mame: newDevice
Device Type: Modicon (Modicon Modbus Series)
Device Model Double Click to Select Device Template
Unit Mumber: 10
Tag Write Type: Single Write -
Description:

Add device name as prefic to 10 tags Ly Bulk Copy

Double-click the device template selection box to bring
up the panel to view and select all the device templates
in the Default Template and User Template supported by



the device driver. The tags under the template can be
selected all or part of them.

Select Template

.. Manufacture Category Device Type Model Name ModelType
» W s 10ftR Modicon (Modicon Modbus Series) ADAM-5017 Default Template
Fiierd 1048t Modicon (Modicon Modbus Series) ADAM-5050 Default Template
Fiied 1048t Modicon (Modicon Modbus Series) ADAM-6051 Default Template
L 10485 Modicon (Modicon Modbus Series) ADAM-6224 Default Template
ADAM-6017 ¢ selectal | $€ Select None
.. Name Parameter Na... Data Type Initial Value Address Conversio... Scale Type  ReadOnly Description =
w1 Doo Discrete 0 40001 NfA No Scale ¥
W1 pot Discrete i 40002 NJA No Scale il
W AT0_150mv Analog 0 00001 Integer Scale Defne... M
V| AT1_150mv Analog 0 00002 Integer Scale Define... il
W A2 150mv Analog 1 00003 Integer Scale Define... bl
W] A13_150mv Analog i 00004 Integer Scale Defne... M
W] AM_150mv Analog 0 00005 Integer Scale Defne... M
» iV AI5_150mV Analog 0 00006 Integer Scale Define... W/
Al6_150mV Analog 0 00007 Integer Scale Define... i
ATD_500my Anzlog 0 00001 Integer Scale Define... i
AIl_500mv Anzlog 0 ooooz2 Integer Scale Define... ¥
AT2_500my Analog 0 00003 Integer Scale Define... il .
oK Cancel

After clicking the OK button, the use template is set for
the device. Click the Apply button on the device
information page to add or update the device
information. At the same time, the selected tag under the
selected device template will be automatically added to
the 10 Tag list under the device.

|34 1O Tag(#F7& 1-newDevice) >

e Add.. |~| 3 Delete E Modfy... = save Model
Name Data Type Source Initial Val... Scan Rate = Address Conversion... Scale Type Description

» \newDevice:D00  Discrete Template: ADAM-6017 O 1 40001 MfA Mo Scale

newDevice:DO1  Discrete Template: ADAM-6017 0O 1 40002 NfA No Scale

newDevice:AI0... Analog Template: ADAM-6017 O 1 00001 Integer Scale Defined Input H/L to Span

newDevice:AlL... Analog Template: ADAM-6017 0 1 00002 Integer Scale Defined Input H/L to Span

newDevice:AIZ... Analog Template: ADAM-6017 0 1 00003 Integer Scale Defined Input H/L to Span

newDevice:AI3... Analog Template: ADAM-6017 0 1 00004 Integer Scale Defined Input H/L to Span

newDevice:Al4... Analog Template: ADAM-6017 0O 1 00005 Integer Scale Defined Input H/L ta Span

newDevice:AIS... Analog Template: ADAM-6017 0 1 00006 Integer Scale Defined Input H/L to Span

Click the Add button in the list of IO Tags to add tags
customarily, and you can choose to add tags in bulk from



the template by clicking the Add from Template button in
the Add button drop-down menu.

Lo 10 Tag(#¥i & 1-newDevice) x

v | Delete = Modify...
Add From Tmplate

Source Initi
b | mawrNavicra«Nmn Micrrata Tarnbta. ANAM_ANTT n
New Tag
ADAM-6017 o Selectal || 3€ select None
.. Name Data Type Initial Value Address Conversion Ty... Scale Type Description =
» & poo Discrete 0 40001 NfA No Scale

¥ Do1 Discrete 1} 40002 /A Mo Scale

W AT0_150mv Anzlog 0 ooooL Integer Scale Defined In...

V| AT1_150mv Analog 0 00002 Integer Scale Defined In...

W AT2_150mV Analog 0 00003 Integer Scale Defined In...

| A13_150mV Anzlog 1} 00004 Integer Scale Defined In...

W A14_150mv Anzlog 0 o0ooos Integer Scale Defined In...

V| AIS_150mv Analog 0 00006 Integer Scale Defined In...
Al6_150mV Analog 1] 00007 Integer Scale Defined In...
ATD_500my Anzlog 1} 00001 Integer Scale Defined In...
AIl_500mv Anzlog 0 ooooz2 Integer Scale Defined In...
AT2_500my Analog 0 00003 Integer Scale Defined In...
AI3_500mV Analog 1] 00004 Integer Scale Defined In...
Ald_500my Anzlog 1} 0o00s Integer Scale Defined In...
AIS_500mV Anzlog 0 00006 Integer Scale Defined In...
Al6_500mv Analog 0 00007 Integer Scale Defined In...
AID_5V Analog 1} 00001 Integer Scale Defined In...
ATl 5V Anzlog 1} 00002 Integer Scale Defined In...
ALZ_ SV Anzlog 0 o0oo03 Integer Scale Defined In...
AI3_5V Analog 0 00004 Integer Scale Defined In...
Ald 5V Anzlog 1} 0000s Integer Scale Defined In...
AIS_ 5V Anzlog 1} 00006 Integer Scale Defined In...
AlG_SV Anzlog 0 oooo7 Integer Scale Defined In...
ATD_10V Analog 0 00001 Integer Scale Defined In...
ATl 10V Anzlog 1} 00002 Integer Scale Defined In...
ALZ_10V Anzlog 0 o0ooo3 Integer Scale Defined In...
AIZ_10V Anzlog 0 00004 Integer Scale Defined In...
Al4_10V Analog 0 00005 Integer Scale Defined In... .
R P A lanaae S P

Cancel

The tag information under the device can be saved as a
template on the |0 tag list page. Click the Save Template
button to pop up the input template information panel. If
the user template has an open password set, you will
need to enter the open password to save the template.

|4 10 Tag(HH¥i & 1-newDevice) x

o Add.. |~ 3 Delete 2 Modify... 5 o

Name Data Type Source Initial Val... Scan Rate Address @ Conversi... Scale Type Description

» newDevice:DOO  Discrete Template: ADAM-6... 0 1 40001 A No Scale

newDevice:DO1  Discrete Template: ADAM-6... 0 1 40002 M A No Scale

newDevice:AIl... Analog Template: ADAM-6... 0 1 Qo001 Integer Scale Defined Input H/L to Span

newDevice:All... Analog Template: ADAM-6... 0 1 00002 Integer Scale Defined Input H/L to Span

newDevice:AIZ... Analog Template: ADAM-6... 0 1 00003 Integer Scale Defined Input H/L to Span

newDevice:AI3... Analog Template: ADAM-6... 0O 1 00004 Integer Scale Defined Input H/L to Span

newDevice:Al4... Analog Template: ADAM-6... 0 1 00005 Integer Scale Defined Input H/L to Span

newDevice:AIS... Analog Template: ADAM-6... 0 1 00006 Integer Scale Defined Input H/L to Span



Export Template

Model Mame: Templatel

Meter Type: |Modicon

&

Manufacture: §fde -

&

Category: I04ER -

Picture:

Description: save templatel

| 0K | | Cancel

After saving successfully , the newly saved device
template information can be viewed in the user template

Template Name: Templatel
o Add... ||x Deleta ||EModify... Manufacture: ffii
Category: 1048k
Model Name  Device Type  Manufacture Category Description Driver: Modicon
whigEn T wh s — Description: save template
NERE Madicon NIiE NiE3 Water Pump
JIFRUBRE Modicon JIIE JI[E3 Water Treatm... No image data
NIEZRM Modicon NiE NiE3 Blower
JIIBZ=SMA. .. Modicon JIEE JIEE3 Air quality mon...
vk Modicon Bt Bt Power Generator
ZE=ifFS  Modicon = = HVAC System
JIFESARE... Modicon JIEE g3 Surface Mecha...
Ln2KxT] DANAK Huawei SN0 Templatel g Add... Hx Delete HE Modify...
JET S [oiR SR ETS Name Parame... Dat.. Initi.. Add... Conv... Scale.. ReadOnly Description
» DOO Discr... 0 40001 N/A No Scale 1l

DO1 Discr... 0 40002 NfA No Scale

AID_150mV Analog 0 00001 Integer Scale ...

AI1_150mV Analog 0 00002 Integer Scale ...

AI2_150mV Analog 0 00003 Integer Scale ...

AI3_150mV Analog 0 00004 Integer Scale ...

AI4_150mV Analog 0 00005 Integer Sale ...

AIS_150mV Analog 0 00006 Integer Scale ... ¥l




DatalLogger configuration

DatalLogger is the software module that implements
historical data storage on EdgeLink.

The DataLogger module uses SQLite as the base
storage medium, saves the data in the “Tag historical
data table”, and saves the data in minutes, hours and
days three historical data tables.

DatalLogger Parameter Configuration :

Project Configuration o 'S EdgeSync 360/EdgeHub(ADAM-3600) 7 Data Logger(ADAM-3600)* x
= _ example_ADAM-3600 J Apply 3 Discard
= ADAM-3600-1
=i Data Center
w5 10 Tag W Enable 1 It s about 609.36 MB free space needed in SD Card to
=] save historical data.
- Sv;tem.Tag USB Disk Backup. 2
=% Calculation Tag
L.L4 User Tag Storage Path: 3
Max Days(d): 7 P 4
Tagloglist X
2 Service
-+d Event Manager Hame: TagLogList ONJOFF by Tag
v KWW Settings Log Type: Periodic Storage - Choose Tag: (5]
T Connectivity Period() I -
e : o
5 Cloud eriod(s): ache:
=-JY Advantech Cache Before ON:
. @ DeviceOn/BI Cache After OFF:
‘& EdgeSync 360/EdgeHub
= Edgesync ESUf\ﬁ.‘;ebAccass.S Tag Name
¥ loTSuite/DataHu » 1 'ZDISABLE DEVICE Bosrdlo
£ WISE-PaaS/DataHub
—— 2 | #BATCH_WRITE_BoardI0

1. Enable: select this item to enable data storage;

2. USB Disk backup: select this item, the existed
historical data will be copied into the USB disk from
SD card only when the system detects an insertion
event. The newly added historical data is still stored
in the SD card.

3. Storage address enabled: the location of the data
store is stored on the SD card by default. The SD
card must be installed before using DatalLogger

function;



4. Save the number of days (days): the maximum
number of days of historical data is 7 days by default.
If the number of days saved is exceeded, the system
will automatically delete the earliest stored data.

Example: - If the periodic storage period is 10S, the
stored program starts to run at 13:15:17, then the time is
13:15:20 for the first stored data and 13:15:30 for the
next data

Storage group parameter configuration :

Tag values can be stored in a data table in a variety of
ways depending on the configuration of the storage

group

TagLoglist XogListl x| g e
Name: TagLoglist o w/] ON/OFF by Tag o

Log Type: Cycle Storage - Choose Tag: BoardIO:ALD
Period(s): 1 Cache: By Count
Cache Before ON: 0
Cache After OFF: 0

Tag Name Description

¥ #5YS_UPTIME The current uptime(s)
#SYS_CURRENT_T... The current system time(s) o
#5Y5_CPU_FREQ CPU frequency
#5YS_MEM_SIZE Memory size(Byte)

# Double dlick to edit

1. The storage group configures the Tab page, and the

user can click “x” to close the current configuration
page.
2. Users can click “+” to add storage groups
3. The basic parameters of a storage group:
o Name: the name of the storage group, which is
used only to distinguish storage groups



o Storage mode: you can select cycle storage and
change storage.

o Period needs to be configured when selecting
cycle storage.

4. The user can select a tag to control the current
storage group ON and OFF. When the Tag value is 0,
the storage group is not enabled, and the storage
group is enabled when the rest of the values are
present.

o Select the control tag: select a tag in the Data
Center as the control tag.

o Cache mode: when the control tag ON and OFF, it
will cache a certain amount of data. In the cache
mode, you can choose to cache log information
by count or time.

o Cache before ON: some Tag data is cached
before the storage group starts its storage

o Cache after OFF : after the storage group stops
storage, some Tag data is stored.

5. Edit the tags to be stored in the list , and the total
number of tags stored in all storage groups is limited
to 200.

Mame: TaglLoglist
Log Type: On Value Change -
Detection Cycle(s): |0

Change Type: ' Value Change
| Quality Change
| Timestamp Change



When the storage mode is selected as the change
storage, it is necessary to configure ” Detection Cycle ”
and ” Change Type “. The time of each ” Change Type ”
after the storage group is enabled is to detect whether
the tags in the storage group and the attributes selected
in the ” Detection Cycle ” are consistent with the values
saved after the last detection cycle. If there is a change,
it will be stored in the data table.

When the value of ” Change Type " is 0, it will be
immediately stored in the data table when the change of
the tag attribute is detected.

Edit the storage tag

Double-click on the last line in the tag name column to
add the storage tag, and double-click the added Tag to
modify. To delete the Tag, right-click on the Tag line that
you want to delete, and click the delete button on the
pop-up toolbar to remove the current Tag.

TaglLoglist > | Tagloglistl = £ Select Tag

X

Name: Tagloglist v =0l 10 Tag -
=0 1o
Log Type: Cycle Storage - Ch E‘"'L-.I Boardio
Period(s): 1 i [ ® #DISABLE_DEVICE_BoardID
----- O & #BATCH_WRITE_BoardID
G [ & #DEVICE_ERROR_BoardIO
o i i O & BoardIO:ALD
e O & BoardI0:ALL
----- O & BoardiD:AL2

TagName | O & BoardID:AL3
#5YS_UPTIME The current wptime(s) || | {7 O & BoardlO:AL4

----- BoardIO:ALS
#5YS_CURRENT_T... The current systemtime(s) | { E : BE:II:dIO'AI 6

#SYS_CPU_FREQ CPU frequency | i e O = BoardID:AL7

#SYS_MEM_SIZE Memory sze(Byte) || ¢ 7 [ ® Board0:DL0

g Double cick to edit i E % BoardI0:DI1

% BoardID:DL2
..... O« BoardI0:D1.3
----- O ® Boardl0:D14
----- O BoardIO:DL5
..... M% RaardT0:NLA LI

Cancel




Note! Tags are added to a storage thread and
cannot be added to other storage threads

Error code information of #DATALOG_ERROR

When the value of #DATALOG_ERROR is 0, it means
that there is no error in the program.

Error 1 ~ 9 are critical errors

DatalLogger is not enabled.

Storage path is invalid.

DataLogger SDK initialize Storage path failed.
DatalLogger SDK initialize failed.

Failed to allocate memory at DatalLogger startup.
Failed to initialize the logging thread at Datalogge
Open Control Tag failed.

Read Control Tag value failed.

Add Tag to data center failed.

O©oo~NOOh WNRE

257: Insufficient storage space. The safety space is 5€
512 ~ 767: Insert value to DataLogger SDK value cache f
768 ~ 1023: DatalLogger SDK write values to storage fail
1024 ~1279: DatalLogger SDK reposition the write file fa

»



Data Backup

In EdgeLink Studio, users can set the historical data for
the specified tag to be stored. According to the set
storage method, historical data will occupy some of the
SD card or U disk space.With the increase of running
time, the historical data will be more and more.To
improve the backup performance and security of
historical data, users can backup huge amounts of data
to other servers remotely.

& Advantech EdgeLink Studio =1
== Project Help I~
= ¥ . . . .
Al @ B % = I
Close Save Show Tag Device
Project Count Model
Project Configuration « 4 Data Backup(3600-1)= x
=7 Demo ¥ Apply K Disard o
=-H8 3600-1-1
e Data Center
i t
5= Data Storage o\/ Enable Data Backup
=%, Data Logger sqL 1 x ) o
=4 Data Backup =
- E Service Server: SQL Server
; -+ Event Manager ‘ . )
G ¥ Connectivity IP/Domain: 127.0.0.1 User Name: User
+-E Cloud Port: 1433 Password:
-k} System DataBase Name:  Database Table Name Prefic Data_Backup
Index Table: Table Batch Upload Count: 500
Tag Name Table Name Maximum Upload Period(min) Value Type
o’ Dovble dicktozdtt .
N

1.0pen the “Data backup” page.
2.Select Enable Data Backup.
3.Fill in data backup settings.

4 .Select the tags to be backed up and other necessary

information.

5.Click the “+” button to add a backup setting.

@ |x



6.Click the “x” button to delete a backup setting.
7.Click Apply to complete the configuration.

Currently, data backup is divided into SQL Server and
FTP Server according to the type of server used:

Server: SQL Server -

IP/Domain: 5QL Server User Mame: User
FTP Server

Port: 1433 Password:
DataBase Name: Database Table Name Prefic Data_Backup

Index Table: Table Batch Upload Count: 500

After the content to be backed up (such as a tag) has
been added to the backup list under the connection, the
server type cannot be modified; after all the contents in
the backup list have been deleted, the server type can
be modified.

SQL Server Method

In the data backup settings area, select Server Type as
SQL Server to back up the selected tag data in ODBC
mode. The information you need to fill out includes:

IP/Domain: The IP address or domain name of the
backup server.

Port: The port number of the database.

DataBase Name: The name of the database that already
exists on the connected server side.

Index Table: Custom table name. The table will be
automatically generated in the SQL server, and the last
time of each upload tag will be recorded in the table for
the data store and forward.



User Name: The username to log in to the remote
server.

Password: The password to log in to the remote server.

Table Name Prefix: Used to automatically create a
database table by table name in the connected
database.

Batch Upload Count: The default limit for allowing the
client to upload data each time is 500. That is, the
system queries the cached 500 data and uploads them
to the server in batches.

In the tag list, double-click on the blank row of the tag
name column, and you can add the tags included in this
backup.

4 Data Backup(3600-1)* x

Apply 2 Discard

i% Salect Tag x

-1 10 Tag
- .@ L.'O
= BoardI0
----- & BoardID:ALD
Server: SQLSen| &> BoardI0:AL1
IP/Domain: 127.0.0. : gg::gigiig User
Port: 1433 | ¢ & BoardID:AL4 33

----- & BoardID:ALS
DataBase Name: Database @ ] & BoardI0:ALG data_Backup

Index Table: Table | ¢ & BoardIO:AL7 200
----- © Board1D:DLO

----- % Board1D:DL1
Tag Name | | ] & BoardI0:DL2 iod(... Value Type
» Double dickto edit || i i v Board1D:DL3
----- © Board1D:DL4
----- v Board10:DL5
----- © BoardID:DL6
----- o Board10:DL7
----- © Board10:D0.0
----- @ RnoardT0:N01 A

W1 Enable Data Backup

SQL_1 x

m

Cancel

A tag is saved as a database table during backup. By
default, the “table name prefix _tag name” is used as the



table name stored in the tag. To distinguish the storage
table of the same name tag, you can specify different
contents for the “table name prefix” in different
connections, or modify the table name column by
yourself. If the table name prefix and the tag are the
same, the system will automatically rename the table

SQL_1 b4
Server:
IP/Domain: 127.0.0.1 User Name: User
Port: 1433 Password: 123
DataBase Mame: Database Table Name Prefi: Data_Backup
Index Table: Table Batch Upload Count: 500
Tag Name Table Name Maximum Upload Period(... Value Type
BoardIO:ALD Data_Backup_BoardI0:ALD 2 float
» BoardIO:ALL i Data_Backup_BoardI0:AL1 2 float
BoardIO:ALL Data_Backup_BoardIO:AL1(1) 2 float

# Double click to edit

The default maximum upload period of the tag is 2
minutes. It is compatible with the “batch upload count”.
New data is not queried beyond the maximum upload
period, and if the single maximum upload limit is not
reached, the data cached at this time will be uploaded to
the server.

The tag storage value type is the format of the stored
data. The default value type is float, and can be saved
as float, int, big int, navarchar, bit type.

Users can modify the “table name”, “maximum upload
period”, and “value type” in the tag list as needed.

f BoardI0:AL1 Data_Backup_BoardI0:AL1(1) 2 Eﬂoat '
# Double click to edit float

int

big int

nvarchar

bit



If the “TagLogger” function is unavailable or the stored
Tag is not specified in “TagLogger”, a dialog box will pop
up and indicate that the user should set the “TagLogger”
function before setting the backup tag when adding the

*k*%

tag to data backup.

Hint x

! TaglLogger is unavailable, or there are no tags in TagLogger!

..................................

..................................

MySQL Server Method

In the data backup settings area, select Server Type as
MySQL Server to back up the selected tag data in
MySQL mode. The information you need to fill out is
same as SQL Server.

ORACLE Method

In the data backup setting area, select Server Type as
ORACLE Server to back up the selected tag data by
ORACLE. The information you need to fill out includes:

1. IP/Domain : The IP address of the database, where
the domain mode is not tested.

2. Port : The port that the database listens to. When the
database is installed, the default is 1521. If there is



no modification when configuring the database, the
default is 1521.

. DataBaseName : The instance name of the Oracle
database . The name of this instance is orcl by
default during installation. If there are changes during
the installation process, please use the custom
instance name.

. TableName: The table in Oracle that stores data. This
version of the data upload mechanism is that all data
that needs to be backed up on the device side is
stored in this table on the database side. The
database does not need to be created manually.
When the device uploads data, the table will be
created automatically if it does not exist, and must
start with a letter. Table 2 is the table structure.

COLUMNH_NAMNE DATA_TYPE NULLAELE [DATA_DEFAULT i COLUME_ID |{; COMMENTS
1 BECTATETIME ] — i

o RECDATETIME field : Tag timestamp , stored in
Date format.

o METERCODE field : Corresponds to the
MeterCode in table 1, same as in Tagname.

o ATTRCODE field: Corresponds to the Alias
content in Table 1.

o VALUE field : Tag value.

The rules for defining transmission fields are as
follows:



o Tag name format : devicename:tagname .
Tagname automatically corresponds to the field
Alias , and devicename corresponds to the field
metercode.

o When the tag name format is tagname, Tagname
automatically corresponds to the field Alias, the
field metercode can be empty, and the field Alias
cannot be empty

5. UserName and Password are the credentials for
remote login to oracle.

6. Timestamp: The type of time stored in the
RECDATETIME field in the database table. Local
time and UTC time can be selected. The table storing
the timestamp of the tag value cannot be customized.
When the device connects to the database, the
FORRECORDTIME table will be created by default to
store the last uploaded timestamp of the tag, which is
used for the device’s data resume function.

FTP Server Method

In the data backup setting area, select Server Type as
FTP Server to back up the selected tag data by FTP. The
information you need to fill out includes:

IP/Domain: The IP address or domain name of the
backup server.

Port: The port number of the database.

User Name: The username to log in to the remote
server.



Password: The password to log in to the remote server.

Upload Interval: The interval at which the device uploads
files to the server. The default is 5 minutes.

Whether to enable active mode: whether the mode of
connecting to the server is active. FTP supports two
modes, one is Standard (PORT), and the other is
Passive (PASV). In active mode, the FTP client sends a
PORT command to the FTP server. In passive mode, the
FTP client sends a PASV command to the FTP server.
Active mode is not enabled by default, ie passive
connections are used.

Whether to enable upload from break: For files that are
incompletely transmitted due to network reasons during
transmission, continue to transmit or delete incomplete
files and retransmit after network recovery. Consider that
some servers do not support this feature and are not
enabled by default.

File name prefix: Multiple users or multiple devices
transmitting to the same server at the same time will
result in consistent file name conflicts, prefixing the file
names for differentiation.

Column type: Click on the blank line in the “column type”
in the list, you can choose to add a column of data to the
backup FTP file. The optional types include “tag” and the

corresponding “row index”, “local time”, and “UTC time”
when the tag is stored.



Format: Only for the format of “serial number”, “local
time”, “UTC time”.

Column Name: Users can rename the name of the data
column that needs to be stored.

4 Data Backup(3600-1)* x

Apply 2 Discard

/] Enable Data Backup

FTP_1 x| o
HEUER FTP Server
IP/Domain: 127.0.0.1 Upload Intenval(min): |5
Port: 21 Active Mode
User Name: User Upload From Break
Password: File Marme Prefoc: Data_Backup

Column Type Tag Name Format Column Name

Tag

Row Index
Local Time
UTC Time

Tag: When the selected column type is “tag”, the user
can select the tag to be backed up in the pop-up dialog
box and modify the “column name” in the list. The
contents of the data will be displayed in the FTP file
according to the “column name” set by the user.

Row Index: When the selected column type is “serial
number”, the user can modify the “format” and “column
name” in the list. The “format” should be filled with an
integer greater than 0, indicating the index value of the
first row of the backup data.

Local Time or UTC Time: When the selected column
type is “local time” or “UTC time”, the default saved data



format is “% F% T”. Users can set the time format of the
backup in the pop-up dialog box. The code in different
time formats is given in the date list at the bottom of the
window, and an example of the time format is shown in
“Save as”. Users can use the various formats in the date
list. Specify the time format and click the OK button, and
the “time format” code will appear in the list, where the
user can modify the “column name” that is saved by the
time column.

f% Set Time Format X

Format: | %F %T v
Qutput: 2001-08-23 14:55:02

wa:Abbreviated weekday name.e.q. "Thu" {a
sA:Full weekday name.e.g. "Thursday”

sh:Abbreviated month name.e.g. "Aug”

6B:Full month name.e.g. "August”

oe:Date and time representation.e.g. "Thu Aug 23 14:55:02 2001"
6 C:Year divided by 100 and truncated to integer (00-99).e.g9. "20"
vod:Day of the month, zero-padded (01-31).e.g. "23"

%D:Short MM/DD/YY date.e.g. "08/23/01"

oe:Day of the month.e.g. "23"

oF:Short YYYY-MM-DD date.e.g. "2001-08-23"

g Week-based year, last two digits (00-99).e.g. "01"

66 Week-based year.e.g. "2001"

Yoh:Abbreviated month name.e.q. "Aug"

o

o

o

o

o

o

o

o

o

o

o

o

oK Cancel



4 Data Backup(3600-1)* x

Apply 2 Discard

W1 Enable Data Backup

FTP_1 x|
Server:
IP/Domain: 127.0.0.1 Upload Intenal(min): |5
Port: 21 Active Mode
User Mame: User Upload From Break
Password: File Marme Prefo: Data_Backup
Column Type Tag Name Format Column Name
» Row Index v 1
Local Time %F % T local_time
UTC Time Yac utc_time
Tag BoardI0:ALD
Tag BoardI0:AL1
*

The file uploaded by FTP Server is a csv file. The
system records the value of the same timestamp of all
tags selected for backup as one piece of data in the
table.



Protocol Service Configuration

EdgeLink supports four standard protocols: Modbus
service, BACnet service, WASCADA service, IEC-104
service, which can realize the communication between
RTU and the lower acquisition devices as well as the
upper central devices.



Modbus Server

Modbus server achieves the mapping from tag to Modbus
address, allowing Modbus Client on the upper computer to
read/write tags via Modbus TCP or Modbus RTU.

Device ID Setting

Set a different Device ID for ModbusServer for client access

'-__;ﬂ System Tag(ADAM-3600) M Modbus Server(ADAM-3600)* x
Apply 2 Discard
] Modbus TCP Modbus RTU
Port Number: 502 Port:
Max Users: 4 Baud Rate:
Idle Time(s): 120 Data Bit:
Modbus RTU Over TCP: False Stop Bit:

Parity:

Device ID: 1 | Device ID: 2 | Device ID: 3 | Device ID: 4 | Device ID: 5 | e

Device ID: | s |

Tag Name Tag Type Address
# Double click to edit

Modbus TCP Configuration

Modbus TCP service allows the upper computer to access the
device through Modbus TCP protocols of TCP/IP.

The configurations of Modbus TCP are as follows:

e Port Number: Set the number of the port Modbus TCP
listens on. The default number is 502.

» Max Users: Set the maximum number of users that can be
connected at the same time. The default value is 4, which
means at most 4 client ends can simultaneously access the
device through Modbus TCP protocol.

 Idle Time: Specify the maximum time when the client
writes/reads no data to/from the server after the TCP
connection has be established. The default value is 120



seconds. After that, the client will be automatically
disconnected from the server. If this value is set to 0, the
server will never be disconnected.

Modbus RTU Configuration

Modbus RTU service allows the upper computer to access the
device through serial port connection (RS-232/485) or virtual
serial port connection via Modbus RTU protocol.

The configurations of Modbus RTU are as follows:

e Device ID: It is sometimes called Station Number, which is
the node ID of a Modbus RTU device on serial bus.

o Port: Specify the serial port number Modbus RTU service
will apply to. The drop-down list shows all available ports of
the current device. If a certain port is missed, it means this
port may be occupied by other services. At this time, you
need to manually delete the occupied COM port in the data
center to configure this port.

e Baud Rate: Set the baud rate of the serial transmission.
The default value is 9600.

e Data Bit: Set the data bit of the serial transmission. The
default value is 8.

» Stop Bit: Set the stop bit of the serial transmission. The
default value is 1.

» Parity: Specify the parity check rules of the serial
transmission. The default option is Node, which means no
parity check is applied.

Modbus Address Mapping



To let Modbus client capable of accessing to the tags on the

device, users should map the tags to the corresponding

Modbus addresses first. The procedures are as below:

1. Add the tag to Modbus address list.

e Double-click “Double click to edit” cell.

» Tick the tag(s) to be added into Modbus address list. One

or multiple tags can be selected at the same time.

» Select the data type and data converting method of the

mapping, which will be applied to all the selected tags.

e Click “OK” button to finish adding tags to the address list.

» Repeat the above steps to add more tags.

[E= Project Help
f— ]
« 4
Close  Save
Project

Project Configuration

=-~ Demo
= 3600-1
i@ Data Center [51]
+ 3 Data Logger
o @ Senvice
i LM Modbus Server
LD DNP2 Dutstation
{ L wascapa
fl g EC104
i T Connectivity
: System

= S
Show Tag
Count

M Modbus Server(3600)* x
Modbus Server

1 Modbus TCP &) Select Tag

=i 1o

Port Number: 502 -7k
Max Users: 4

Idle Time(s): 120

Tag Name
£ | Double click to edit

Tag T

FEEEEEEREEEE

3

Ve
o [View comz2

Vs
AWl Tep

o»’-\[

Apply

= [V BoardI0
V& LiquidLevel
& Voltagel
& Switchd
& Switch1
& Switch2 o
& Switch3
& Lighto
& Light1
v Light2
o Light3
v Voltage

Data Type

Switch

= [V DeviceControl#

Control_Switchd

=¥ TemperatureSensorl#

COM2_Temp2

~ | Float (32 bits)

o

oK Cancel

Cancel Change B

Little... Rever...
= =

4

2. If users want to change the mapping settings, the available

options are:

» Tag Type: There are four tag types: Al, AO, DI and DO,

respectively corresponding to four tag types of Modbus

protocol.



o Address: Set the starting address of a tag in Modbus
address space. The minimum address is 1. On the right is
Modbus Address column, which is non-editable. The
values within this column are made of tag type and tag
address, ruled by Modicon.

e Data Type: There are 2 broad types: Integer and Float. The
former one is further classified to 6 categories by sign and
bit number (16, 32, 64); while the later one is classified to 2
categories (Float and Double) by its precision (single or
double).

« Little Endian: The default option is big endian (Network
Byte Order). If the client only can accept the data of little
endian, please tick “Little Endian” box.

» Reverse Word: If “Little Endian” is ticked, then this option
will reverse the byte order. Normally, this option will reverse
the word (two bytes) order. It should be noted that “Little
Endian” option is before “Reverse Word” option, which
means if both options are ticked, the byte oder will be firstly
reversed and then the word order will be reversed when
the mapped tag value is read.

Tag Type Address Modbus Address  Data Type Little ... Revers... *
Al ool 30001 Float (32 bits)

Voltagel Al 0003 30003 Float (32 bits)

Switch0 Al 0005 30005 Float (32 bits)

Switchl Al aoo7 30007 Float (32 bits)

Switch2 Al 0009 30009 Float (32 bits)

Switch3 Al 0011 30011 Float (32 bits)

Lightd Al 0013 30013 Float (32 bits)

Light1 Al 0013 30015 Float (32 bits)

Light2 Al 0017 30017 Float (32 bits)

Light3 Al 001e 30019 Float (32 bits)

Voltage Al 0021 30021 Float (32 bits)

Switch Al 0023 30023 Float (32 bits)

# Double click to edit (=] =

Comparison Table of Modbus Data Type
Conversion



To facilitate the understanding of the data type conversion,

please refer to the below examples, in which the tag values

are hexadecimal and every byte is separated by space.

Name

Signed/Unsigned
Integer (16 bits)

Signed/Unsigned
Integer / Float

(32 bits)

Signed/Unsigned
Integer / Double

(64 bits)

Original
Value

12 34

12 34
56 78

12 34
56 78
90 AB
CD EF

Tag List Import & Export

Little
Little Reserve Endlan
Endian Word

Reverse

Word
3412 12 34 3412

78 56 567812 341278
34 12 34 o6

EF CD CD EF 341278
AB 90 90 AB 56 AB
78 56 567812 90 EF
34 12 34 CD

The user can export the tag list into the EXCEL, and then edit
it and import into the EdgeLink Studio.

Apply

Modbus TCP
Port Mumber:
Max Users:

Idle Time(s):

@ Export To Microsoft Excel @] Import From Microsoft Excel

Modbus RTU
Device ID:
Port:

Baud Rate:
Data Bit:
Stop Bit:
Parity:

Users can edit the list of tags exported to EXCEL, but note that
the order of columns cannot be adjusted.
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taghame address modbusDataType isLittleEndian isReverse
#DISAELE_DEVICE BoardIC30001  uint32 TRUE FALSE
#BATCH_WRITE_BoardlD 30003  float TRUE FALSE
#DEVICE_ERROR_BoardlO 30005 float TRUE FALSE
BoardIO:ALD 30007 float TRUE FALSE
BoardI0:Al1 30009  float TRUE FALSE
BoardIO:Al 2 30011 float TRUE FALSE
BoardIO:Al 3 30013 float TRUE FALSE
BoardIO:Al4 30015 float TRUE FALSE
BoardIO:Al5 30017 float TRUE FALSE
BoardIO:AlG 30019 float TRUE FALSE
BoardIO:ALY 30021  float TRUE FALSE
Boardl0:DI.0 30023 float TRUE FALSE
BoardIQ:DI.1 30025  float TRUE FALSE
BoardlO:DI.2 30027 float TRUE FALSE
BoardlO:DI.3 30029 float TRUE FALSE
BoardlO:DI.4 30031 float TRUE FALSE
BoardlO:DI.5 30033 float TRUE FALSE
BoardlO:DI.6 30035 float TRUE FALSE
BoardlO:DI.7 30037 float TRUE FALSE
Boardl0:DO.0 30039 float TRUE FALSE
Boardl0:DO 1 30041 float TRUE FALSE
Boardl0:DO.2 30043 float TRUE FALSE
Boardl0:DO .3 30045 float TRUE FALSE



ModbusGateway

Architecture

The ModbusGateway program primarily
performs the conversion between Modbus TCP
and Modbus RTU protocols. The Modbus
Client on the north side can directly access the
Modbus Gateway program on the gateway
device to connect to the instruments on the
south side.

Enable

To enable the Modbus Gateway functionality, a
connection from ETH to COM will be added by default.



- example_ADAM-3600(1)
- ADAM-3600-13
+-u Data Center
+-¢= Data Storage
(= Service
..M Modbus Server
1
~T5 DP3 Outstation
{4 WASCADA
& IEC-104
@ BACnet
%< OPC UA
%, Data Transfer
+3: Event Manager
~-we* KW Settings
#- 1 Connectivity
+- Cloud
+ System

Modbus Gateway(ADAM-3600)* x
« Apply XK Disard

Enable Modbus Gateway: M 2

§+ Connection ~ s Client IP <}« Mapping Delete |4 Edit
North Port Client 1P Node ID Mapping South Port
» TCP:502 Al 1:1 Mapping RTU COM4

Default Connection Parameters Description

Parameters Description

The port type used by the client to
North - send requests, TCP:502 means the
direction requests are sent through the TCP
port port to access the Modbus Gateway

using port number 502

The IP address of the requesting
client. If there are no special
restrictions, all IP addresses will be
allowed to access

Client IP



Parameters Description

The mapping relationship between
the requesting client’s ID and the
south-facing instrument’s ID, where
Node IP 1:1 mapping means that if the
mapping requesting client’s ID is “a”, the
request will be forwarded to the

instrument with the ID of “a” in the
south-facing connection

S.OUth. R The port type used to connect to the
direction :
port actual instruments

Configuration Instruction

1. Add

or
» | TCP:502 1

When the cursor selects the northbound port, a new
connection can be added, and different client IPs can be
added under the same northbound port

Modbus Gateway(ADAM-3600)* X

ly X Discard

lllll h Port ) Client 1P Node ID Mapping South Port
Al P 1 J1:1 Mapping

When the cursor selects any one of the client IP, node ID
mapping, or southbound port, a new connection can be
added, or a new client IP or node ID mapping and
southbound port can be added

2. Connection

There are four types of connection methods



g Apply X Discard

Enable Modbus Gateway:

»» Connection ~m Client IP Mapping Delete |3 Edit
» ETH — COM Hrt Clien!
f=» COM—ETH é,qu P
ETH — ETH
COM — COM
Connection Description
type
Convert the northbound network
ETH— ts t thbound serial
>COM requests to southbound seria
requests
Convert the northbound serial
COM—
requests to southbound network
>ETH
requests
Convert the northbound network
ETH— ts t thbound network
SETH requests to southbound networ
requests
Convert the northbound serial
Sohi— requests t thbound serial
>COM qu 0 southbound seria
requests
3. NorthPort

Double-click the northbound port of a specific connection

to access the northbound port settings



Enable Modbus Gateway: W/

Connection ~ Client IP apping Delete |[&fEdit

o
» TCP:502 1

Parameters Description

The type of Modbus request :

Type Modbus TCP/ Modbus UDP /
Modbus RTU / Modbus ASCII

The port number needs to be set only
Port when using Modbus TCP or Modbus
UDP for access

The maximum idle time of a specific

Idle time .

connection
Max The maximum number of

: connections allowed by Modbus

Connection

Gateway
Whe_n the he strategy when the number of
maximum : .
number of connections exceeds the maximum:
connections refuse connection / drop the earliest
. connection
is exceeded

4. Client IP

Double-click the client IP of a specific connection to
access the client IP settings



Parameters Description

Allowed client IP addresses. Using

P an asterisk (*) allows all IP
addresses, while specifying a single
IP or an IP range is also possible

After selecting this option, the
$<T;g e protocol type for northbound requests
will be Modbus RTU Over TCP

5. Node ID mapping

Double-click the node ID mapping of a specific
connection to access the node ID mapping settings.
Using an asterisk (*) represents no ID conversion,
meaning a 1:1 mapping



Parameters Description

By default, each click on add will
increase the number of ID mappings

gﬂ?ﬁ le by one. Clicking add on an empty

P field allows you to add multiple 1D

mappings at once

Request The node ID of the northbound client
Node ID when sending requests
The actual The actual ID of the instrument on
node ID the southbound side
6. South Port

Double-click the southbound port of a specific
connection to access the southbound settings



Enable Modbus Gateway: W

Parameters Description
The Modbus protocol type used by
Type the southbound instrument : Modbus
y TCP/ Modbus UDP / Modbus RTU /
Modbus ASCII
Seri The serial port used to connect the
erial
number gateway to the southbound
instrument
Timeout The timeout time for southbound

requests



DNP3 Server

ADAM-3600 can work as DNP3 Outstation (hereinafter
referred to as DNP3 server) to exchange data with DNP3
Master of HMI/SCADA (hereinafter referred to as DNP3
client). Current version of DNP3 server has passed
DNP3 Level 2 test.

Here will explain the application of DNP3 Outstation in

detail.

1. Double-click “DNP3 Outstation” under “Service” item
in the left menu tree to pop up the configuration
interface.

o Demo
=M 3600-61
+.=5| Data Center
+ 5 Data Logger
i--E-‘ Service
----- M Modbus Server
o
- wasCADA
-] Conneckivity
+l-kei System

Ny O,

2. The main configuration interface of DNP3 server is
shown as below. Some terms appeared here should

be explained:



D DNP3 Outstation(3600) x

Channel
Port Number: 20000

sesson Status: ) 2 3 4
Sessions
Session List: Session 1 | M Enable L2 Skave Address: 3 L2 Master Address: 4 Juplicate From Session1 Clear Session El  More Paramef ters...
/| Binary Input Number(BI): |8 v/ Analog Input Number(AI): |8 Y/ Counter Number(CNT): 0

/| Binary Output Number(BO): |4 /| Anzlog Output Number(AQ): |0 /| Doublebit Input Number(DBI): |0
Sessionl

DNP3 Point Assign Class TagHame Event High Limit Event Low Limit Event Deadband

» ALDOD Class 2 0 o -1

ALDO1 Class 2 0 o 1

AL002 Class 2 0 o il

ALDO3 Class 2 0 o 1

AT004 Class 2 0 o il

AL005 Class 2 0 1} 1

ALDOG Class 2 0 o 1

AL007 Class 2 0 1} 1

0 o 1

BLOOO Class 1

o Channel:

It represents the media of DNP3 server to
communicate with the outside. Current version of
DNP3 server only supports Ethernet communication
which indicates TCP/IP network communication
protocol by default.

Slave Station: It is DNP3 server address. DNP3
protocol specifies that source address and target
address of DLL should be set. If users are not quite
familiar with this part, please keep the default
settings.

Port number: It is the port number of TCP/IP
communication on DNP3 server. The default number
is 20000.

o Session:

Here the supported number of sessions means at
most 4 DNP3 clients are supported to communicate
with DNP3 server at the same time. Users should set
an appropriate number of sessions based on real



needs to avoid extra idle sessions, so as to less
burden the CPU and improve the operating efficiency
of EdgeLink.

Enable: Users need to tick “Enable” option to give the
right to DNP3 client to access this session.

Master Station: It is DNP3 client address. DNP3
protocol specifies that source address and target
address of DLL should be set. If users are not quite
familiar with this part, please keep the default
settings.

o Database:

Each session has an independent database, allowing
users to classify DNP3 points and configure their
properties based on the pre-configured tags and
DNP3 points mapped to DNP3 server.

Note: Please keep the total number of DNP
points in all sessions less than 2000 so as to
ensure the operating efficiency of EdgeLink.

3. Next will describe the detailed settings of each term.
o Channel Setting

Session Status: There are in all 4 sessions here.
When any of them is enabled, it will turn green to
show its status: read-only.

See the below screenshot.



Channel
Port Murnber: | 20000

Session Stztus: ] 2 3 4
o Session Setting

Before starting to edit a session, users should
select a session from the drop-down list. The
default setting is Session 1. Please tick “Enable”
box first,

Session List: Session1 -

- Session 1 L
J | Binary InFSe::inn 5 0:

/1 Binary Ou Session 3 3
Session 4

then choose whether to show and use 6
categories of DNP3 points. The box before each
category allows users to select to show or hide
points in the editing interface below; while the box
after allows users to set the number of DNP3
points. The studio provides 8 Bls, 8 Als and 4
BOs by default, and all Bl points are shown in the
editing interface. “Show/Hide All” determines
whether to show all points in each category in the
editing interface, to avoid a long list which may in
turn affect operation convenience of users. See
the below screenshot:



Session List: Session1 ~ Enable  Master Station: 5 Duplicate From Sessionl | & Clear Session 1 More Parameters...
/ Binary Input Humber(BI): 8 Analog Tnput Humber(Al): |8 Counter Number(CNT): 0 Show/Hidden Al
Binary Output Number(BO): 4 Analog Output Number(A0): |0 Doublebit Input Mumber(DBI): 0

Session 1
DNP3 Point Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
» BLOOO Class 1 Double click to edit
BLOO1 Class 1
BL 002 Class 1
BLO0O3 Class 1
BLO0D4 Class
BLOOS Class
BLO06 Class

0 0
0 0
0 0
0 0
0 0
0 0
0 0
BLOD7 Class 0 0

R e s

When users want to configure multiple sessions
which are basically similar, please click this button
to clone session 1.

When users make too many configuration errors,
please click this button to clear the session and
re-start editing. Note: This operation can’t be
undone, please operate with care.

For advanced users who want to customize DNP3
service, please click this button to pop up “DNP3
Session Advanced Parameters Configuration”
page which includes four part:

1. [Default Variation]

Click this tab to show the default data type of
each DNP3 group. “Information” box provides
the related description and remarks. For more
detailed information, please refer to Appendix
A DNP3 data object library — object
descriptions in DNP3 protocol (This manual
refers to 2012 version of DNP3 protocol.
Different version may vary in chapter
arrangements).



A5/ DIP3 Session Advanced Parameters Configuration x

Default Varistion | Event Parameters | Unsolicted Response | Time Synchronization

Binary Inputs(Group 1): Variation 1 - packed, without status ~ | Binary Input Events(Group 2): Variation 3 - with Relative Time -
Double-bit Binary Inputs(Group 3): Variation 1 - packed, without status ~ | Double-bit Binary Input Events(Group 4): Variation 3 - with Relative Time -
Binary Output(Group 10): Varition 2 - with Status ~ | Binary Output Events(Group 11): Variation 1 - without Time -
Binary Output Command Event(Group 13): |Varition 1 - without Time ~ | Counters(Group 20): Varation 5 - 32-Bit without Flag M
Frozen Counters(Group 21): Varation 9 - 32-Bit without Flag | Counter Events(Group 22): Varition 1 - 32-Bit without Time -
Frozen Counter Events(Group 23): Varation 1 - 32-Bit without Time ~ | Analog Inputs(Group 30): Varition 6 - Long Floating Point(64-bit)  ~
Analog Input Events(Group 32): Varation 1 - 32-Bit without Time ~ Analog Input Reporting Deadband(Group 34):  Variation 2 - 32-Bit -
Analog Output Status(Group 40): Variation 2 - 16-8it ~ | Analog Output Events(Group 42): Variation 2 - 16-Bit without Time M
Analog Output Command Events(Group 43): | Variation 2 - 16-Bit without Time M

(3 Information

Default Variation is used in responses when the master doss not specify a reporting variation in its request. Such as request Variation 0.

0K Cancel

2. [Event Parameters]

Click this tab to configure the behavior pattern
parameters of the events created by DNP3
point groups. “Information” box provides the
related description and remarks. For more
detailed information, please refer to 4.1.5.2
Events in DNP3 protocol.

£ DNP3 Session Advanced Parameters Configura

Default Varition | Event Parameters | Unsolicited Response | Time Synchronization

Binary Input Max Events: 100 Binary Input Scan Period (ms): 0 Binary Input Event Mode: Sequence of Events  ~
Double-bit Input Max Events : 100 Double-bit Input Scan Period (ms): 0 Double-bit Input Event Mode: Sequence of Events  ~
Binary Output Max Events: 100 Binary Qutput Scan Period (ms): 0 Binary Qutput Event Mode: Sequence of Events  ~
Binary Output Command Max Events: |100 Binary Qutput Gommand Scan Period (ms): |0 Binary Qutput Command Event Mode:  Sequence of Events =
Analog Input Max Events: 100 Analog Input Scan Period (ms): 0 Analog Input Event Mode: Sequence of Events  ~
Analog Output Max Events: 100 Analog Output Scan Period (ms): 0 Analog Output Event Mode: Sequence of Events
Counter Max Events: 100 Counter Scan Period (ms): 0 Counter Event Mode: Sequence of Events  ~
Frozen Counterhax Events: 100 Frozen Counter Scan Period (ms): 0 Frozen Counter Event Mode: Sequence of Events  ~

(@) information

Max Events is used to set this object group event Buffer, user should define this parameter based on the hardware memory limit.
When set Scan Period=0 this Object Group wil not create Event, unit=milisecond.
Event Mode is used to define event store mode, user can choose the Event buffer mode or just record the latested one.

oK Cancel

3. [Unsolicited Response]

Click this tab to choose to enable the
unsolicited response function of DNP3 server
based on the premise that DNP3 client actively
enables this function of DNP3 server. Users



can select the class (Class 1, Class 2 and
Class 3) to implement this function.
“Information” box provides the related
description and remarks. For more detailed
information, please refer to 4.6 Unsolicited
Responses in DNP3 protocol.

. [Time Synchronization]

DNP3 protocol supports time synchronization
function by default. Click this tab to choose
whether to enable this function on DNP3 client
end. If the box is ticked, the default setting is
30 minutes, which means the synchronization
will be carried out every 30 minutes. The
length of synchronization time depends on the
requirements of time precision in users’
application. “Information” box provides the
related description and remarks. For more
detailed information, please refer to 10.3 Time
Synchronization in DNP3 protocaol.



A5/ DIP3 Session Advanced Parameters Configuration x

Defaul Varistion | Event Parameters | Unsolited Response | Time Synchronization

/] support Ti

Synchronizati

(@) information

Time Synchronization Period is for Outstation request Mater to do Time synchronization for t, unit=minutes.

0K Cancel Apply

o [Database] Editing of Session

1. DNP3 point in each session should be
associated with a tag. Double-click on a cell in
“Tag Name” column to add a tag.

DNP3 Point Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
£ BLOOD Class 1 Double click to edit 0 o -1

B1,001 Class 1 £ Selact Tag — -1

BLO02 Class 1 =

BL003 Clss 1 -1

B1,004 Class 1 -1

B1,005 Class 1 -1

B1,006 Class 1 -1

B1,007 Class 1 -1

2. After the association, the changes of “Switch0”
will be sent to [BI0] of DNP3 point. Columns of
“Event High Limit”, “Event Low Limit” and
“Event Deadband” are only effective for
Analog Input; while for other columns, please
keep the default settings.

BL00O Class 1 Switch0 0 0 -1

3. For analog input event of DNP3 point, DNP3
server provides the following three settings:
“Event High Limit”, “Event Low Limit” and
“‘Event Deadband”. Here, users who set Al
event can adjust its event parameters so as to
trigger an Al event.



DHP3 Point ~ | Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
» ALOOO Class 2 Double dick to edit [ 0 =i

4. The above shows the basic parameter settings
of DNP3 server. If advanced users need to
configure more parameters, please contact
Advantech technical support staff to get more
detailed answers.



WASCADA Service

WASCADA protocol is a private communication protocol
of WebAccess which can directly access all tags on RTU
through TCP connection with the help of WACADA
service, with no address mapping needed (such as
Modbus service). In addition, the tags supporting
periodic data storage will be capable of resuming broken
transmission through WASCADA service.

Basic Configuration of WASCADA

WASCADA service is enabled by default. Barring special
circumstances, please do not disable it.

WASCADA has three configuration options:

1. Port: Set the port WASCADA listens on. The default
setting is 504.

2. Character Encoding: Select the character encoding of
WebAccess from the drop-down list. Please set it
base on the real character encoding used by
WebAccess, otherwise parse error may occur when it
comes to a non-Chinese tag name. If WebAccess is
the simplified Chinese version, please keep the
default setting “Simplified Chinese (GBK)”.

3. Time Zone: Select the time zone for WebAccess
server. Sometimes, the time zone of WebAccess
server may be different from that of RTU devices. In



order to keep the consistency of data time stamp,
please set the correct time zone here.

& Advantech TagLink Studio — Jlaj[x

[E= Project Help
- p— i - - oo
1 H T H A
Cl Save Show Tag
Project Count
Project Canfiguration « | MModbus Server(3600)* | | WASCADA(3600) x
= Demo
& 30001 WASCADA Gancel change
4h Data Center [51]
3 Date Logger f General Information
5.2 Service
: M Modbus Server Enable
! -D DNP3 Outstation )
{L Port: 504
. &7 EC-104 Character Encoding: | Bl (GBK)
@-J Connectivity
-[E) Systam Time Zone: (UTC+08:00 1k Bk, FRHAITHR. S8fF -
N, =

Add RTU Tag on WebAccess

There are two ways to add a tag to WebAccess:
e Import a RTU project file;
e Add manually.
1. Import a RTU project

Only the new version WebAccess offers the function
of importing a RTU project . If your WebAccess does
not support this function, please download the new
version or install the function expansion package.

1.1 Open Advantech WebAccess Project Manager.
Then enter the SCADA node property page and click
“ImportExternalData” as shown below.




1.2 If your WebAccess supports importing a RTU
project file, the option of “Import EdgeLink” should be
listed here. Click it to enter the import page.
S —

Node : 3600Demo * 3600

Import ADAMSSS0 memory variables
‘| Import ADAMSS10KW IO and memory variables

[Cancel]

1.3 Click “Browse” button on this page to select a
RTU project file with an extension of .acproj, then
click “Submit” button as shown below.

Node : demo+RTU Import RTU project file(*.acproj)

please select a .acproj file Browse...

Cane

1.4 The page displays “File uploading, please
wait...”, which means the selected project file with an
extension of .acproj is being uploaded.

1.5 After the upload, the import will be automatically
started. When the file has been imported, a window
will pop up, showing the information of a successful
import and the number of imported tags.



1.6 Delete the unnecessary tags. The import process
imports all the tags, some of which are usually
unnecessary since they may cause unwanted data
traffic, so users need to delete these unuseful tags.
Delete method: Please firstly locate the imported
device node from the project node, then find the node
list icon on its right. [1] Click the icon to open the tag
list of the device; [2] Tick the tags to be deleted; [3]
Click “Delete” button on the top left of the page to
complete the delete operation.

2. Add manually.



This method is only applicable to two circumstances:
a. The installed WebAccess does not support the
function of importing a RTU project file; b. Users want
to adjust some parameters after the project file has
been imported.

2.1 Create a new SCADA node (If users want to add
a new device to the existing SCADA node, please
ignore this step).

2.2 When users create a new comport on the newly-
created SCADA node, the following three places
should be noticed: [1] The interface name should be
TCPIP; [2] Users should set the scan time based on
real needs, and the time should not be too short. The
default value of 1 second is not useful at most
circumstances, so please reset it. [3] The timeout
value is set to 1000 milliseconds by default, which is
applicable to LAN communication. As for Internet or
wireless cellular network communication which has a
long transmission delay of link data, 1000
milliseconds is not appropriate any more. Users
should modify it to 10000 milliseconds (10 seconds),
so as to avoid connection failure due to bad network
communication.



Create New Comport  [Cancel] @
imeraceName [TCP |G
Comport Number E
Description |Description
°ScaﬂTime 1 ] CMiliSecond ®Second O Minute O Hour
oﬁmeoul W| MilliSecond
Retry Count CI
Auto Recover Time |60 | second

Backup Port Number |0

Scan Devices in Parallel ()Yes @ No

[Cancel] Submit

2.3 Create a new device for the new comport. The
following options should be set: [1] The device name
which should be the distinguished name of the RTU
by WebAccess. If the RTU is connected with
WebAccess through active connection (please refer
to “Active Connection”), the device name here should
be the same as the distinguished name of WherelAm
in active connection settings; [2] The device type
should be set to “WASCADA?”; [3] For IP Address,
please fill in the real IP address of RTU. If the RTU is
connected with WebAccess through active
connection, please leave this box blank; [4] The port
number is set to 504 by default. It should be
consistent with the port number of WASCADA
configured in RTU project. For the rest setting
options, please leave them unchanged.



Create New Device  [Cancel]

Device Name |Demo-rtu ‘
Desrpton |
Unit Number Il
Device Type [Visca0n ]| 4D
i Agoes
Primary Port Number 4

Device Address I: f other than Unit Number
T —

Secondary Port Number I:l
Device Address l:’
Sync. Remote alarm, na log:1, withleg:2: [0 Sync_ Runtime Tag Field - D
Max. Tags per packet (CE:300). (500 CompressData: [0 |

[Cancel] Submit

2.4 Create a new tag for the new device. [1] For
“Parameter” option, “A” refers to analog tags on RTU,;
“B” refers to discrete tags on RTU; the tags of “Text”
type are currently not supported; [2] The tag name
should be the same as the tag name used in SCADA
on RTU. This tag name is globally unique in SCADA
node; [3] For “Address” option, users should input the
tag name on RTU. If this tag is configured for periodic
storage on RTU, “/T” can be added after the tag
name (for example, “Voltage/T”), which means the
function of resuming broken transmission is
supported.

Description of resuming broken transmission: For
tags with a “/T” suffix, if “Log Data” is configured to
“Yes”, WebAccess will reconnect to read the stored
data logged on the tag during disconnection to
complete the local historical trend data record of
SCADA. It should be noted that, the stored data



mentioned above could only include the data of
minute, hour and day precision. In other words, when
users want to view the data during disconnection and
the time precision of the historical trend graph is as
accurate as second for example, no data curve will
be displayed in this graph.

For the configurations of other parameters, please
refer to “WebAccess User Manual”.

Create New Tag  [Cancel] | Submit |
o Pararneler:A V| Point (analog)
Alarm | No Alarm ~
o Tag Namej[}e-.ricm_\foltage
Description | Analog Data

Scan Type: Constant Scan v]

o Address [Voltage] X

Conversion Code AUTO V]
StartBit[0 |
Length 16 |

Signal Reverse ( Yes @ No




IEC-104 Server

Double click the IEC-104 in the protocol service to open
the IEC104 server settings interface.

=™ RM
1M 3600-1

+.=5| Data Center

+ » Data Storage

=R service
----- M Modbus Server
..D DNP3 Outstation
| WASCADA
g7 [EC-104
) BACnet Service
-4 Event Manager
+- ] Connectivity
5 System
----- -5 Network Setting
----- & LED Setting
..... Time Sync Setting
..... i GPS Setting
..... = SMTP Setting
----- & Firewal

Main Interface

conisas D B0 0

Enable Channel:  Channel 1
port:

Bl Advance Setting o

Users can configure up to 4 IEC-104 channels in
EdgeLink. Each channel parameter needs to be
configured independently.

1. The user can choose to enable or not enable the
channel. The channel enabled in the channel state is



a green background and not enabled is a white
background.

2. The channel parameters that need to be configured
by the user are placed in the middle area of the
interface.

3. At the bottom of the interface is the tag
corresponding table, including DI, Al, Counter, DO,
AO five types of data tags.

Channel parameter configuration

) Enable Channel: | Channel 1 - &N Advance Setting

1. Enable channel: drop box can choose to switch
channels, and can also choose whether to enable
this channel.

2. Port:the default is 2404, and each channel needs to
have a different port number.

3. Advanced parameters: set other properties of IEC-
104.

4. Device address: defaults to 1, the public address in
the data tag configuration should match the device
address of the channel. When the device address
changes, the public address in the data tag
configuration is automatically updated.



5| IEC-104 Advance Setting

General | Scope

DO Access Control
Any IP Address
@) These IP Address
17391 66.88 e

Add
Remove
AQ Access Control
@ Any IP Address
These IP Address
0K Cancel

Users can set to allow only some IPs to modify the
values of DO and AO in IEC-104.

1. When checking check box, do not limit the changes.

2. When unchecked, only allow IP in the list below to
modify DO and AO value.

3. DO and AO values are not allowed to modify when
the list below is empty.



%/ IEC-104 Advance Setting x

General | Scope

to(s): t2(s): |10 k(APDUs): 12
ti(s): t3(s): |30 w(APDUs): |8
Common Address Length: Time Tag:

Info Address Length:
Transmit Cause Length:

ASDU Data Length:

Description:

OK Cancel

1. t0: Timeout of connection establishment. (Not
editable)

2. t1: Timeout of sending or testing APDU. (Not
editable)

3. t2: A timeout that is confirmed when no data
message is received, 12 <t1.

4. t3: Timeout of sending test frame in long idle state.

5. K: The maximum difference between the sending
status variable and the received sequence number.

6. W: The acknowledgment is given after receiving the
APD of the I-format.

7. Time stamp format: defaults to CP56 Time2a.(Not
editable)



Data Tag Configuration

ananan
ananan

1. TagName: The name of the tag created in the Ultility.

2. ValueType: The numeric type of the variable.

3. Public address: the public address to which the
variable belongs should be filled with the same value
as the device address.

4. Point Number: the corresponding variable number.

5. KValue, BaseValue: Al: engineering value =
BaseValue + acquisition value * KValue, AO: export
value = (engineering value - BaseValue) / KValue.

6. Change: this variable is greater than this percentage
when uploaded to the server.

7. SOE: records the time at which the failure occurred
and the type of event.



BACnet Server

EdgelLink can work as BACnet Server to exchange data
with BACnet Client of HMI/SCADA. Current version of
BACnet server is designed to conform to BACnet
Advanced Application Controller (B-AAC) level.

Here will explain the application of BACnet Server in
detail.

1. Double-click “BACnet Server” under “Service” item in
the left menu tree to pop up the configuration
interface.

= Demo
- I 3600-32

-;-9 Data Center

y Data Storage
EIE-‘ Sernvice
----- M Modbus Server
-.D DNP3 Outstation
I wascaDa
g IEC-104
.4 BACnet
44 Event Manager
i Connectivity
- Cloud
B~k System

I+l..-.[5]




The main configuration
interface of BACnet server is
shown as below.

BACnet Setting | Device Setting | Foreign Device Setting

" Enable BACnet Service APDU Timeout: 3000 ms
Port: 47808 APDU Retry: 3 times
Bind Interface: LANL v

I” Broadcast IAm when service start :! Notification Setting

* BACnet Setting: To define the parameters of BACnet
IP Server. Current version of BACnet server only
supports TCP/IP network communication protocol by
default.

Port: It is the port number of TCP/IP communication
Bind Interface: EdgeLink has 2 LAN Port, user shoulc
Broadcast IAm when service start[Checkbox]: To conf:
APDU Timeout: To define the timeout value of APDU re
APDU Retry: To define the retry times of APDU reques

APDU Segment Timeout: To define the timeout of APDU

4

BACnet Setting | Device Setting

Device Instance: 914 Vendor Name: advantech
Device Mame: samsungdemo Vendor ID: 150
Daylight Saving Status: A Location: Beijing

Description: first run demo

» Device Setting: To define the properties of this device
object. Please make sure the device instance is the
unique in one whole BACnet network.

Device Instance: As the property [Object_Identifier’

Device Name: As the property of [Object_Name] of th:



Daylight saving status: As the Property of [Daylighi
Description: As the Property of [Description] of th:
Vendor Name: As the Property of [Vendor_Name] of th:
Vendor ID: As the Property of [Vendor_Identifier] of

Location: As the Property of [Location] of this dev:
»



Next will describe the detailed
settings of each object.

Note: Please keep the total number of BACnet Server
Objects less than 3000 so as to ensure the operating
efficiency of EdgeLink.

Name | Description  Type Index  TagName |Wotificatio... Time Delay | Event.Nor... Event.Off... Eventfault Notify.Alarm Notify.Event Notify.Ac.. COVIncre.. HighLimit Low Limit | Deadband Low Limit .. High Limit.

» Add new BACnet object

Tag Name
Double dick to edit |

User can add new BACnet object by [Double click to
edit], then will mapping an EdgeLink Tag to this
BACnet Object, and the system will auto create the
object instance index for you, please keep the
continuity of the index, and the system will start from
index 0.

» Update BACnet obejct

:sx««««««%
:xxx««&&&é
;««xx««xxg
_xxxxxxxxg
:&&&«««««%

RRRRRRRRT

User can update and edit the existed BACnet obejct,
some property should left click to edit, and some
property should do double click to edit such as re-link
a new Edgelink Tag.

» Delete BACnet obejct



:&&x&&&&«é
:&&&&&&&&g
:««xxxxxxg
4&&&&&&&&5
:&&&&&&&&%
4\&&&&&&&%:?

User can delete the existed BACnet obejct, select
one or more lines and then right click to call [delete]
popup menu out then to delete it.

Note: When appear the [*] in the title, please save or
cancel your operation by the button on the left top.

e Apply and discard your operation

@ BACnet({samsungdemo)*

Apply Q‘Q_ Discard

b




OPC UA Server

The OPC Unified Architecture is a standard defined by
the OPC Foundation and is a modern industrial
automation communication protocol. It is an open
standard that traditional local applications, industrial
Internet of Things, and industrial 4.0 applications and
platforms are increasingly using for data collection and
control. The EdgeLink Gateway Appliance as an OPC
UA server can seamlessly connect to OPC UA Client
applications running on any operating system.

Interface Settings

Project Configuration « arc OPC UA(HTI) =

= 2.6.2x Apply K Discard
=8 51

i-4& Data Center General Setting | Security Policy | Discovery Server

&= Data Storage
52 Senvice Enable OPC UA Service
: &M Modbus Server Port: 51210 Client: 4

D DNP3 Outstation

i L:: VASCADA User Account Control: | Anonymous v MNode ID Mamespace: 2 - OpcUaServer.Data_Center =
o e IEC-104 User Name:
i) BACnet
| m Password:
. -4 Event Manager
| we' KW Settings
+ T Connectivity
& B cloud - ]
B-ke) System —
Name Node ID Description
» - M Device
% #DISABLE_DEVICE_BoardIO ns=2;s=12
& #DEVICE_ERROR_BoardIO ns=2;s=23
- g 22 ns=2;s=Device.22
% BoardIO:DI_2 ns=2;5=34
% BoardI0:DI_3 ns=2;5=45
% BoardIO:DI_2 ns=2;5=56
,& _ % BoardI0:DI_3 ns=2;5=67

1. The user can click on the OPC UA node under the
protocol service to enter the configuration interface.

2. The general settings and security policies of the OPC
UA server on the device can be configured in the
OPC UA configuration interface.

3. The configured tags in the device can be added to
the OPC UA server.



General Settings

General Setting | Security Policy | Discovery Server

Enable OPC UA Service ﬂ ‘ A

Port: 51210 Max Client: 4

User Account Control: | Anonymous R - Node ID Namespace: 2 - OpclaServer.Data_Center

User Name: ‘ ‘
Password:

1. The user can choose to enable or disable the OPC
UA service. The OPC UA configuration document is
not generated when the service is not enabled.

2. Port: The port number of the OPC UA server on the
device. The default is 4840.

3. User account control: The server allows the client to
access the server anonymously or to verify the
username and password when accessing.

Anonymous: The default connection mode. The
server allows the client to create a connection
anonymously without the need to configure a
username and password.

User Account Control: | Anonymous -
Ilser Mame:

Password:

User Name/Password: The client needs to configure
the username and password when creating the
connection. The username must be entered and the
password can be empty.



User Account Control: |User Mame/Password
User Name: Lusername

Password: password

4. Max Client : A maximum of several clients are
allowed to connect to the server at the same time.

5. Node ID Namespace : Index of the node namespace

0. OPC UA Namespace
1. Local Server
2. OpcUaServer.Data_Center

Security Policies

General Setting | Security Policy

W Mone

/] Basic128Rsa15 Sign -
v/ Basic2565ha256 Sign -
Ca File Path: D:\opcua.crt

Key File Path:

EdgeLink’s OPC UA server supports
None/Basic128RSA15/Basic256Sha256 three security

policies, which can be flexibly applied to different
occasions.

Y None
| Basic128Rsal5s Sign, Sign and Encrypt

/| Basic2565ha256 Sign

Ca File Path: D:\opcua.crt

Key File Path: D2 client.key



After selecting Basic128RSA15 and Basic256Sha256,
you need to select the message security mode for each
of these two security policies. The message security

LL 11

mode has two types: “Sign”, “Sign and Encrypt”.

1. When only the message security mode is “Sign”, you
need to select the CA file to download to the device.

2. When at least one security policy selects the
message security mode as “Sign and Encrypt”, you
need to select the CA file and the Key file to
download to the device.

| None
Basicl 28Rsal5s

Basic2565ha256

Ca File Path:

Key File Path:

If neither Basic128RSA15 nor Basic256Sha256 is
checked, the security policy is preset to “None”.

Local Discovery Server (LDS)

The Local Discovery Server (LDS) is a DiscoveryServer
that maintains a list of all OPC UA Servers and
Gateways available on the host/PC that it runs on, and is
the OPC UA equivalent to the OPC Classic OPCENUM
interface.



General Setting | Security Policy | Discovery Server
&/] Enable Local Discovery Server(LDS)

LDS Server URL: opc.top://8.8.8.8:4840

Registration Interval(s): 300

2
h

1. Enable LDS

2. LDS Server URL : The address of the LDS server

3. Registration Interval : The interval for registering the
OPC UA server with the Local Discovery Server, in

seconds.

HDA

First, save the data that needs to be read using historical
data to the local data record, refer to DatalLogger

Then, add the corresponding data (tags) to the point
table on OPCUA Server



Data Transfer

Data Transfer is used to write the value of a specified tag
to another tag, according to the preset cycle and tag
change detection criteria.

Configuration

1. The user can click the pata Transfer node under the
protocol service to enter the configuration page.

—E-‘ Service

----- M Modbus Server
----- O DHP3 Qutstation
4 WASCADA

----- & [EC-104

-G BACnet

P OPC A

44 Event Manager
----- we KW Settings

2. The configuration page of pata Transfer is shown in
the figure below. Up to 4 groups can be configured,
and each group can have a different cycle and
change detection configuration. If you have more
points, you can use Export/Import Excel function to
assist in editing.



°§¢ Data Transfer{example) >

Apply # Discard E*] Export To Microsoft Excel E*] Import From Microsoft Excel
Group(1) x| Group(2) x| Group(3) x| Group(4) x| ef=

Enable Diff Type: ! Value Change
! Qualiy Change
G M - G 1
Lz roup(1) /] Timestamp Change
Transfer Cycle(s):| 1

Source Tag Target Tag Deadband Deadband Type Jitter Time(s)
A X 0 Absolute 0
B Y 0 Absolute 0
C z 0 Absolute 0
# Double click to ... Double click to edit...

According to the configuration in the above figure, the
pata Transfer program will transfer the tag values (A=>X,
B=>Y, C=>Z) per second, or on detection of any change
of the source tag’s value, quality, and time stamp.



Event Management

Event management pages allow users to set trigger
conditions for events. Trigger events when conditions
are met; The event is removed when the state transitions
from the satisfaction condition to the non-satisfying
condition.

Event Management Page

Project Configuration « 10 Tag(NewDevice-NewMater) T Data Logger{MewDavice)* 44 Event Manager(NewDevice) 4
27 Newproject G Add. | % Dekte |[B wodfy.. copy Q
=8 NewDevice-1 : 2
ﬁ -k Data Center Enable Name Event Class Event Type Event Trigger, Event Clear
i, IO Tag ¥ New Event Tag value changed  Out of range Send SMS Send SMS
~id System Tag 3 W New Event Tag value changed  Out of range Send SMS Send SMS

ES Calculation Tag
kg user Tag
[=l-=% Data Storage
=% Data Logger

-4 Remote Backup
-2 Service
¥4 Event Manager o
-] Connectivity
[-ks) System

: Description
Event-action name: New Event

when BoardI0:DLO's value more than 0 or less then 0, trigger this event,
the trigger interval is 5000ms, jitter time is Oms.

When trigger this event,
send message:
alarm

to these phone number:
13777777777;138888880688;+8613999999339

When this event clear,
send message:
alarm clear

to these phone number:
13777777777;13888888088;+8613999999999

1. Double click the “event management” node to open
the edit page.
2. You can add, delete, modify, or copy an event.
o Add: pop-up the event edit page, create a new
event
o Delete: delete the selected events
o Modify: pop-up the event edit page, modify the
selected event



o Copy: copy the selected event and add it to the
event list.
3. The time you have added will be displayed in the list.
4. You can set whether this event is enabled when the
device is running by clicking the “Enable” column of
the selection box.
5. When you select an event in the list, the description
of the event will be displayed in the description box.
6. After setting up, you need to click the “apply” button
to save the settings.

Event Edit Page
EventAction
Event Name: Mew Event o
Event 0 On Event Trigger On Event Clear o
o Action Type:

Event Class: Action Type:

Tag value changed - Send SMS v Send SMS
Event Type: Message: Message:
Out of range - alarm alarm clear

Interval(ms):

5000
Tag MName:

BoardI0:DI.O [T Append Event Message [T Append Event Message
High Lirnit: Phome Number: Phome Number:

0 13777777777 13777777777

o 13888888888 13888888888
Low Limit: +8613999999999 +8613999999999
0

Jitker time({ms):

0

Description
Event-action name: New Event

when BoardI0:D1.0's value more than 0 or less then 0, trigger this event.
the trigger interval is 5000ms, jitter time is Oms.

When trigger this event,

send messagea:
alarm

Cancel

1. Edit event name.



2. The event parameters can be determined by
selecting the event type and the specific time type.

3. Perform processing actions when an event is
triggered.

4. You can also edit the actions that are performed
when the event is lifted.

5. As with the event management page, the description
of the event is refreshed in real-time in the
description box.

6. When the settings are complete, click OK to save the
settings.

Supported Events
Tag Value Change

Currently support tag value change events. You can
monitor the tag value out of range and tag quality is not
good two cases.



Event

Event Class:

Tag value changed -
Event Type:

Out of range -

Intenval(ms): o

an0on
Tag Name:
BoardIO:DI.0
High Limnit:

0

Loww Lirnit:

o

Jitter time{ms): o

o

1. Interval means that the same event is not triggered
within an interval after an event has been triggered.

2. Jitter time means that the tag value exceeds the
range or the quality is not good for the duration of
time is less than the jitter time, then the event is not

triggered.

Supported Actions

e Send messages: supports sending SMS messages to
designated mobile phone numbers



On Event Trigger
Action Type:
Send SMS -

Message: o

alarm

[T Append Event Message o
Phone Mumber: o

13777777777
12888888888
+56139999999409

1. Text messages to send to the phone.

2. The details of the event can be added at the end
of the text message after

Tag Name: #BATCH_WRITE_BoardlO
Value: “current value”

Quality: “current tag quality”

Time Stamp: “timing of event”

3. After the event is triggered, the message will be
sent to the number in this text box. If there are
multiple numbers, it should be wrapped or
separated by the ‘;’ semicolon.

e Send mail: supports sending an alert message to the
specified mailbox via the SMTP server.



On Event Trigger

Action Type:

Send Email -

SMTP Server: o

Meed to create SMTP server firstl =

. @

admin@me.com

Email Contents: o

Alarm

[T Append Event Message o

1.

Select a configured SMTP server, if not
configured, please refer to the SMTP server
configuration section of this document.

. Please enter the standard mail format for the

recipients section. If there are multiple recipients,
please enter or use ; ‘separation.

. Topic of alarm email.
. Contents of the alarm message to be sent.

. The details of the event can be added at the end

of the email:

Tag Name: #BATCH_WRITE_BoardlO
Value: “current value”

Quiality: “current tag quality”

Time Stamp: “timing of event”



KW Settings

The KW PROCONOS embedded CLR (eCLR) runtime
system is able to transform both standard hardware and
specific embedded platforms into extremely fast,
powerful and mul-titasking-capable controllers according
to IEC 61131.

Project Configuration « v KW Settings(ADAM-3600) x

=" example_ADAM-3600
= M ADAM-3600-1

=-lg Data Center Zf Genera | Information

% w Data Storage

-2 Service

i 4 Event Manager Enable KW eCLR

: we' KW Settings

#-C7 Connectivity

5 B cloud The KW PROCONOS embedded CLR (eCLR) runtime system is able to transform both standard hardware and specific
-] System embedded platforms into extremely fast, powerful and multitasking-capable controllers according to IEC 61131,

The eCLR runtime system on this device can be used with the following programming systems (EdgeLink Add-On for
KW MULTIPROG should to be installed):

— MULTIPROG Express v5.35: Easy-to-operate programming tool for less complex PLC applications

— MULTIPROG Pro v5.35: Programming tool for complex PLC applications

‘KW Settings” allows the user to configure the start and
stop of the KW function. When “Enable KW eCLR” is
checked, eclr will be enabled when the device starts. If it
is not checked, eclr will not be enabled.



Connectivity Settings

The connectivity settings include the configuration of
some additional external connection functions of
EdgeLink, such as Active Connection, Serial Port Bridge,
and third-party VPN connections.



Active Connection

The main application scenario of active connection: RTU
can directly access SCADA center, while the latter has
no direct access to the former. RTU connected via
cellular wireless connection or RTU behind the firewall is
such kind of situation. In this case, the traditional TCP
connection created by SCADA is not applicable any
more. It should be the responsibility of RTU to actively
connect with SCADA which will access data in future
through this connection.

The fundamentals of active connection is illustrated in
the below figure. In active connection, two connections
will be established: one is the connection with a service
of the device over TCP port or virtual serial port, which is
called upward connection; the other is the connection
with SCADA center, which is called downward
connection. After the establishment, active connection
will perform the data forwarding between two
connections. Downward connection adopts the standard
TCP connection, so it can support all protocols that
listens on TCP port, including Modbus TCP, NDP3, etc;
while upward connection supports two protocols: one is
WherelAm protocol, used to connect with WebAccess;
the other is DTU protocol of FourFaith, used to realize
the connection with the server which supports four faith
DTU. More upward connection protocols will be added in
future.
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Active Connection Settings

In active connection page, the items that should be

configured include upward connection protocol,

downward connection service, center list of upward

connection as well as some related parameters. Please

follow the below steps to add an active connection:




[El= Project Help

p— W . .
= H s ®
Close  Save Show Tag
Project Count
Project Configuration « Active Connection(3600) >
=™ Demo - - o
o o001 Active Connection 2 Hodiy Delete
&I Data Center | Edit Center x
= Data Logger Protocol Center| Duration(s) Retry Count  Idle Time(s)
-2 Service » | Wheretam  172-21  CenterIP: 192.168.1.123 6 0 5 120
= T Connectivity 504
G Active Connection Center Port: | 504 0
i 4t} OpenVPN =
System — o ........ e ancel .
%F Basic e
tocok Wi W - ter List =
o Protocol: WebAccess Where... Center List o + Device Identifier(a-z| A-Z|0-8]_):
Local Service: Modbus RTU - P Port 3600
e » 192.168.1.... 504
Bind Interface:  MNone
Period(s): 600
Duration(s): 0
Retry Count: 5
Idle Time(s): 120
< o oK Cancel

1. Locate “Active Connection” in “Connectivity” in the
left tree menu, and then double-click it to open the
configuration page.

2. Click “Add” button to add an active connection

3. Set the related parameters of active connection,
including:

o Protocol: Select the upward connection protocol
from the drop-down list. “WebAccess WherelAm”
is used to connect with WebAccess server, while
“DTU - Four Faith PROT” is used to connect with
four faith DTU server. Different protocol requires
users to set different parameters in the lower right
corner of the page. For WherelAm protocol, users
only need to set one parameter: “Device ldentifier”

which should be consistent with the device name

in WebAccess project so as to make sure



WebAccess can correctly identify every
connected device.

Local Service: Select the downward connection
service from the drop-down list. “Modbus RTU”
means to connect with Modubus RTU through the
virtual serial port, while other options realize the
connection through TCP connection.

Salve Address: This item is only available when
“Local Service” is set to “Modbus RTU”. It

specifies the slave address of Modbus RTU.

Bind Interface: Specify the communication port of
active connection. “None” means no port is
binded. This parameter is typically used when a
device has multiple network connections, the data
channel of active connection should be explicitly
specified to avoid the uncertainties of the system
default route. For example, if “Cellular” option is
selected, only cellular wireless network can be
applied to data transmission.

Period (s): Set the time interval for active
connection to establish a second upward
connection.

Duration (s): Set the time duration before the
upward connection is disconnected. “0” means
the connection will never be actively disconnected
after it is established.



o Retry Count: Set the retry times after an upward
connection is failed. If the count is exceeded,
active connection will never try to reconnect again
until the next period comes.

o |dle Time (s): After an upward connection is
established, if there is no data transmission within
the specified idle time, active connection will
disconnect and try to reconnect. “0” means no idle
time is set.

. Click “+” button to add center IP and center port of
the upward connection.

. Enter a center IP, which can be either an IP address
or a domain name address.

. Enter a center port. If WebAccess is used, this item is
usually set to 504 by default.

. Click “OK” button to add the center information to
“Center List”. Repeat steps 4~7 to add more centers.
Each active connection can support at most 5
centers.

. Click “OK” button to add this new connection to active
connection list.



Serial Port Bridge

Serial Port Bridge is mainly used to add a gateway for
data acquisition while retaining the existing serial port
connection logic. As shown in the figure below, a
gateway is added between the HMI and the end device,
by bridging the serial ports in the gateway, the original
HMI data acquisition is not affected, and the gateway
can also read data from the end device..

l}.!‘!’j In_*!'ra{
Principle

The serial port bridge program will open two serial ports,
one is the slave port connected with the upper master
station, and the other is the master port connected with
the lower-level end device. When the serial port bridge



program receives a request from the upper master
station from the slave station port, it will forward the data
message to the master station port, accept the response
data of the end device, and return it from the slave
station port to the upper master station.

Because the serial port is an exclusive resource, in order
to realize that the data center of the gateway and the
upper master station can collect data from a lower-level
collected device at the same time, the serial port bridge
program needs to share the same master port with the
data center, using time-sharing multiplexing. Because
the master station port is used in time-sharing, the scan
time of the data center and the upper master station
should be coordinated when using the serial port bridge
program, otherwise the data acquisition result will be
affected.

Settings

The serial port bridge function is located in the
connection settings of the project configuration tree, as
shown in the following figure:

_ T Connectivity

’ ..... Active Connection
% Dandelion VPN

; Advantech/VPN

-wses Serial Port Bridge

Double-click the serial port bridge setting item in the
project configuration tree to open the serial port bridge
configuration page, and click “Enable” to configure the
serial port bridge.



«2« Serial Port Bridge(example)*® 3

Apply #  Discard
W] Enable
Master
Port: ComM2 ~ | Master port must be configured in[Data Center\IO Tag].
Slave
Port: com1
Baud Rate: 9600
Byte Size: 8
Stop Bit: 1
Parity: Mone
Frame Interval (ms): 1000
Timeout {ms): 3000
Parameters:

o Master - Port: select a serial port that has been
configured in the data center for acquisition.

» Slave - Port: select a serial port that has not been
added to the data center and is not occupied by other
applications to be used as a slave port.

 Baud Rate/Byte Size/Stop Bit/Parity: set according
to the actual connection with the upper master
station.

* Frame interval (ms): specify the minimum interval
for data requests from the upper master station, in
milliseconds. The serial port bridge program will split
the complete data message received from the slave
station port according to this setting parameter.

» Timeout (ms): specify the timeout time of waiting for
response from the end device, the unit is
milliseconds. After the serial port bridge program
forwards the message, if the waiting time for a
response exceeds this set parameter, it is considered



that the end device has no response. At this time, the
serial port bridge program will release the occupation
of the master port so that the data center can
continue to do data acquisition.



Cloud Service

EdgeLink can communicate with the loT center device
on the cloud via the MQTT protocol. Currently, EdgeLink
supports communication with loT center of Baidu cloud,
Azure and other cloud service providers.

In EdgeLink Studio, users can configure devices on the
cloud service page to upload device tag information to
the loT Center, and support uploading to multiple
different types of loT centers.

Users need to configure loT center connection properties
and upload conditions, receive service attributes, tags to
be uploaded and other information.

According to different connection types, EdgeLink
supports multiple cloud services, which configure
corresponding connection information respectively.

|2 WebAccess(3600-1) 3

Project Configuration «
=1 Demo
Apply Discard
=8 3600-1-1
* = Data Center iot.advantech.com-1883
) Data Storage Tag Name Tag Type Deadband Type Deadband
-2 Service Connect Type:

L.l Event Manager # Double click to edit

} T Connectivity
=B Cloud Use Socks5 Proxy:

Enable:

N “é host: iot.advantech.com
i 1€ ProudSmart
& Azure Port: 1883
System SSL Enable:
i SSL Scenario:
MQTT Version: 311
Client ID:
User Name:
Password:
Keep Alive(s): 60
Timeout(s): 30

Periadic Publish: ¥

Publish Period(s): |60

Basic Configuration



|2 WebAccess(3600-1)* 3

Apply H  Discard

iot.advantech.com-1883 3 | w» Q

Connect Type:

# Double click to edit
| Enable: v |

Use SocksS Proxy:

Tag Name Tag Type Deadband Type Deadband Unit

host: iot.advantech.com

Port: 1883
SSL Enable:

551 Scenario:

MQTT Version: 3.1.1
Client ID:

User Name:

Password:

Keep Alive(s): 60
Timeout(s): 30

Periodic Publish: ¥4

Publish Period(s): |60

1. For the configuration to take effect, users must check
“‘Enable”. This switch can be used reasonably during
the debugging phase to test multiple connections
added in the same cloud service type.

2. Click the “+” button on the right of the main page to
add multiple connections to the cloud service. Each
cloud service type allows up to 4 connections to be
added.

Cloud Connection Properties and Upload
Conditions

EdgeLink uses the standard MQTT protocol specification
to connect to cloud services, so most cloud service types
have the same configuration interface in the MQTT
connection settings section. The Azure loT Hub is an
exception. Because Microsoft uses connection string
configuration to provide user login credentials, the Azure



loT Hub connection configuration will be different. See
the Azure loT Hub configuration page for details.

As shown in the following figure, the MQTT configuration
interface, the red frame is the configuration information
connected to the broker, the green frame is the
configuration information of the data upload, and the
blue frame is the configuration information specific to
each cloud service type. This section will be described in
detail on the description page for each cloud service

type.



iot.advantech.com-1883 x| e |

Connect Type:

Enable:
Use SocksS Proxy:

Diff Type:

MOTT

¥4
|:| Edit

host: iot.advantech.com
Port: 1883

55L Enable: |

S5L Scenario: ANONYMoUs conne
MQTT Version: 3.1.1 hd
Client ID:

User Name:

Password:

Keep Alve(s): 60

Timeout(s): 30

Publish Period(s): |60

Diff Publish: |:|

Detection Cycle(s): 1

/| Value Change
Quality Change

Timestamp Change

Group ID:

Device ID:

Publish Ctrl:

Timestamp:

Topic/Payload Schema: |WebAccess

-

Heart Beat Period(s):10

Mone

UTC Time

Connection Configuration Section

» Use Socks5 Proxy - If the device is used in a
network environment that requires a proxy server to
connect to the MQTT Broker, then the SOCKSS5
proxy needs to be enabled. Click the Enable check




box and then click the “Edit” button to set the SOCKS
server information in the pop-up box. As shown
below, you can set the IP address, port number, user
name and password of the SOCKS5 proxy server.

& Sockss x

Host: 127.0.0.1
Port: 1080
ser Mame:

Password:

0K Cancel

Host - The IP or domain name of entering the MQTT
Broker.

Port - Enter the listener port number of the MQTT
Broker. By default, the unencrypted TCP port is 1883
and the encrypted TLS port is 8883. Edgelink does
not currently support WebSocket connections.

SSL Enable - If the Broker requires an SSL/TLS
connection, then SSL needs to be enabled and
selected from three authentication methods
depending on the configuration provided by the
Broker:

1. Anonymous connection: Only encrypted
connections are provided, and the communicating
parties do not verify the identity.

2. Server authentication: The device side verifies the
authenticity of the cloud server, and the cloud



server is required to provide the CA file. EdgeLink
comes with some public server certificate files. If
you are connected to a public cloud, you can try
to use the default CA file. If you use a self-signed
certificate for your own server, you will not be able
to authenticate with a third-party certificate
authority. In this case, in addition to loading the
CA file to the device, you need to cancel the
verification host name, otherwise the connection
will not succeed. set up.

. Mutual authentication: The difference from the
server-side authentication is that in this case, the
cloud server needs to verify the identity of the
device. In this case, in addition to processing the
CA file of the server, the certificate file and the key
file of the device need to be loaded. When the
cloud server is connected, the device side will
authenticate with the cloud server side.

S5L Scenario

Scenario: Anonymous Connection -
Anonymous Connection

Verify Host: Server Authentication
Mutual Authentication

CA File:

Cert File:

Key File:

oK Cancel



551 Scenario

Scenario: Server Authentication M

Verify Host: v

CA File: Use Default Ca File Z
_ Load CA File

Cert File: Use Default Ca File

Key File:

0K Cancel

MQTT Version - Specify the version of the MQTT
specification that the communication parties follow.
Generally, the default version 3.1.1 can be used. If
the Broker has special requirements, it can be
configured according to its requirements.

Client ID - Client ID is used by the Broker to
distinguish multiple clients connected to it. Please
enter a unique client ID here. If the Broker supports it,
you can leave it blank for automatic distribution by
the Broker.

User Name - The username used to connect to the
Broker, please follow the instructions of the Broker. If
you are configuring a connection to WISE-PaaS, you
can leave it blank here. The WISE-Paa$S protocol
plugin will get the corresponding username and
password through the DCCS API.

Password - The password used to connect to the
Broker.



o Keep Alive - The unit is seconds. According to the
MQTT protocol, when there is no communication
between the device and the Broker within a certain
period of time, the MQTT PING message must be
sent to the Broker to maintain the connection. The
setting of this parameter should be determined
according to the actual project needs and combined
with the configuration of the Broker.

e Timeout. The unit is in seconds. Define the
maximum time interval for the client to send
information to the cloud.

Data Upload Configuration Section

There are two modes of data uploading. One is regular
upload, that is, to report all the tag instant data in the tag
list on the right side at a fixed time interval; the other is
change upload. In this mode, the program checks the
change of the tag with the configured detection period
and detection condition, and uploads the real-time data
of the changed tag when the tag change is detected.

Both the regular upload and change upload modes can
be enabled at the same time, or only one of them can be
enabled. The recommended configuration method is to
enable regular upload and change upload at the same
time. The detection period of the change upload is set to
a shorter time, and the period of the periodic upload is
set longer, so that the data can be considered in real
time and effective, and reduce bandwidth usage.



» Periodic Upload: The enable switch of periodic
upload.

* Publish Period: Select the upload cycle for data
during periodic uploads.

» Diff Upload: The enable switch of change upload.

» Detection Cycle: Specify the detection period for
detecting tag changes.

» Diff Type: Select to detect parameter changes for
tags. Optional parameters include tag value, quality,
and timestamp. The detection of the change of the
tag value is affected by the three parameters of the
threshold type, the Deadband and the jitter time
configured in the tag table. For details, see the tag
table configuration description below.

Tag Table Configuration

The tag table is used to add the data center tags to the
MQTT connection. Each connection can have its own
tag table configuration to meet the needs of different
cloud servers.

Tag Name Alias Tag Type Deadband | Deadband Type | Unit | Jitter Time(s) ~Decimal Digits Description
#WLAND_SIGNAL... analog 0 Absoluts [ 2 SYSTEMTAG_WLANQ_SIGNAL_NOISE
#WLAND_SIGNAL... analog 0 Absolut: 0 2 SYSTEMTAG_WLANO_SIGNAL_BITRATE
#1CDM_COM1_SC... analog 0 Absolut 0 2 SYSTEMTAG_ICDM_COM1_SCORE
#1CDM_COM2_SC... analog 0 Absolut 0 2 SYSTEMTAG_ICDM_COM2_SCORE
#1CDM_COM3_SC... anzlog 0 Absoluts 0 2 SYSTEMTAG_ICDM_COM3_SCORE

ICDM_LAN1_SC... analog 0 Absolute 0 2 SYSTEMTAG_ICDM_LAN1_SCORE
#ICDM_LANI_| log 0 Absol 0 _ICDM_LAN1_|
#1CDM_LAN2_SC... analog 0 Absoluts [ 2 SYSTEMTAG_ICDM_LAN2_SCORE
#ICDM_LAN2_LINK analog 0 Absolut: 0 2 SYSTEMTAG_ICDM_LAN2_LINK
#GPS_LATITUDE analog 0 Absolut: 0 2 SYSTEMTAG_GPS_LATITUDE
#GPS_LONGITUDE analog 0 Absolut 0 2 SYSTEMTAG_GPS_LONGITUDE
#GPS_ALTITUDE analog 0 Absolut: 0 2 SYSTEMTAG_GPS_ALTITUDE
#GPS_SPEED anzlog 0 Absoluts 0 2 SYSTEMTAG_GPS_SPEED
#GPS_COURSE log 0 Absol 0
#GPS_ log 0 Absol 0 _GPS_
#SYS_BATTERY ... analog 0 Absoluts [ 2 SYSTEMTAG_SYS_BATTERY_LOW
#5YS_TIME_SEC... analog 0 Absolut: 0 2 SYSTEMTAG_SYS_TIME_SECOND
#SYS_TIME_MIN... analog 0 Absolut 0 2 SYSTEMTAG_SYS_TIME_MINUTE
#5YS_TIME_HOUR analog 0 Absolut 0 2 SYSTEMTAG_SYS_TIME_HOUR

log 0 Absoluts 0 2 SYSTEMTAG_SYS_TIME_DAY
log 0 Absol 0
log 0 Absol 0 _S¥S_TIME_

_TIME ! log 0 Absoluts [ 2 SYSTEMTAG_SYS_TIME_WDAY
#5YS_TIME_YDAY analog 0 Absolut: [ 2 SYSTEMTAG_SYS_TIME_YDAY
#5YS_TIME_ISDST analog 0 Absolut: 0 2 SYSTEMTAG_SYS_TIME_ISDST
#5YS_TIME_GMT... analog 0 Absolut 0 2 SYSTEMTAG_SYS_TIME_GMT_OFFSET



Tag Name: Double-click this field to add or select a
tag in the device.

Alias: Set the name when uploading data. Use the
tag name as the data name when the alias is empty.

Tag Type: Displays the data type of the tag. This item
is a read-only item and cannot be modified in this tag
table. If you need to modify it, please modify the
original tag attribute in the data center.

Deadband Type: Used to configure the change
detection method of tag values. There are two ways:
absolute value and percentage. When the type is
configured as an absolute value, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the Deadband, and if it is exceeded,
the tag is considered to have changed; When the
type is configured as a percentage, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the last uploaded tag value. If the
change exceeds the Deadband, the tag is considered
to have changed.

Deadband: Used to specify the Deadband value of
the tag detection. The value change of the tag does
not trigger the tag value change within the threshold.

Unit: Read-only item, when the Deadband type is
percentage, a percent sign is displayed to distinguish



it from the absolute value.

Jitter time: The unit is second. When the detected
tag value exceeds Deadband, verification of jitter time
will start. When the tag value is detected as
exceeding the Deadband within the specified jitter
time, it will be finally judged as a little value change,
and the changed value will be uploaded at this time,
otherwise it will be judged as tag value jitter. Not
uploaded.

Decimal Digits: The number of digits after the
decimal tag for specifying the analog tag value. The
default is 2. When the actual tag value has only one
integer value, you can set this field to O to save data
traffic.

Description: The description of the tag. This item is
a read-only item and cannot be modified in this tag
table. If you need to modify it, please modify the
original tag attribute in the data center.



EdgeSync 360/EdgeHub

precondition :

1. The prerequisite for establishing a connection
between a gateway and EdgeSync 360/EdgeHub is to
create a device in EdgeSync 360/EdgeHub and obtain a

connection string

2. The prerequisite for downloading a project or
upgrading an image for a gateway through EdgeSync
360/EdgeHub is that a connection between the gateway
and EdgeSync 360/EdgeHub has already been
established

function list :

¢ Obtaining the connection string in EdgeHub

o Establishing a connection between a gateway and
EdgeHub

¢ Uploading data to EdgeHub

e Downloading projects to the gateway through
EdgeHub

e Upgrading the image on the gateway through
EdgeHub

the steps of get connection string :

1. In EdgelLink Studio, select the online page for the
gateway you want to add to EdgeSync 360/EdgeHub,
right-click, and choose “Copy device information to
clipboard”



Online Device

EII_ Online Device
£ ADAM-3600-C2GL1

192.168.17:
=AM Azure IoT Edge Module
[0]4784ContainerAzure
=-HM Container

.8 [0]suchao-u20 - 192.16
- [0]suchao-ul8 - 192.16
=M ECU-1051 TL-R10AAE [ECU-
I [0]3f%45 - 192.168.17
.8 [0]ECU-1051 - 192.168

L |[13]ADAM-3600 - 192. a2 =
ISR e T.11T.

o

£«

e Monitor(HTTPS)
iCDManager

IP Setting

Copy IP to Clipboard

Copy Info to Clipboard ||

K E I |

.M [0]NewNode - 192.168

Upload Project
Meodify Password
55H Console

Delete

-8 [0]MG1051 - 192.168.172.188 |

. Open the EdgeSync 360/EdgeHub login page, enter

your username and password to log in

Edge Computing = Solufion Suite
h o BT AIFS .. XNavi
InsightAPM ep

: iCity Services Sk
wisE-Marketplace &, Al Platform iBuilding
IMOUSTRY 4.6 ) Lo
WISE-Deviceln e LApp
£ WISE-STACK =

3. Device Management

WISE-Edge365

Log in to WISE-Edge365
I o Cn

=

Remember me Forgot Password

« Newto WISE-Edge365? Please fill out the trial form
t0 get your account name and password for logging
into the portal.

« To share your feedback about WISE-Edge365 Beta,
please fill out the feedback form.




Device Management

Device & Platform Management

=

4. Select the option to add an Edgel.ink device

My devices

Total devices

218

P, fice List (218)
_\.\\

5. Paste from Clipboard

- Q,  Device status All ~
WISE
Status
EdgelLink 2
SCADA 1rsa'al-F'C-Bzutch-ﬁn.-z{l23032... T
General Pc  pLink-Batch-A-202303210... T
for EdgeLink

Add new device - EdgeLink

“Required

[& Device information

Paste frem Cliphoard \1,

Device name *
ADAM-3600-C2GL1ATE-544A168F7923

Description
ADAM-3600-C2GL1ATE

[& Connection setting

MAC Address *
54-4A-16-8F-79-23

CANCEL SAVE SAVE&CLOSL 2




6. Click on the newly added device, and the device
information will appear on the right side. Copy the
“Credential” to the clipboard

= W|SE-Edge365 B Device Management-2.0.13 ~

My devices ' ADAM-3600-C2GL1A1E-544A168F7923

Efl Device List (219) ADAM-3600-C2GL1A1E-544A168F7923 (Model:EdgeLink)
Q_  Device status
2 P\
- - 0 DO 5 @
pevice name Staus Info Connection Tags Event OTA

- 1

) ADAM-3600-C2GL1ATE-54... d Operation Connection setting ~ Copy Credential - 3
— G 1-PC-Batch-A-20230 Connection type

',E,Te,rja- -Datch-A- - Operation Gateway ID
-\ EdgeLink-Batch-A-202303 =t

st Operation 12490556424 4cf6-9322-15034c0ae2ae

Establishing a connection between a gateway
and EdgeHub :

1. Open the EdgeLink Studio project configuration page
for EdgeSync 360/EdgeHub by selecting “Project” >
“Cloud Service” > “Advantech” > “EdgeSync
360/EdgeHub”, and enable the connection

2. Paste the “Credential Key” into the corresponding
field



Connect Type: WISE-Edge365

Enable: ¥ ~__
Skip certificate validation: 4

_—

Credential Key: Cred from Clipboar 2 |
S

I"protocols”:{ "iothub":
{"connectionStr':"HostName=edge365

-dev.azure-
devices.net;Deviceld=12c8ad1a-5f75-
4el1d-a572-

ddca044 .___.__,._,: wrcuMLLEsshEY =L |

UDt?GlGDIDgu wf LT TS | T e v S
e30gI0PA="]"maqgtt":
{"host":"rabbitmg-dev.edge365.wise-
PAasaw ; puiy oo, :h:i-lu:trUEr"USErrlam
e"1"3Ke 5657 2xny Y :BXQn3MSX0ED","p
assword”:"hkWUtomBzGp- Tecbullu™}?,
"devid":14652," nam~", aDAM-3600-
C2GL1ALE-

DOFFS0C104B8", "uuid":"12cR~1413-5f75
-4e1d-a572-

ddcﬂﬂ44d?5‘?c","m‘ L Lun 1 oueLuaus
. type":"EdgeLink"}t

3. Configure connection parameter, parameter
description



WU U Sl THide « UrrJueluapDo

,ype":"EdgeLink"}

Periodic Publish: True A

Periodic Control Tag:Double click to edi...

Publish Perind(s): |60

Diff Publish: False A

Diff Control Tag: Double click to edi...

Detection Cycle(s): 1

Diff Type: ' Value Change
Quality Change
Timestamp Change

Diff pub all tags:
Pub all after reconn: K1
Enable data resume: W]

Data before break(s): 0

Data after reconnect(s): 0

Delay before resurmne(s):| 120
Bad Quality Tag:  pub '*' once -

Max Payload Size: 256 KB -

4. Configure tag point, the parameter description of tag

Tag Name Alias Tag Type Deadband | Deadband Type |Spa... Sp.. Unit | Jitter Time{s) Decimal Digits Description
» BozrdIO:ALD analog 0 Absolute 1000 0 0 2
BoardIO:AL_L analog 0 Absolute 1000 0 0 2
calcl analog o Absolute 1000 O 0 2
usertzgl analog 0 Absolute 1000 0 0 2

# | Double click to edi..

5. Download the project file to the gateway

&
[E= Project Help

TEEH SR S B G N

Create  Open Close Save Project Export To Export to Show Tag Import tags Export tags Device
Project Project Project Download SD Card  WISE-Edge365 Count from Excel to Excel Model
Project i Deploy i Option i

Project Configuration « | MM ADAM-3600 | ™ 1050 | “ WISE-Edge365(ADAM-3600) xL

= example_ADAM-3600
- ou [EIETRE. 1
-5 Data Center Note: When enabling SSL, please ensure that the device time is con

) x
System Tag WISE-Edge365_0 L

£3 Calculation Tag Skip certificate validation: /] a Tag Name
£ User Tag Credential Key: | Cred from Clipboard | » BoardIO:AID

_ {"protocols”:{"iothub": ) 2Tl
= Service {"connectionStr":"HostName=edge365 calct
4l Event Manager -dev.azure- usertaol

«  Apply 3 Discard




Project Download

Status P

Progress
0%

] Reboot Close

6. View the device as online in EdgeHub

) aaa

{ n -
N }_?0 A Operation

ADAM-3600-C2GL1ATE-544A...

ADAM-3600-C2GL1ATE

Operation

Uploading data to EdgeHub

EdgeLink

EdgeLink

The gateway is already online in EdgeSync

360/EdgeHub

1. Click the online gateway—> Tags

ADAM-3600-C2GL1A1E-544A168F7923 (Model:EdgeLink)
ADAM-3600-C2GL1ATE

I
o & 90 () @
Info Connection Tags Event OTA
Tags (13) Parameter
Q C 1/1
Tag name Tag type Value Upload time Record time
#MSYS_EdgeStatus Discrete 1 2023-03-29 18:02:33
?SYE—FPT'_“{’E e Analog 35778.33 2023-03-29 18:08:00
cale Analog 312 2023-03-29 18:08:00
s Text Linux 2023-03-29 18:02:34
osarch Text armv7l 2023-03-29 18:02:34
osirelease 4.9.65-1123-
welease Text §7060247045 2023-03-29 18:02:34
#1 PREEMPT RT
os:version Tue Mar 21
Text 2023-0329 18:02:34
Buid Versio e 05:33:40 UTC
2023

Rows per page

Quality

50 «

2. For more detailed instructions on additional features,

please refer to the relevant documentation of



EdgeSync 360/EdgeHub

Downloading Edgelink-Studio generated
project files to the gateway through EdgeHub

1. Uploading project files to EdgeSync 360/EdgeHub

Method 1 : Uploading project files to EdgeSync
360/EdgeHub through EdgeLink Studio

step 1. Save the project and click “Export for
EdgeSync 360”

e

[E= Project Help

[— [ [— [— [— [— i
83 T B&| = LT =
Close Save Project  Export To Export for Show Tag Importtags Export tags Device
Project Download SD Card | EdgeSync 360 Count from Excel to Excel Model
Project Configuration « ‘@ EdgeSync 360/EdgeHub{ADAM-3600) X

= example_ ADAM-3600 Apply Discard
=] aoan-3s00-1 [

- Data Center Note: When enabling S5L, please ensure that the device time is consistent

o= Data Storage -
+ 9 EdgeSync 360/EdgeHub_0 ¢ | wm

.2 Service
gl Evi Tag Name

‘ﬁ\ Event Manager Connect Type: " .
----- we KW Settings # Double click to edi..
- Connectivity Enable:
=B Cloud Skip certificate validation:

-] Advantech

(D DeviceOn/BI

: = EdgeSync 360/Edge
— EdgeSync 360/Web
% IoTSuite/DataHub
&7 WISE-PaaS/DataHut
+-e2 Azure

..... ¥ AWS

- JF cumulocitylot

Credential Key: Cred from Clipboard

step 2. After seeing the “Compile success” message,
click “Copy Path”



Export for EdgeSync 360
Device Name 3
ADAM-3600-1

Instructions

After successful compilation, you can view the generated Project.zacr file from the relevant path. The Project.zacr file can be imported through the file management
function on the coud platform to enable remote configuration of the gateway.

Add Project

&

pu——— =] Cancet [ om
_ . C:\Users\lli.zheng\Documents\Advantech Edgelink =
Project.zacr path: ¢ jio\puild\exemple_ADAM-3600_ADAM-3600\Preject.zacr Copy Path || |

step 3. Navigate to the project loading interface in
EdgeSync 360/EdgeHub

Method 2 : Directly add the project file generated by
EdgeLink Studio to EdgeSync 360/EdgeHub

step 1. Click on “File Management” in the EdgeSync
360/EdgeHub interface

= |WISE-Edge365

My|Devices

Device Groups

AppHub Repository

File Management

step 2. Add the project file



= Local Disk (D)

<
File name:

2. Find the corresponding project file in EdgeSync
360/EdgeHub and click Add Dispatch

File Management

[ EdgeLink Project

[ I c

Project Name Version Description Creator Create time Modified by Last modified Actions
[] A3600_add_a_tag 100 - Alger Tan 2023-02-10 17:14:55 Alger Tan 2023-02-10 17:14:55 .
Edit
Delete
Download
|: Add Dispatch

3. Add a Dispatch, enter a dispatch name, and select
the corresponding device

< Back

Add “A3600_add_a_tag” Dispatch -z SuBMiT  Data Source X
Information Device List Device Group
[ Basic Information Seal Q

Name* Descrption [ Overwrite = 1 Devices Selected{ [+ Add
A3600 setting —
m |(

ADAM-3600-C2GL1ATE-EC24B898DAB1
DAM-3600C2GLIATE
evu:e List (0)

[ () CONTAINER-C400ADED3D7B
\2¢3 contaner

4. Click “Submit” to confirm and submit the dispatch

< Back
Add “A3600_add_a_tag” Dispatch *requred

Information

[& Basic Information

Name* Description O Overwrite
A3600 setting

a Device List (1)

Search Q

[0 Device Name

o | ~ | ADAM-3600-C2GL1ATE-EC24B898DAB1
\#@) ADAM-3600-C2GL1ATE

5. View the dispatch results



& WISE-Edge365: Device Managen X + voo—- X

<« C @ portal-dpm-qga-eks001.edge365.advantech.com/#/index/edgeLinkManagementZedgeLinkManageEditType=Project Qe #x O » 02 :

= WISE-Edge365 B vevice Management - 2.

Fil < A3600

>
=
. Q | ispatch Status Al ~
Pro  Device Name Result Error Message Created Time Updated Time
[0 ADAM-3600-C2GL1A1E-EC24B898DAB1 o s |- 2023-02-10 17:20:20 2023-021017:20:28

Upgrading the image on the gateway through
EdgeHub

1. Confirm that the device is online and click to enter the
functional page.

2. Select the “OTA” feature

3. Click on “Firmware list” under “Firmware OTA” to
view all files available for upgrade

4. Click on the “...” behind “2.8.30616” and select
“‘Download And Upgrade”

ECU-1051TL-R10A-D4CAGEAOB082 (Model:EdgeLink)

2.8.30606

5. You will see the message “Set firmware download
success...”

Set firmware download success! Please ..

S

6. At this point, the user can click on “History” under
“Firmware OTA” to view the current upgrade status




ECU-1051TL-R10A-D4ACA6EA0B082 (Model:EdgeLink)

i

§®

l Q ; 1/1 Rows per page 50

‘2.8‘30616 Processing ‘ 2023-06-20 13:38:09 2023-06-20 13:38:50

7. Click on the “Refresh” button to refresh the current
upgrade status until you see “Success”, which means
the upgrade was successful

ECU-1051TL-R10A-D4CASEADBOS2 (Model:EdgeLink)

=1
parameter description
arameter parameter
P description
Connection Type MQTT type

Check the box to
activate the
connection for the

Enable current page, and the
current page
configuration will take
effect

Check the box to skip
skip certificate validation the certificate

validation



parameter

Periodic Publish

Periodic Publish

Periodic Control Tag

Publish Period

Diff Publish

Diff Control Tag

Detection Cycle

Diff Type

parameter
description

Periodic Upload
Mode: Enable,
Disable, and start by
tag

Periodic Upload
Mode: Enable,
Disable, and start by
tag

Select the periodic
upload control tag.
Upload data when the
value of the point is
not 0; do not upload
data when the value
of the pointis 0

Periodic Upload
Period, units seconds

Trigger Upload Mode:
Enable, Disable, and
start by tag Upload

Select the trigger
upload control tag.
Upload data when the
value of the point is
not 0; do not upload
data when the value
of the pointis 0

Detection Period for
tag Change Detection

the type of Diff
Publish



parameter

Diff pub all tags

Pub all after reconn

Enable data resume

Data before break

Data after reconnect

Delay before resume

parameter
description

pub all tags in list
when Diff Publish

When EdgeLink
establishes a
connection with the
cloud, does it upload
the current values of
all points once to the
cloud, with enabling
sending and disabling
not sending? The
default setting is
enabling sending

Enable switch for
resume upload from
break

Default: 0, resume
uploading data from
the most recent n
seconds before the
disconnection

Default: 0, resume
uploading data until
the most recent n
seconds after the
reconnection

Default: 120, resume
uploading data after
an interval of n
seconds after the
reconnection



Bad Quality Tag

Ta

:::::

parameter

parameter description

Upload mode for Tag
Quality not equal to 0
(GOOD) : Pub *
once; Pub * always;
Still pub value; Don’t
pub

g Hame Alias Tag Type Deadband | Deadband Type |Spa... Sp.. Unit | Jitter Time(s) | D Digits Description

uuuuuuuuuuuuuuuuuuuu
nnnnnnnnnnnnnnnnnnnn
nnnnnnnnnnnnnnnnnnnn
uuuuuuuuuuuuuuuuuuuu

Tag Name: Double-click this field to add or select a
tag in the device.

Alias: Set the name when uploading data. Use the
tag name as the data name when the alias is empty.

Tag Type: Displays the data type of the tag. This item
is a read-only item and cannot be modified in this tag
table. If you need to modify it, please modify the
original tag attribute in the data center.

Deadband Type: Used to configure the change
detection method of tag values. There are two ways:
absolute value and percentage. When the type is
configured as an absolute value, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the Deadband, and if it is exceeded,
the tag is considered to have changed; When the



type is configured as a percentage, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the last uploaded tag value. If the
change exceeds the Deadband, the tag is considered
to have changed.

Deadband: Used to specify the Deadband value of
the tag detection. The value change of the tag does
not trigger the tag value change within the threshold.

Unit: Read-only item, when the Deadband type is
percentage, a percent sign is displayed to distinguish
it from the absolute value.

Jitter time: The unit is second. When the detected
tag value exceeds Deadband, verification of jitter time
will start. When the tag value is detected as
exceeding the Deadband within the specified jitter
time, it will be finally judged as a little value change,
and the changed value will be uploaded at this time,
otherwise it will be judged as tag value jitter. Not
uploaded.

Decimal Digits: The number of digits after the
decimal tag for specifying the analog tag value. The
default is 2. When the actual tag value has only one
integer value, you can set this field to O to save data
traffic.

Description: The description of the tag. This item is
a read-only item and cannot be modified in this tag



table. If you need to modify it, please modify the
original tag attribute in the data center.



AWS

The AWS Cloud Service Plugin supports connecting to
Amazon AWS loT to upload tag values to the cloud.

Topic/Payload Schema:

Thing MName: AWS

e Thing Name: Specify the corresponding ‘things’
name on this device on AWS |oT.

Others
Tag List
resume

export/import



Azure loT Hub

Connect Type:

Enable:
Use SocksS Proxy:

Address Format: Connection String v
Connection String:

HostMame=hostname;Deviceld=devicei
d:SharedAccessKey=sharedaccesskey

Host Name:
Device ID:

Shared Access Key: | sharedaccesskey

Keep Alve(s): 60
Timeout(s): a0

Periodic Publish: &/
Publish Period(s): |60
Diff Publish:

Detection Cycle(s):

Diff Type: /| Value Change
Quality Change
Timestamp Change

When connecting to the Microsoft Azure cloud, the
connection type must be Azure loTHub, and the client
needs to configure the connection string provided by the
cloud.

Users can directly edit the connection string, or generate
a connection string by setting the attributes: Host Name,
Device ID, and shared Access Key.

Since v2.8.1, the bottom layer of EdgeLink uses the
Microsoft Azure loT SDK to connect to the Azure loT



Hub, so the communication-related parameters other
than the connection string do not need to be set.

If you are using this plugin in the environment of an loT
Edge-launched EdgelLink Container, you do not have to
enable resumable uploads, as loT Edge will cache the
transferred data.

This plugin supports the following Direct Method, please
note that method names are case sensitive.

1. GetVersion - Get EdgeLink version
information

Method Name: Getversion
Parameters: none

Return Value: JSON object, where the result parameter
indicates whether the call result is successful or not,
success indicates success, and error indicates failure.
The content of the content parameter in the successful
result is the Edgelink version information, and the
content of the Error parameter in the failure result
indicates the reason for the failure. Please refer to the
return value example below.

Example of return value when the call is successful:

"Result": "Success",
"Content": "ADAM-3600-C2GL1A1E Standard Edition ima

4

Example of return value when the call fails:


https://docs.microsoft.com/en-us/azure/iot-hub/iot-hub-devguide-direct-methods

"Result": "Error",
"Error": "fail to read version file"

Remarks: None

2. PubAllTags - Publish all tag values in the tag
list at once

Method Name: pubAllTags
Parameters: none
Return Value: None

Remarks: After the gateway receives this method call, it
will immediately publish a message containing the
current values of all tags in the tag list. Please note that
the content of the message will not be returned from the
direct method, but will be published to the data topic.

2. ReadTag - Read tag value

Method Name: rReadTag

Parameters: JSON object, including an array of tag
names and related read parameters, where the tags
parameter is a string array, including all the tag names
that need to be read; the value_as_string parameter is a
boolean value, used for control tags Whether the value is
returned as a string, the default value is false, i.e. not
returned as a string.

Example: The following call parameters will read three
tags named tag1, tag2 and tag3 and return the tag value



as a string.

"tagS”: [lltaglll’|Itag2l|’||tag3ll]’
"value_as_string": true

Return Value: JSON object, where the tags parameter is
the object type, including all requested tag values, each
object parameter corresponds to a tag, the parameter
name is the tag name, and the parameter value is the
tag value.

Example:

When there is no value_as_string in the calling
parameter or its value is false, an example of the return
value is as follows:

{
Iltagsll: {
"tagl": false,
"tag2": 3.1415926,
"tag3": 1.28
3
}

When there is value_as_string in the call parameter and
its value is true, an example of the return value is as

follows:
{
"tags": {
"tagl": "o",
"tag2": "3.1415926",
"tag3": "1.28"
}



Remarks: None

2. WriteTag - Write tag value

Method Name: writeTag

Parameters: JSON object, including all the tag values to
be modified, each object parameter corresponds to a
tag, the parameter name is the tag name, the parameter
value is the tag value, the tag value can be a string type
or can is a numeric type or a boolean type.

Example:

"tagl": false,
"tag2": "3.1415926",
"tag3": 1.28

Return Value: JSON object, where the result parameter
indicates whether the call result is successful or not,
success indicates success, and error indicates failure.
The successful result has no additional parameters, and
the Error parameter in the failed result indicates the
reason for the failure. Please refer to the return value
example below.

Example of return value when the call is successful:

"Result": "Success"

Example of return value when the call fails:



"Result": "Error",
"Error": "Cannot found tag handle!"
}
Others
Tag List
resume

export/import



LwM2M

The LwM2M cloud service plug-in is used to support the
OMA Lightweight M2M protocol to implement remote
management of devices on the cloud platform. See
Supported Objects and Resources for the capability of
this plug-in.

Settings

General Settings

General Setting
! Enable

Server URI: coap://leshan.eclipse.org: 5683
Is Bootstrap Server
EndPoint Mame: urn:advantech:edgelink
Registration Lifetime(s): 25
Bind to UDP Port

/] Confirrmable Motifications

» Enable: Check to enable this plugin

» Server URI: Enter the full URI of the server.

» |Is Bootstrap Server: If the server urI related to a
Bootstrap Server, it should be checked here.

 EndPoint Name: Enter the end point name of this
device. This name should be named according to the
management rules of the server.

» Registration Lifetime(s): Specify how often this
device is registered with the server, in seconds.

« Band to UDP Port: Check this box and fill in the
value of 1 ~ 65534 to band the Lightweight M2M



device to the specified port.

» Confirmable Notifications: Lightweight M2M
messages can be sent as a Non-confirmable or as a
Confirmable message, you can specify the behavior
of the client by this option.

Security Mode

Security Mode
@ No Security
DTLS with Certificates

DTLS with PSK
Hexlified String
Hexlified String

* No Security : Select this option to use an in-secure
connection. In this case, the server ur1 should be
filled with coap:// instead of the address starting with
coaps://. Conversely, if you choose the two security
options below, then the server ur1 should be filled
with the address starting with coaps://.

 DTLS with Certificates : Use a secure connection
for a given client certificate. Load the client certificate
file in the client certificate and load the client
certificate key file in the client Key.

o DTLS with PSK : Use the secure connection of the
given PSK method. Please fill in the PSK string in
Psk Identity. If the string is a hexadecimal format
string, please check the Hex1lified string option. Fill



the psk key with the PSK key and check the
Hexlified String option as appropriate.

Tag List Settings

Digital Input | Digital Qutput | Analog Input | Analog Output
Instance ID Tag Name
1 BoardI0:DI1_0D
2 BoardI0:DI_1
3 BoardID:DI_2
4 BoardID:DI_3
# Double click to edit

4

Currently, you can map the tag to the four 1/O objects
defined by the IPSO (Digital Input, Digital Output, Analog
Input, Analog Output). In the four types of tag lists,
double-click the tag name field and select the tag to be
mapped in the dialog, then the tag will be added to the
tag list.

The default 1nstance 1D is automatically incremented,
you can click the 1nstance 1D field to modify it.

Supported Objects and Resources

<td><b>0bject<b></td>
<td><b>0bject ID<b></td>
<td><b>Resource<b></td>
<td><b>Resource ID<b></td>

<td rowspan="6">LwM2M Security</td>
<td rowspan="6">0</td>

<td>LWM2M Server URI</td>
<td>0</td>

<td>Bootstrap-Server</td>
<td>1</td>

<td>Security Mode</td>
<td>2</td>



<td>Public Key or Identity</td>
<td>3</td>

<td>Server Public Key</td>
<td>4</td>

<td>Secret Key</td>
<td>5</td>

<td rowspan="9">LwM2M Server</td>
<td rowspan="9">1</td>

<td>Short Server ID</td>
<td>0</td>

<td>Lifetime</td>
<td>1</td>

<td>Default Minimum Period</td>
<td>2</td>

<td>Default Maximum Period</td>
<td>3</td>

<td>Disable</td>
<td>4</td>

<td>Disable Timeout</td>
<td>5</td>

<td>Notification Storing When Disabled or Offline</td
<td>6</td>

<td>Binding</td>
<td>7</td>

<td>Registration Update Trigger</td>
<td>8</td>

<td rowspan="11">Device</td>
<td rowspan="11">3</td>
<td>Manufacturer</td>
<td>0</td>



<td>Model Number</td>
<td>1</td>

<td>Serial Number</td>
<td>2</td>

<td>Reboot</td>
<td>4</td>

<td>Error Code</td>
<td>11</td>

<td>Current Time</td>
<td>13</td>

<td>UTC Offset</td>
<td>14</td>

<td>Timezone</td>
<td>15</td>

<td>Supported Binding and Modes</td>
<td>16</td>

<td>Device Type</td>
<td>17</td>

<td>Software Version</td>
<td>19</td>

<td rowspan="2">IPSO Digital Input</td>
<td rowspan="2">3200</td>

<td>Digital Input State </td>
<td>5500</td>

<td>Application Type</td>
<td>5750</td>

<td rowspan="2">IPSO Digital Output </td>
<td rowspan="2">3201</td>

<td>Digital Output State</td>
<td>5550</td>



<td>Application Type</td>
<td>5750</td>

<td rowspan="2">IPSO Analogue Input</td>
<td rowspan="2">3202</td>

<td>Analog Input Current Value</td>
<td>5600</td>

<td>Application Type</td>
<td>5750</td>

<td rowspan="2">IPSO Analogue Output</td>
<td rowspan="2">3203</td>

<td>Analog Output Current Value</td>
<td>5650</td>

<td>Application Type</td>
<td>5750</td>



Proud Smart

When connecting to the ProudSmart Cloud server, you
need to configure the connection properties of the
receiving server.

Topic/Payload Schema:

MQTT Account:
Gateway ID:

Device ID:

PING Interval (s): |60

Timestamp: UTC Time v

e MQTT Account: MQTT account name. Required
field.

» Gateway ID: The name of the gateway to use for the
connection. Required field.

* Device ID: The device name of the project in
ProudSmart Cloud. Required field.

¢ PING Interval: The interval at which the server sends
a PING command.

e Timestamp: This option is used to control the
timestamp representation format in the published
message. UTC Time is expressed in UTC time and
Local Time is represented in the local time of the
device. For example, if the time zone of the device is
set to East 8 (ie, Beijing time), the message is sent at
11:30:45 on January 1, 2018 Beijing time, then UTC



Time will be 2018-01-01T03:30:45+0000, and the
Local Time will be 2018-01-01T11:30:45+0800.

Others
Tag List
resume

export/import



Simple MQTT

Simple MQTT provides a simple topic / load scheme in which topics can be defined by the
user to test and verify MQTT data communications or to be applied to cloud services that
require simple development. In addition to tag data upload and modification, Simple MQTT
also supports the ability of the server to deliver messages of a specific topic to perform the
specified commands for special application extensions.

The default simple MQTT publishing data payload format is as follows:

"dll : l:

{
Htagll : ||AI .0”,
"value":12.00,
"quality":0

}I

{
"tag":"AIL.1",
"value":12.00,
"quality":0

}

]l
"ts":"2017-12-22T08:05:20+0000"

« Among them

» “d” represents an array object that contains all reported tag information. Each tag is
represented by an object. Its properties are as follows:

Attributes Introductions

tag tag name

value tag current value

Quality tag current quality value (selectable via parameter switch)

* “ts” is the timestamp of the message and follows the ISO 8601 standard.

The data retransmission of the disconnected SimpleMQTT packet is exactly the same
as the data packet format of the real-time data.The difference is that the time stamp is
obtained from the data record, not the current time.

Parameter settings

Data Topic: data/device_id
Resume Topic:

Command Topic: | cmd/device_id

Payload Type: Simple -
Compress Payload: |No Compression -
Qos: 1 -
Timastamp: UTC Time (ISO-86... v
External Topic: ext/device_id/logger

External Command: logger %p



« Data Topic: Required fields that specify topics for publishing real-time data. To facilitate
parsing of data packets from different devices on the cloud server, it is recommended to
add the device unique identifier to the topic when setting this topic.

+ Resume Topic: Optional, specifies the topic for publishing resuming data. If this field is
not set, then the topic specified in pata Topic will be used.

« Command Topic: Optional, specifies the subject to receive the command. Publishing
data from the cloud server to the topic can modify the tag value on the device. The
format of the data is the same as the publishing format except that “d” is changed to
“w”. There can be no timestamp data in the write packet (that is, ts). If this field is not
filled in, the device will not accept the command to modify the value of the cloud
service.

The example of modifying the value of a packet is as follows: The following packet will
write the value of AO_1 as 12.88 and the value of AO_2 as 18.76.

json { "w":[ { "tag":"AO_1", "value":12.88 }, { "tag":"AO_2", "value":18.76 } ], "ts":"2017-12-

« Payload Type: This option is used to control the payload format.

» simple: The default payload type, no quality field in payload

e simple with quality: The default payload type with quality field in payload

» compact: The compact payload type as below.

{"ts":1451649600512, "values":{"tagl":"valuel", "tag2":"value2"}}

+ Compress Payload: This option controls whether to use GZIP to compress the
message payload. By default, the payload is not compressed. If this option is set to
GZIP compression, you must make sure that the cloud platform also uses the same
GZIP method for decompression. At the same time, the cmd payload must also be GZIP
compressed message content.

* QoS: This option is used to control the quality of service used when publishing
messages. The default value is QoS 1.

* Qos o: Distributed at most once, the distribution of messages depends on the
capabilities of the underlying network. The recipient will not send a response and the
sender will not retry. The message may or may not be delivered at all.

» qos 1: Distribute at least once, the quality of service ensures that the message is
delivered at least once.

¢ qos 2: Distribute only once, which is the highest level of quality of service, and message
loss and duplication are unacceptable. There is an additional overhead in using this
quality of service level.

« Timestamp: This option is used to set the timestamp format in the published message.

e UTC Time (1S0-8601): UTC time in ISO-8601 format , such as 2018-01-01T703:30:45+0000
e Local Time (IS0-8601): Local time in ISO-8601 format, such as2018-01-01711:30:45+0800

e unix Time: UNIX time stamp format, such as 1600058903

e unix Time w/ Ms: UNIX time stamp format with millisecond, such as 1600058903001



« External Topic: This option is used to set the topic for external command. If set, the
device will subscribe this topic, and will execute the command specified in “External
Command” when the message arrived.

« External Command: This option is used combined with the “External Topic”, to specify
the command line to be executed when message arrived. For example: logger %p, this
command will output the message payload to syslog when it is executed,

The command line can have arguments, the following patterns supported in the

command line:

o %ft: Topic, this pattern will be substitute by the topic when executing.

o %p: Payload, this pattern will be substitute by the payload when executing.

o %pf: Payload file, this pattern will be substitute by a file contains the payload when
executing.

Note: Don’t use newline orone of |, &, ;, <, >, (, ), {, } inthe command string,
and because of the MQTT application is running as unprivileged user, please don'’t

specify any command needs to run in privileged mode.
Others
Tag List
resume

export/import



Custom MQTT

Custom MQTT provides a customized topic / payload scheme in which topic / payload can
be defined by the user to test and verify MQTT data communications or to be applied to
cloud services that require customized development. In addition to tag data upload and
modification, Custom MQTT also supports the ability of the server to deliver messages of a
specific topic to perform the specified commands for special application extensions.

Parameter settings

Data Topic: data/device_id
Data Payload: Configured

data/device_id/r

v/ Resume Payload Configured

Command Topic: cmd/device_id

Compress Payload: No Compression v
Qo5: 1 v
External Topic: ext/device_id/logger

External Command: |ogger %p
v/ Wil Topic: data/device_id

Will Message: will message

« Data Topic: Required fields that specify topics for publishing real-time data. To facilitate
parsing of data packets from different devices on the cloud server, it is recommended to
add the device unique identifier to the topic when setting this topic.

« Data Payload: Required fields that specify payload for publishing real-time data.
Payload Configuration instructions

+ Resume Topic: Optional, specifies the topic for publishing resuming data. If this field is
not set, then the topic specified in pata Topic will be used.

+ Resume payload: Optional, specifies the payload for publishing resuming data. If this
field is not set, then the load specified in pata pPayload will be used.

Payload Configuration instructions

« Command Topic: Optional, specifies the subject to receive the command. Publishing
data from the cloud server to the topic can modify the tag value on the device. The
format of the data is as follows. Tags and Tags value are defined by the user. There can
be no timestamp data in the write packet (that is, ts). If this field is not filled in, the
device will not accept the command to modify the value of the cloud service.

The example of modifying the value of a packet is as follows: The following packet will
write the value of AO_1 as 12.88 and the value of AO_2 as 18.76.



json { "w":[ { "tag":"A0_1", "value":12.88 }, { "tag":"AO_2", "value":18.76 } ], "ts":"2017-12-

+ Compress Payload: This option controls whether to use GZIP to compress the
message payload. By default, the payload is not compressed. If this option is set to
GZIP compression, you must make sure that the cloud platform also uses the same
GZIP method for decompression. At the same time, the cmd payload must also be GZIP
compressed message content.

* QoS: This option is used to control the quality of service used when publishing
messages. The default value is QoS 1.

» Qos o: Distributed at most once, the distribution of messages depends on the
capabilities of the underlying network. The recipient will not send a response and the
sender will not retry. The message may or may not be delivered at all.

* qos 1: Distribute at least once, the quality of service ensures that the message is
delivered at least once.

» Qos 2: Distribute only once, which is the highest level of quality of service, and message
loss and duplication are unacceptable. There is an additional overhead in using this
quality of service level.

External Topic: This option is used to set the topic for external command. If set, the
device will subscribe this topic, and will execute the command specified in “External
Command” when the message arrived.

External Command: This option is used combined with the “External Topic”, to specify
the command line to be executed when message arrived. For example: logger %p, this
command will output the message payload to syslog when it is executed,

The command line can have arguments, the following patterns supported in the
command line:

o %ft: Topic, this pattern will be substitute by the topic when executing.

o %p: Payload, this pattern will be substitute by the payload when executing.

o %pf: Payload file, this pattern will be substitute by a file contains the payload when
executing.

Note: Don’t use newline orone of |, &, ;, <, >, (, ), {, } inthe command string,
and because of the MQTT application is running as unprivileged user, please don’t
specify any command needs to run in privileged mode.

« Will Topic: Optional, specifies the topic for publishing will message.

« Will message: Optional, specifies the content for publishing will message.
Others
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T-System
Connect to the Cloud Of Thing.

SSL need to Enable , SSL Scenario please chose
Server Authentication , Port 8883.

Topic/Payload Schema:

ICCID:
e ICCID: Device unique identification ICCID.

Others
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WebAccess

Topic/Payload Schemna:

Group ID:

Device ID:

Heart Beat Period(s):10

Publish Ctrl: Mone -

Timestamp: UTC Time v

e Group ID: The Group ID is a combination of the
project name of the WebAccess Cloud and the
SCADA name with an underscore “_”, for example:
MyProject MySCADA.

» Device ID: The device name of the project in the
WebAccess Cloud.

e Heart Beat Period: The period during which the
client sends heartbeat information to the server.

» Publish Ctrl: Choose whether to upload data by
Publish Ctrl.

e Timestamp: This option is used to set the timestamp
representation format in the published message. UTC
Time is expressed in UTC time and Local Time is
expressed in the local time of the device. For
example, if the time zone of the device is set to East
8 (ie, Beijing time), the message is sent at 11:30:45
on January 1, 2018 Beijing time, then UTC Time will
be 2018-01-01T03:30:45+0000, and the Local Time
will be 2018-01-01T11:30:45+0800.
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WISE-PaaS/DataHub

The WISE-PaaS/DataHub plug-in supports sending tag
data to WISE-PaaS/DataHub cloud service. It supports
device configuration data upload in Plug&Play, and does
not support modifying device configuration from cloud.

Because the WISE-PaaS/DataHub connection depends
on the DCCS API to get the connection parameters, the
basic connection parameters in the setting configuration
will be ignored. Please copy and paste the pataHub 1D,
Credential Key and bpccs API url generated on the
website to the the corresponding field as following figure
shows.

New SCADA List

SCADA Name new_scada
SCADA ID 55f64bc9-029f-41¢c7-94fd-438e1d2a9ae9
Credential Key a251b46d8180505eafbc2b27abbf43w9

DCCS APl Url  https://api-dccs.wise-paas.com/

v

SCADA ID: 55fe4bc0-029f41c7-04

Credential Key: 3251b46d8180505eafb

DCCS APT Url: https://api-dcos.wise-pz

] SCADA Mame: |new scada

SCADA Name is optional. When not specified, the name of
the gateway node configured in the project will be used.



WISE-PaaS/DataHub data uses a sub-device model to
upload data. The name of the child device is
distinguished by the colon (:) in the tag name or alias.
The name before the colon is used as the child device
name, and the name after the colon is used as the actual
uploaded point name. If there is no colon in the name or
alias, scapa name is used.

Data resume

Enable data resume: i
Data before break(s): 0
Data after reconneck(s): 0

Delay before resurmne(s):| 120

» Data before break(s) :0(default) Cache the data n
seconds before disconnection and send it to the
server after reconnection

« Data after reconnect(s) :0(default) Cache the data n
seconds after reconnection and send it to the server
after reconnection

» Delay before resume(s) :120(default) Wait n
seconds after reconnecting to the server before
starting data transmission

Others
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DeviceOn/Bl

The DeviceOn/BI cloud service plugin is used to upload
data to the DeviceOn/BI platform.

Because the DeviceOn/Bl connection requires the DCCS
API to get the connection parameters, the connection
parameters in the basic configuration will be ignored.
Simply copy and paste the cateway ID, Credential Key
and pccs API url generated on the website into the
corresponding fields to complete the connection

configuration.

Gateway ID: 12345678-abcd-dcha-1.
Credential Key: Sb&le30bdff259c3852;
DCCS APT Url: https://api-dces.wise-pz

Gateway Mame:

Gateway Name iS optional. When not specified, the name of
the gateway node configured in the project will be used.

DeviceOn/Bl data uses a sub-device model to upload
data. The name of the child device is distinguished by
the colon (:) number in the tag name or alias. The name
before the colon will be the child device name, and the
name after the colon will be the actual uploaded point
name. If there is no colon in the name or alias, then
Gateway Name Will be used as the name of the child
device.

Others
Tag List
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ThingsBoard

ThingsBoard is an open-source Internet of Things
platform for data collection, processing, visualization,
and device management. It supports device connectivity
through protocols such as MQTT, CoAP, and HTTP, and
offers both cloud and on-premise deployment options.

Others
Tag List
resume
export/import

Steps:

1. Log in to the ThingsBoard server and create a
gateway device




B ThinggBoard

# Home

X Add new device
nd billing

Credentials
Device details
(] 2] Optiona
[0 Createdtime 4 Haze Credentials type
Client ID
weigedianqi rl:l
User Name*
admin rl:l
Password
admin ° D

Device created. Let's check connectivity!

Use the following instructions for sending telemetry on behalf of the device using shell

2@ Windows @ Macos Q Linux & Docker

Install necessary client tools

Use the instructions to download, install, setup and run mosquitto_pub E Documentation

Execute the following command MQTTs

mosquitto_pub -d -q 1 -h mqtt.thingsboard.cloud -p 1883 -t vil/devic I ‘

State Active

2. Connect to ThingsBoard



Project Configuration «

= example_ADAM-3600
ADAM-3600-1
& Data Center
= Data Storage
2 Senvice

#¥ ThingsBoard(ADAM-3600)* x

J ¥ Discard

Apply

ThingsBoard_0 3

Note: When enabling SSL, please ensure that the device time is consistent with the server time!

i3 = Tag Name Alias Tag Type Deadband Deadband Type !
é Event: Manager Connect Type: MQTT 1 +
-we KW Settings + iDouble click to edi.. ;
¥ connectivity Enable: W
Ecn\oud Use Socks5 Proxy: [
Advantech . . .
& Aaure R Device Credentials
@ Aws Port:
& Cumulocitylot 551 Enable:
- & CustomMQTT
S5LS oz
2 Google Cloud IoT Core cenano ey :.
I\ TotConnect SSL Version:
-4 iSysCore 05 MQTT Verson: 3.1 - -
8 MindSphere ~ o . [—D
& SimpleMQTT Client 1D: weigediangi weigediangi -
E E Sparkplug(B) User Name: admin
Password: admin User Name*
- T-5ystem dmi [n|
CIpBEs Keep Alve(s): 60 admin
{1 BEXRL(Badu) Retry Intenvalls): |60
-G EREE Password
Timeout(s): 30 o
- Geisup0s © 0 J
& s@=(proudsmart) Periodic Publish: | True -
& FEk] Periodic Control Tag:Doub!
-2 LwM2M o
I3 System Publish Period(s): |60
Diff Publish: False - Cancel Save
Diff Control Tag: Doubl
‘ech Edgelink Studio =
ECU1251
Device details
Details  Aftributes  Latesttelemetry  Alams  Events  Relations  Auditlogs  Version control
s ® Telemetry + Q
[ tastupdate time Key © Value
a * m =7 O 2mazzenes | g 660 i
Devics Name. T eEny n@/ O 2mazuiszes | g se0 s
0231213161205 | tags 330 [
o ot 00 oo ;ni;:;wmswzn m D = 0
i Modsin - o
% Fle_Connection _Display Window_Hel SEx
i tag2 5600 | Good :E’S’”mw” m e rII
Address: (o001 MODBUS Point Type
§ o § 2028-1243T08:12.0 OLDING REGISTER
- s nio | a0 [ | g 0] E
o T

1000: <00000>

4002

0: <00000>

B: <00000>

40066: <0000

0>

40099: <00000>
40100: <00000>

40005: <00000>



System Setting

System configuration in Advantech EdgeLink Studio
includes network, LED, Time Sync, GPS, SMTP and
Firewall setting.



Network and Internet

Network Settings

EdgelLink supports two network methods to achieve RTU
communication with other devices, namely wired
Ethernet transmission and wireless transmission. These
two methods can be configured in EdgeLink Studio. In
addition, it also includes settings for multiple network
environments such as OpenVPN, L2TP / Ipsec, PPPOE,
and bridging.

& Advantech EdgeLink Studio - lo

T BT « | (@ MNetwork Setting(ADAM-3600) x

=7 example_ADAM-3600 ~
= ADAM-3600-1
-5 Data Center LAN1 | LANZ | WiFi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge
- Data Storage
-2 Service
4 Event Manager W1 DHCP W1 DHCP
! we' KW Settings
%77 Connectivity
=B Cloud
System
=<2 Network & Internet
o (e
[ © Obtain DNS server address automatically © Obtain DNS server address automatically
g Route Setting
. Ay Network Priority Setting Use the following DNS server address Use the following DNS server address
s Port Forwarding Setting
| ed* NAT Setting
1.8 DHeP Server
@ LED Setting
Time Sync Setting
i GPs setting
D TP Sattinn

Pv4 IPv6

Advanced... Advanced...

v Check Connect

- Connect Check Type: | None
~ -

Pinn Host 1:

Wired Network Settings

EdgelLink has two Ethernet ports, which can be
configured to support IPv4 and IPv6 network modes
under the Ethernet network. In both modes, the user can
set the RTU to DHCP or fixed IP.



Project Configuration « @ Network Setting(ADAM-3600) >

-7 example_ADAM-3600
=8 ADAM-3600-1

[ Data Center o LANL | LAM2 | WiFi | Cellular | OpenVPN | L2TP/IPsec | PPPOE | Bridge
v Data Storage P Pve
= service

“d: Event Manager i1 DHCP i1 DHCP

v KW Settings

7 Connectivity o
B Cloud

= System
%2 Network & Internet
@ Network Setting| - . 5
[ (@ Obtain DNS server address automatically © Obtain DNS server address automatically
ki ROUTe Setting
||I Network Priority Setting () Use the following DNS server address Use the following DNS server address

& Port Forwarding Setti 2
“¢* NAT Setting

B DHCP server

----- W LED Setting
Advanced... v
Time Sync Setting e Z
GPS Setting
_____ © SMTP Setting Check Connect
""" & vcom Connect Check Type:  None A o
& Firevall
Ping Host 1:
Ping Host 2:
Ping Host 3:
Retry Interval(min):
Reboot system after mins

LEN 1]

1. Open the “System Settings”-“Network and

L 1]

Internet”-“Network Settings” page.
2. Select to set a wired network information.

3. Check DHCP or uncheck, and write fixed IP
information.

4. DNS settings. When selecting “Use the following
DNS server address”, in addition to entering
“Preferred DNS server” and “Alternate DNS server”,
you can click the “Advanced” button to maintain more
DNS information in the new window, including
adding, deleting, modifying, and sorting. The top DNS
server will be used first.



Update DNS Server

Add... M Delete = Modify... ¢ Up " Down

IP Address

»1:192.168.101.1

oK Cancel

5. Set the network to check the connection
information.Users can use the Ping IP / URL mode
for network inspection, which requires the user to
enter at least one ping target address. RTU will ping
these destination addresses every once in a while. If
you need to restart the RTU after judging that the
connection is disconnected, you can check “Restart
Device”, and the RTU will restart after a period of
disconnection.

Connect Check Type: | Ping IP/URL v
Ping Host 1:
Ping Host 2:
Ping Host 3:

Retry Interval(min): 1

Reboot system after mins

6. Click apply to complete the configuration.



Wifi Network Settings

Wifi network supports two modes: client mode and AP
mode, which can be set separately on the Wifi network
setting interface.

LAM1 | LANZ | WiF | Cellulr | OpenWPM | L2TP/IPsec | PPPOE | Bridge

Enable

Wifi Mode: Client Mode hd
Client Mode
AP Mode

Security:
EWM-W1S0H02E(RTS320)(EOL)
96PD-RYUW131 R
REYAX RYWDBOO Reboot system after

IPv4 IPvE

/| DHCP /| DHCP

Advanced... Advanced...

Client Mode

Similar to the Ethernet port, the Wifi network client mode
also supports IPv4 and IPv6 network mode settings. In
these two modes, users can set the RTU to DHCP mode
or fixed IP mode.



Project Configuration

=-[ example_ADAM-3600
=8 ADAM-3600-1
-k Data Center
- Data Storage
m-& Service

3 Network Setting(ADAM-3600)=

2 Discard

¥ Enable

WiFi || Celubr | OpenVPN | L2TP/IPsec

PPPOE | Bridge

:-4d Event Manager Wifi Mode: Client Mode -
F KW Settings Network SSID: Connect Check Type:  None
#- ] Connectivity
i---B Cloud BSSID: Ping Host 1:
System Security: Open Ping Host 2:
=-:%: Network & Internet g
w5 Password: g
s Network Setting| o ] Ping Host 3:
i Route Setting ST EVVMAWLS0HO2E(RTS300)(EOL) Retry Intanval(min):
‘ o : i 96PD-RYUW131
: ||_| Network Priority Setting REVAX RYV*"DEUU Reboot system after e
= Port Forwarding Setting ’
“¢» NAT Setting
B DHCP Server IPvd IPve
¥ LED Settng ] DHCP W DHeP
151 Time Sync Setting
~iu. GPS Setting
- SMTP Setting
-k VCOM
@ Frrewal o
@ Obtain DNS server address automatically © Obtain DNS server address automatically
Use the following DNS server address 7 Use the following DNS server address
Advance d... Advanced...
~,

1. Open the “System Settings”-“Network and

bE 1]

Internet’-“Network Settings” page.

2. Select to set Wifi network information.

3. Users need to set the SSID name and security of the
WLAN to join the network. There are 3 optional
security modes for the network:

1. Open : LAN is open. Users can enter the LAN
without a password.

2. WEP: A type of authentication that encrypts the
LAN and requires a password.

3. WPA/WPA2 PSK : A type of authentication that
encrypts the LAN advanced and requires a
password.

If you need to set the function of using the WIFI
through the “MAC” address binding, you need to



select the “BSSID” check box on the page, and enter
the MAC address of the AP in the text box behind it.

In addition, the page lists the wireless module
information supported by the system.

4. Set the network to check the connection information.
Similar to the Ethernet port, you can use the Ping IP /
URL mode for network inspection, which requires the
user to enter at least one ping target address. RTU
will ping these destination addresses every once in a
while. If you need to restart the RTU after judging that
the connection is disconnected, you can check
“‘Restart Device”, and the RTU will restart after a
period of disconnection.

Connect Check Type:  Ping IP/URL -
Ping Host 1:
Ping Host 2:
Ping Host 3:

Retry Interval(min): 1

Reboot systemn after mins

5. Similar to the Ethernet port, users need to check
DHCP or not, write fixed IP information, and set the
DNS information of the Wifi network.

6. Click apply to complete the configuration.

AP Mode



LANL | LAN2 | WiFi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge |

] Enable
Wifi Mode: AP Mode P

Metwork SSID:  WiF AP

Channel: ] -
Security: Open -
Password:

Max number station: |10

Supported EWM-W150H02E(RT5390)(EOL)
Model: SePD-RYUW131
REYAX RYWDBOO
IPv4
[] DHCP

IP Address: 192.168.180.1

Subrrask: 255.255.255.0

Gateway:

(@ Obtain DNS server address automatically

() Use the following DNS server address

Preferred DNS Server:

Alternate DNS Server:

Advanced...

In wifi ap mode, users need to fill in the network SSID,
channel, security, password, maximum number of sites,
supported wireless modules, IPv4 information.

Channel: b -
Security: ‘;‘um -
Password: 2

3
Max number stati 4
Supported 2 _
Model: &
Security: Open -

. Qpen

e WPA/WPA2 PSK




Cellular Network Settings

Project Configuration ) Network Setting(ADAM-3600)* x

=] - example_ADAM-3600 of Apply X Discard
=-EH ADAM-3600-1
& Data Center LANL | LA Cellular | OpenVPN | L2TP/IPsec | PPPOE | Bridge
o Device Type: EWM-C109F601E(Advantech)(EOL)
Cellular Data: W/ Enable
o Operator: China Unicom A Connection Check Type: None
Network Type:  2G Only - Ping Host 1:
-:%. Network & Intemet APN: 3GNET Ping Host 2: o
SERNEEg] o Dial Mumber: Q9% Ping Host 3:
Route Setting
Network Priority Setting Authentication: W] Retry Interval{min):
iTE Port Forwarding Setting User Name: Max Silence Time (min):
-2 NAT Setting
: B DHCP Server Password: Reboot system after mins
W LED Setting
© Obtain DNS server address automaticall
Time Sync Setting J
" GPS Setting o Use the following DNS server address
D SMTP Setting
E vcom
8 Frewal
N

1. Open the “System Settings”-“Network and

tE 1]

Internet’-“Network Settings” page, and select to set
Cellular network information.

2. Select the type of wireless data terminal used, that is,
the module name. During project compilation,
different scripts will be generated according to
different terminal types.

Device Type: EWM-C109F601E( Advantech }(EOL) -

Maone -

CU101-GL{UNICOM)

EC20CEFA-512-5TD(Quectel)

EC25EFA-512-5TDMQuectel)

Metwaork Type: |EWM-C109F601E(Advantech}(EOL)
EWM-C109FeG1E(Advantech)(EOL)

APMN: EWM-C117FLO4E(Advantech) -

Cellutar Data:

Operator:

3. Check the “Enable Mobile Data” selection box to
enable RTU’s GPRS function. Users can choose the
operator supported by the wireless terminal, and can
choose to connect to 2G, 3G, 4G mobile networks or
wireless private networks.



Device Type: EWM-C109F601E( Advantech)(EOL) -

Cellular Data: /] Enable

Operator: China Unicom v
Auto

h, 1-|p~| wpe: ) )

Network Type China Unicom

APN: China Mobile
Other

1w 1 e an

Metwork Type: 2G Only r

API: 3G(prior)/2G
At 3G Only ‘
Dial Number: 2G Only

4. Among the operators supported by the wireless
terminal, if the user selects “Auto”, the user does not
need to enter the information such as APN,
connection user name, password, and number;
otherwise, the user needs to enter information such
as APN, connection user name, password, and
number. During project compilation, a set of scripts
will be generated for each operator based on the
default settings. EdgeLink will select the
corresponding script to connect to the network
according to the type of sim card inserted.

5. RTU provides two connection judgment mechanisms,
Ping IP / URL mode and monitoring data
communication mode.

1. Ping IP / URL mode requires the user to enter at
least one ping target address. RTU will ping these
destination addresses every once in a while. If
you need to restart the RTU after judging that the
connection is disconnected, you can check



“‘Restart Device”, and the RTU will restart after a
period of disconnection.

Connect Check Type:  Ping IP/URL -
Ping Host 1:
Ping Host 2:
Ping Host 3:
Retry Interval{min): 1
Reboot systemn after mins

2. In monitoring data communication mode, RTU will
monitor the data transmission. If the time for no
data transmission exceeds the maximum silence
time, the RTU will determine that the connection
has been disconnected. If you need to restart the
RTU after judging that the connection is
disconnected, you can check “Restart Device”,
and the RTU will restart after a period of
disconnection.

Connection Check Type:Monitor data traffic P

Ping Host 1:

Ping Host 2:

Ping Host 3:

Retry Interval(min):

Max Silence Time (min): 1

Reboot system after mins

When setting the maximum silence time, please
note that the maximum silence time should not
be too long, otherwise it will affect the SIM card
switching time. At the same time, when enabling
“Restart Device”, it is recommended that the



maximum silence time is less than half of the
time to restart the device.

6. Set DNS information of GPRS network.

7. Click apply to complete the configuration.

Dual Network Card Configuration

On ADAM-3600-D1GL1 and other devices with dual
network card functions, in addition to the above basic
settings, you need to configure settings such as dual
network card switching mode.

LANL | LAMZ | WiFi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge

Device Type: EWM-C109F601E(Advantech)}(EOL)

Cellular Data: W/ Enable
SIM1 o o Master SIM: | SIM1

Operator: Auto h Switch Type: MNone
Metwork Type: | 3G(prior)/2G - 6 @) Control Tag

Connection Check

Connection Check Type: iMonitor data traffic

Ping Host 1:
Ping Host 2:
Ping Host 3:
@ Obtain DNS server address automatically Retry Interval(min):
Use the following DMS server address Max Silence Time (min): |1

Reboot system after mins

1. Two network cards can be configured with different
operators and connection information.

2. Users need to select a network card as the default
network card, and the device will connect to the
default network card firstly when it starts.

3. Configure the switch mode of the network card



o No switching: No network card switching during
operation

o Tag value control: Use the tag value to control the
switch of the network card. When the value is 1,
switch to the network card 1, and when the value
is 2, switch to the network card 2.The rest will not
be switched.

o Check the connection: Switch the network card
according to the connection judgment
mechanism, and switch the network card when
the network connection fails.

OpenVPN Settings

OpenVPN can be set up to enable Edgel.ink as a client
to connect to the VPN server through a virtual private

EE 1]

channel. OpenVPN is set in “System Settings”-“Network

and Internet’-“Network Settings”-“OpenVPN”.

Basic Settings

LAM1 | LANZ | Wi-Fi | Cellular | OpenVPN | L2TP/IPsec | PPPOE | Bridge

Enable

Server IP/Domain: 127.0.0.1 Certification Mode: CRT/Key Pair
Server Port: 1194 CA File Path:

Protocol: TCP - CERT File Path:

Cipher: BF-CBC(default) - KEY File Path:

MNetwork MName: tund

Note: When enabling OpenVPN connection, please ensure that the device time is consistent with the server time!

Due to the need to connect to the VPN server, the
following attributes need to be configured:

1. Server IP or domain name.



2. The port number used by the VPN connection is 1194
by default.

3. The transmission protocol used can be TCP or UDP.

4. There are three encryption methods for transmission:
FB-CBC, AES-128-CBC and DES-EDE3-CBC.

Authentication Mode-CRT / Key Pairing

EdgelLink supports two authentication modes: CRT / Key
pairing and username / password.

Certification Mode: CRT/Key Pair -

CA Filz Path:

CERT File Path:
KEY File Path:

CRT / Key pairing requires the user to put the CA file,
CERT file, and KEY file generated on the OpenVPN
server on the computer where EdgeLink Studio is
located. After loading this page, these three files will be
downloaded to EdgeLink when the project is
downloaded.

Authentication Mode-Username / Password

Certification Mode: User Mame/Password A

CA File Path:

User Mame:

Password:
When using the user name and password to connect to
the OpenVPN server, the CA file generated on the server
is also required. It also requires the username and
password assigned on the server.



TLS Authentication

TLS Authentication

Auth File Path: Auth Direction: unspecified

1. When the connected OpenVPN server requires TLS
authentication, you can enter the path of the
authentication file in the authentication file field to
enable TLS identity authentication.

2. The value of the authentication direction should be
complementary to the OpenVPN server. For
example, when the server is “0”, the client should
select “17, or both ends should ignore this value.

L2TP/Ipsec Settings

L2TP / IPsec VPN can be set up to enable EdgelLink as
a client to connect to the L2TP / IPsec VPN server
through a virtual private channel. Set the L2TP / IPsec
VPN in “System Settings™-“Network and
Internet’-“Network Settings™“L2TP / IPsec”.



Apply 3 Discard

LANT | LANZ | WiF | Celular | OpenVPN | L2TP/IPsec | PPPDE | Bridge

(] Enable
Server IP/Domain: Server Port:
Protocol: Ipsec Work Type:
Client Setting

Certification Mode

CA File Path:
CERT File Path:
KEY File Path:

Secret Key:

PPP Authentication

PPP Authentication:

PPP Authentication User Name:

PPP Authentication Passwaord:

Basic Settings

Due to the need to connect to the VPN server, users
need to configure the following attributes:

1. Server IP or domain name.

2. The port number used by the VPN connection, the
default is% any.

3. The transmission protocol used can be TCP or UDP.

4. Ipsec working mode can choose tunnel or transport.

Client Settings



Set the way the client obtains the IP address: Dynamic
IP is automatically assigned by the system, and static IP
is set by the user.

When setting a static IP, make sure that the
corresponding settings on the server side are correct,
otherwise you cannot connect.

Authentication Mode

EdgeLink supports two authentication modes: certificate
authentication and PSK.

Certificate authentication

Users need to put the CA file, CERT file, and KEY file
generated on the OpenVPN server on the computer
where Edgelink Studio is located. After loading this
page, these three files will be downloaded to EdgelLink
when the project is downloaded.

PSK

Enter the key for authentication.

PPP Encryption Authentication

Edgelink supports three PPP encryption authentication
modes: no encryption, chap and pap.

When selecting chap and pap authentication, you need
to enter the authentication user name and password. No
input is required if you choose no encryption.

PPPOE Settings



Through the PPPOE setting, the LAN port can be used
as a WAN port for dial-up Internet access. Set PPPOE in

“System Settings”-“Network and Internet’-“Network
Settings™“PPPOE”.

Apply M Discard

LAM1 | LANZ | Wi-F | Cellular | OpenVPHN | L2TP/IPsec | PFPOE | Bridge

Enable
User Name:
Password:
Authentication: | CHAP
Pap
M5-CHAP
MS-CHAP-w2
LAM: LAMI A
DMS Server: @) Obtain DMNS server address automatically

Use the following DMNS server address

Preferred DMNS Server:

Alternate DNS Server:

Users need to fill in the PPPOE user name and
password, select the authentication method to use
(multiple choices), the network port to be set, and set the
DNS server information to complete the PPPOE setting.

Network Bridge Settings

Network card bridge setting is supported on EdgeLink
non-UNO and WISE710 Linux platforms. Set the network

LEI13

card bridge settings in “System Settings”-“Network and

Internet’-

Network Settings™-“Bridge”.



o Apply J Discard

LAM1 | LANZ | WiFi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge

Bridge Setting

Bridge Mame:

Binding Interface:
IPv6
DHCP /| DHCP

IP Address: 192.168.0.100
Submask: 255.255.255.0

Gateway:

(@ Obtain DNS server address automatically

() Use the following DNS server address
Preferred DNS Server:

Alcernate DNS Server:

Advanced... Advanced...

The user needs to check whether to enable the bridge

and set the bridge-associated network port and IPv4 and
IPv6 information to complete the bridge setup.

Binding Interface:

(Select All)
IPwe LAN1
LAMZ
/] DHCP
0K Cancel




Route Settings

In the case where multiple network cards have a
gateway configuration, the preferred routing address will
be selected according to the routing sequence set by the
route. In the route setting panel, users can add, delete,
and modify routing information, and adjust the order of

routing information.

& Advantech EdgelLink Studio — (o[ x
[El= Project Help o @
o 5 . . . . )
- H ' S = = L
Close  Save Show Tag Device
Project Count Model
Project Configuration « | b Route Setting(ADAM-3600) x
=+ example_ADAM-3600 “|l|ds  Add... 3 Delete = Modfy... Up Down o
=8 ADAM-3600-1
-5 Data Center 1P Address Submask Gateway/Network Interface

L4 Event Manager
we' KW Settings
B T Connectivity
5B Cloud
: System
£ Network & Internet

. D Network Setting
etwork Priori Q
o TV in ettn
NAT Setting
¢ LM DHCP Server
L LED Setting
! Time Sync Setting

u GPS Setting
? SMTP Sattinn

<@ -

1. Users can add, delete, modify and sort routes on the
“System Settings”-“Network and Internet’-“Route
Settings” page.

2. Configure routing information. In the routing
information editing window, the user can choose to

set the gateway or network card.



O Gateway |

© figtwork interface! Celufar




Network Priority Settings

Users can configure the network priority, which is the
priority of the default route. The network cards on
existing devices are listed in the network priority setting
panel, and users can click the sort button to sort.

Advantech EdgeLink Studio
[El= Project Help
p— ¥ . . . . !
i 4 g S | 5 L
Close Save Show Tag Device
Project Count Model

Praject Configuration « | | Il Network Priority Setting(ADAM-3600) x

= example_ADAM-2600 ~

Up Down o
=8 ADAM-3600-1

L e Network Interface Connection Check: Enable
i Date Storage 1 ecti eck: e

+ =2 Senvice 2 I
-4 Event Manager
v KW Settings
; T Connectivity
+ B Cloud
& System
£-£2: Network & Intemet
: @ Metwork Setting
I 4mx Route Setting
T ccvcicorory Seteng
| = Port Forwarding Setting
| <3 NAT Setting
LB DHCP Server
4 LED Setting
Time Sync Setting
u GPS Setting
) SMTP Ssttinn 4

N\, = -

1. Open the “System Settings™-“Network and

bE 1]

Internet”-“Network Priority Settings” page.

2. Select the network card and click the “Move Up” or

“Move Down” button to modify the network priority
order.

3. Enable connection checking on the network.

According to the network priority setting, when the high
priority network is not available, it will switch to the
second priority network and update the routing table;

@ [x



when the high priority network is restored, switch back to
the high priority network and update the routing table .

Connection Check: & Enable

Check Type: Ping IP/Host -

IP/Host: wrww. baidu.com

Port:

Interval(s): &0

Timeout(s): 3

Check Count: 3

 Inspection method: Ping IP / Host means to check
the network connection by ping, and TCP Connect
means to specify the TCP port through TCP protocol
connection.

e |P/HOST: Users can fill in IP or Domain. It is
recommended to fill in the public network IP / HOST.
When setting Domain, if the network card is fixed IP,
the user must set up a DNS server.

e Port number: Only TCP Connect requires the port
number. Please fill in the corresponding port number.

e Inspection interval: the inspection cycle, in seconds.

¢ Time-out time: Time-out time when the check fails, in
seconds

* Number of inspections: Switch the network card after
the inspection failure exceeds this value.

Some servers are not allowed to ping. In this case, users
can select TCP Connect as the check method. Taking
wise-paas as an example, users can set it as follows:



Connection Check: /] Enable

Check Type: TCP Connect

IP/Host: wise-msghub.eastasia.cloudapp.azure.com
Port: 8080

Interval(s): &0

Timeout(s): ]

Check Count: 3



Gateway Function

When a device is used as a gateway, one network port is
used to connect to the external network, and one or
more network ports are connected to the internal
network. EdgeLink supports port forwarding and NAT to
help users manage the network more conveniently.

Port Forwarding

When a device is used as a gateway, the external
network user cannot directly access the devices on the
internal network. Users can set the mapping between the
port of the external network port and the IP address of
the internal network device by setting port forwarding on
the router. That is, the gateway forwards the request to a
specific port of the external network port of the gateway
to the device of a specific IP address of the intranet
through the intranet port, and the intranet device can be
accessed by the external network.



Port Forwarding

Destination: 10.5.0.1

TCP port 80
PCA
Iy Port80
\-\ ,-u_.-.--"'.--
\ -

& Web Server A
Destination: 10.5.0.1 152.168.10.5

TCP port 8080 oC B
— = _ Port80
P4
X T

e WAN IP: 10.5.0.1 L

Web Server B
/ pcc N 192.168.10.6
®N 7 Destination: 10.5.0.1 Port25
TCP port 25
:;
PCC
Email Server
192.168.10.7

As shown in the above figure, the device will forward the
tcp request of port 80 with the external device IP of
10.5.0.1 to port 80 of the intranet device IP
192.168.10.5.

The device will forward the tcp request of port 8080 with
the external device IP of 10.5.0.1 to port 80 of the
intranet device IP 192.168.10.6.

The device will forward the tcp request of port 25 with
the external device IP of 10.5.0.1 to port 80 of the
intranet device IP 192.168.10.7.

The configuration in Studio is as follows:



e (% W ||D ek

ShapRis PRFEC ShaRiE WO PBFS BB EP MBS BEREE0 B B
xxxxxx 80 102.168.10.5 80

Convert to iptables script as:

iptables -t nat -A PREROUTING -d 10.5.0.1 -p tcp --dpor
iptables -t nat -A PREROUTING -d 10.5.0.1 -p tcp --dpor
iptables -t nat -A PREROUTING -d 10.5.0.1 -p tcp --dpor
iptables -t nat -A POSTROUTING -j MASQUERADE

The attributes that users can configure are as follows:

1 BF

Hpise TCP LDP

ShERRA I ERRdER

® FEO BfixE Pt

ALL - 192.168.1.1

O it BEE HMOS
443

i {mE=

6726
#sE(0) BL:H(C)

» Enable: When you select Enable, this configuration
will be added to forward.sh.

e Protocol: You can choose to support either TCP /
UDP or both.

o External - Interface: Select to forward all access or
only forward requests from specific network ports.

o External - IP Address: Select to forward only requests
for specific IPs.



o External - Port: Set the port number to be forwarded,
that is, the port requested by the external network.

e Internal - Dest IP Address: Set the IP address of the
intranet device to be forwarded to.

e Internal - Dest Port: Set the port number of the
intranet device to be forwarded to.

NAT Function

When using the device as a gateway, enable the NAT
function to allow the intranet device to access the
external network through the gateway.

gi

10.0.0.2

gi

10.0.0.2

10.0.0.0424

NAT

|| 4%» WWW

10.0.0.10 10.0.0.1 | 88.66.88.66

L
10.0.0.55

gi

10.0.0.95

Convert to iptables script as:

iptables -t nat -A POSTROUTING -j MASQUERADE -0 ethO

The attributes that users can configure are as follows:



NAT Setting

Enable

Name: NAT

External Internal
Interface Interface

ALL M

0K Cancel

» Enable: When you select Enable, this configuration
will be added to nat.sh.

* Name: You can choose to support either TCP / UDP
or both.

» External - Interface: Select to allow intranet devices
to access the external network through a specific
interface of the gateway, or access through all
interfaces.



NAT Settings

When using the device as a gateway, the NAT function is

enabled to allow devices connected to the network card

from the internal network to access the external network

through the gateway.

gi

10.0.0.2

gi

10.0.0.3

10.0.0.0424

NAT

| rie

10.0.0.10 10.0.0.1 | 88.66.88.66

L1
10.0.0.55

g7

10.0.0.95

Converted to iptables script as:

WWW

iptables -t nat -A POSTROUTING -j MASQUERADE -0 ethO

The user can configure the properties as follows:

NAT Setting

Enable

Name: NAT

External Internal

Interface Interface

ALL M

Cancel



» Enabled: When enabled, this configuration will be
added to nat.sh.

* Name: You can choose to support only TCP or UDP
or both protocols.

« External network-network port: Select to allow the
internal network device to access the external
network through the specific network port of the
gateway, or can access through all network ports.



Virtual Network

Virtual network is used for remote operation and
maintenance of PLCs. It establishes a network
connection from the control center to the terminal PLC
through configuration. That is, the control center and the
PLC are set up in the same network through a virtual

network.

Step 1: First, plan the virtual IP network based on the
physical connections and network environment on-site,
as shown in the example below:

Control Center
IP: 10.3.20.100

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

1)

n o o

a o o

B [] ]

Gatewayl Gateway2 Gateway3
Morth [P 10.3.20.2 MNorth 1P:10.3.20.3 MNorth [P 10.3.204
South [P : 192.168.20.2 South |P: 182.168.20.3 South IP : 192.168.20.4
“im Fim Fim i Cim Fin Fin Cim Fim

PLC1 PLC1 PLC1
Physical IP: 1892.168.20.8 Physical IP: 192.168.20.21 Physical IP : 192.168.20.31
Virtual IP - 10.3.20.13 Virtual IP: 10.3.20.21 Virtual IP : 10.3.20.24
PLC2 PLC2 PLCZ
Physical IP - 182.168209 Physical IP - 192.168.20.22 Physical IP - 192 168 2032
Virtual IP - 10.3.20.19 Virtual IP - 10.3.20.22 Virtual IP - 10.3.20.25
PLC3 PLC3 PLC3
Physical IP - 182.168.20.10 Physical IP - 182.168.20.23 Physical IP - 192 168.20.33
Virtual IP : 10.3.20.20 Virtual IP - 10.3.20.23 Virtual IP : 10.3.20.26

Step 2: Open the EdgeLink Studio project —> System —>
Network and Internet —> Virtual Network



= example_ADAM-3600
-8 ADAM-3600-1
-EI Data Center
» Data Storage
-2 Service

48 Event Manager
-’ KW Settings
-7 Connectivity
---E Cloud
EI ! System
2% Network & Intemnet
-4 Network Setting
-~ RoOute Setting
~J g Network Priority Settin
% Port Forwarding Settin
----- <@+ NAT Setting
..... W OHCP Server
----- W LED Setfing
----- 51 Time Sync Setting
-4 GPS Setting
----- & SMTP Setting
----- &: Service Control

Step 3: Complete the configuration and download the
project to the gateway

£ virtual Network
8 Enable
Gateway North IP: '10.3.20.2

Gateway South IP: 192.168.20.2

1P Mapping: e IP Address... e IP Range.. |ZFEdit | $¢ Delete
Mapping Type Physical IP Virtual IP
» 1P Address 192.168.20.8 10.3.20.18

1P Address 192.168.20.9 10.3.20.19

1P Address 192.168.20.10 10.3.20.20
Shell Scripts: ite add 10.3.20.18 mask 255.255.255.255 10.3.20.2

ite add 10.3.20.19 mask 255.255.255.255 10.3.20.2
windows ite add 10.3.20.20 mask 255.255.255.255 10.3.20.2

Parameter Description

Basic Configuration



“f Virtual Network
Enable
Gateway Morth IP: 10.3.20.2

Gateway South IP: 192.168.20.2

» Enable: Selecting enable will establish a virtual
network according to the configuration.

o Gateway North IP: The network IP connecting the
gateway to the control center.

o Gateway South IP: The network IP connecting the
gateway to the southbound device.

IP Mapping Configuration

IP Mapping: »|IP Address... =P Range.. | Edit | 3§ Delete
Mapping Type
b IP Address 192.168.20.8
IP Address 192.168.20.9
IP Address 192.168.20.10

e |P Address Mapping: Add the mapping between
physical IP and virtual IP (edit IP Address as you

need).



& IP Address Mapping Rule X

Add multiple: 1 o Add | 3 Delete
Physical IP Virtual IP
v 192.168.20.10 10.3.20.30

0K Cancel

1. Click “Add” to add a mapping relationship.

2. After modifying the number of additions, click
“Add” to add multiple mapping relationships at once.

3. Click “OK” to add the mapping relationships to
the IP mapping table.

» |P Range Mapping: Edit the IP mapping range.

Edit the network segment and subnet mask bits
of the physical IP and virtual IP to adjust the networking
range.



f=| IP Address Range Mapping Rule X

Physical IP:  |192.168.10.0 [ 24
192.168.10.0 - 192.168.10.255

Virtual IP: 10.2.10.0
10.3.10.0 - 10.2.10.255

................ 0K .. —
o Edit: Edit and modify the IP address mapping rules.
» Delete: Select one or more IP address mappings and
click “Delete” to delete them.

Control Center Configuration

Shell Scripts: route add 10.3.20.18 mask 255.255.255.255 10.3.20.2

- route add 10.3.20.19 mask 255.255.255.255 10.3.20.2
windows " || route add 10.3.20.20 mask 255.255.255.255 10.3.20.2
Copy

e The control center needs to add corresponding
routes to implement the overall virtual networking
application. Based on the IP mapping configuration,
EdgeLink Studio automatically generates the
corresponding control center route script (Windows
and Linux versions). Copy this script to the control
center computer and execute it on the command line.



DHCP Server Settings

DHCP (Dynamic Host Configuration Protocol) is a
network protocol of a local area network. It refers to a
range of IP addresses controlled by the server. When the
client logs in to the server, it can automatically obtain the
IP address and subnet mask assigned by the server.
When the WIFI of this device is set to AP mode, users
need to configure this service if they want the station
connected to the AP to automatically obtain IP address
and other related information.

Note: If you use this function on a fixed network card,
please ensure that there is only one DHCP service in the
whole LAN, otherwise it will cause abnormal IP allocation
and make the entire LAN unable to work normally.

The user can configure the properties as follows:



DHCP

Interface: LAN1 v

Enable DHCP Server: &

Lease (s): 86400

Start IP Address: 192.168.180.20
End IP Address: 192.168.180.254
Subnet: 2335.255.255.0
Gateway: 192.168.180.1
DNS: 8.8.8.8 8.8.4.4

.......................................

________________ oK Cancel

» Network port: Select to enable the DHCP Server
function on a network port.

» Enable: Choose whether to enable this configuration.

e Lease time: The lease time of the DHCP server.

e Assign IP start address: Configure the start address
of the range of IP addresses assigned by the DHCP
server to clients.

» Assign IP end address: Configure the end address of
the range of IP addresses assigned by the DHCP
server to clients.

» Subnet mask: Configure the subnet mask assigned
by the DHCP server to the client.

o Gateway: Configure the gateway assigned by DHCP
Server to the client, generally the local IP of DHCP



Server.

* DNS: Configure the DNS address assigned by the
DHCP Server to the client. Multiple DNS addresses
are separated by spaces.



LED Setting

In this page, users can set the working modes of LED
indicators on RTU, including RUN, PROG and ERROR.

Project Configuration « # LED Setting(3600) x

) Trgosnn-m LED Setting

-4 Data Center

w5 1/0 4 LED Setting
1 €9 COM1
: RUN LED Setting
-l TCP )
7% ZigBee-miniPCle/USB o/ Data Acquistion
&
5 system T:
Tg vetem 1ag Data Acquisition + KW Q
+5 Calculation Tag
,_‘jj User Tag

Heartheat indicator of main function.
== Data Logger

I i.=% periodic Logger
== Service

-M Madbus Server PROE LED Setting
D DNP3 Qutstation GPRS/3G/4G Signal Strength
{3 WASCADA
=7 Connectwity Wi-Fi Signal Strength o
i Active Connection Indicator of wireless signal quality.
System
MW /0 Setting On for good quality. Blink for fair quality.Off for bad quality.
/% Network Setting
y

ERROR LED Setting
¥ Enable

-1 Time Sync Setting

Indicator of key exception status. Blink for any tem
exception status.

Data Logger o

GPRS/3G/4G Connection

1. In the navigation bar, double-click on “LED Setting” of
“System Setting” to open the edit page.

2. In the RunLED selection box, you can choose
whether the RUN is enabled.

The RUN LED monitors the data acquisition and KW
function. When the RUN flickers, it indicates that the
main program is running normally.

3. In the ProgLED selection box, you can select whether
the PROG is enabled or not.

PROG lamp monitors the intensity of mobile signal or
WIFI signal. The long light signal is good, the flicker
signal is normal, and the signal is not bright.



4. In the ErrorLED selection box, you can choose
whether the ERROR lamp is enabled.

When it is enabled, it will monitor whether the key
modules are connected properly. When a module is
abnormal, the ERROR light will flash. The modules that
can be monitored include data storage module, mobile
module and WIFI module.

When it is not enabled, the ERROR light will not light up,
and users can write their own programs to use this light.



Time Sync Setting

In this page, users can perform the time synchronization
settings, making RTU time consistent with another time
source. Meanwhile, users can also set RTU as a time
synchronization source.

Project Configuration « ¥ LED Setting(3600) Time Sync Setting(3600) x
= Demo
=8 3600-32
- Data Center “F NTP Time Sync
y Data Storage
=& Service " synchronize with NTP Server: o
‘ 48 Event Manager
-] Connectivity I Enabled as a NTP Server 0
=B Cloud
= System
(/% Network Setting
% LED Setting F GPS Time Sync
-7 Time Sync Setting o
i GPS Setting " Synchronize with GPS: o
-2 SMTP Setting
g Firewall Synchronize the clocks, when the device current time and GPS system time gap greater than 2 seconds.

1. Double click the Time Sync Setting in the navigation
bar to enter the configuration page.

2. The selection of “synchronization with the NTP
server” allows the device to synchronize with a
source, and the address of the source can be a
domain name or a |IP address.

3. Check “serve as a NTP server” to enable the device
to be a time synchronization source and other
devices to synchronize time with this device.

4. The user can choose to synchronize time through
GPS.



GPS Settings

In the GPS settings, you can set the GPS module on
RTU.

Project Configuration “

= NewProject

- NewDevice-1
EI.:: Data Center
m- & 10 Tag

----- «ﬁ System Tag

-5 Calculation Tag
4 user Tag

#-=% Data Storage

&&= Service

-4 Event Manager
- Connectivity

k=i Systern

----- o5 Network Setting
----- W LED Setting

..... 1 Time Sync Setting
i GPS Setting

----- @ SMTP Setting

----- & Firewall

GPS Module

@ Apply ¥ Discard

“ General Information

¥ Obtain geographical information by gps module o

Module Name: EWM-G108 - o

¥ Obtain gecgraphical information by preset value, before GPS module is working properly o
Longitude(®): 0
Latitude(®): 0

Alttude(m): 0



1. Enable: enable the GPS module acquisition function,
RTU will collect real-time location information, speed
and angle through the GPS module.

2. Module name: the GPS module type that can be
selected. The program reads the module information
from the configuration file .xml. When the module
type is switched, the program sets the other
properties as default values.

3. The preset latitude and altitude are used as the initial
value before the GPS module works properly.

Note! After the GPS module is working normally, if
the unexpected situation occurs, such as: when the
GPS module is pulled out and the GPS search star
number is less than 3 stars, the longitude latitude and
altitude value will be retained as the last normal value
obtained when the position information is not
available

GPS Default Mode

Apply K Discard

7 General Information

¥ 0Obtain gecgraphical information by aps module
Module Mame: EWM-G108

¥ Obtain geographical information by preset value, before GPS module is working properly o
Longitude(=): 0
Latitude(=): 0

Altitude(m): 0



1. The user can choose not to use the GPS module, but
the preset RTU location information. Users can also
choose not to use preset location information, and
GPSManager modules will not be started at RTU.

GPS System Tag

After the GPS function is enabled, location information
will be stored in the system tag.

#GPS_LATITUDE Analog degrees Latitude for the GPS module

#GPS_LONGITUDE Analog degrees Longitude for the GPS module

#GPS_ALTITUDE Analog m Altitude for the GPS module

#GPS_SPEED Analog knots Speed for the GPS module

#GPS_COURSE Analog degrees Course for the GPS module

#GPS_SATELLITE Analog Status of the GPS module: 0-error state, 1-use GPS module working, 2-use 3 preset location information

The current working state of the GPS module is saved in
GPS_SATELLITE

* When the value is 0, the GPSManager module in
RTU is not started, or GPSManager is in error mode.
» The GPS module works when the value is 1.
 When the value is 2, the default location information
is used to set the GPS LATITUDE,
GPS LONGITUDE, GPS _ALTITUDE, and the
GPS_SPEED and GPS_COURSE values are 0.

GPS Time Synchronization

After the GPS function is enabled, you can use GPS to
synchronize RTU time



“f NTP Time Sync
¥ Synchronize with NTP Server: |time.windows.com

[T Enabled asa NTP Server

“f GPS Time Sync

[T synchronize with GPS: o

Synchronize the clocks, when the device current time and GPS system time gap greater than 2 seconds.

1. You can choose at most one time synchronization
mode.

2. When the gap between the GPS time and the RTU
time is greater than the “calibration interval”, the
device time is synchronized with the GPS time.



SMTP Settings

In event management, you need to set up SMTP before
sending the time message by mail.

? SMTP Setting(NewDevice) *

4
G Add. | |% Deete ||B Modfy.. ek ' |

Name SMTP Server Sender Encryption Type Port
» New SMTP Server 127.0.0.1 admin@mail.com none 25

1. In the device -> system Settings ->SMTP Settings
node double - click to open the edit interface.

2. Users can add, delete, modify SMTP, and copy
existing SMTP settings.

3. The existing SMTP Settings are shown in the list, and
double-clicking on the selected row can also open the
edit interface

SMTP Editor



SMTP

MName: Mew SMTP Server
SMTP Server: 127.0.0.1
Sender: admin@meail.com
User Name:

Password:

Confirm password:
Encrypt Type: MNone *

Port: 25

........................................

0K Cancel

1. SMTP Name: used only in EdgeLink Studio

2. SMTP server: enter IP or domain name

3. Sender: the sender’s mailbox address that is
displayed when the message is received

4. User name: the user name needed to connect to the
SMTP server

5. Password: the password needed to connect to the
SMTP server

6. Confirm password: you need to type in the same
password again

7. Encryption mode: you can choose either unencrypted
or SSL, TLS two encryption methods

8. When the option is encrypted, the default port is 25.
When you select SSL encryption, the default port is
465, and when you select TLS encryption, the default
port is 587.



Service Control
Set the following services in system startup or not.
SSH and HTTPS is enabled by default.

Telnet and FTP server is disabled by default.

g2 Service Control{ADAM-3600)

“ Service Control
Service List

/| Enable S5H
¥/ Enable HTTPS
Enable Telnet

Enable FTP Server



Firewall Settings

In “firewall settings”, you can restrict the network port of
the device and only allow the set IP address to access

the specified port.

When the firewall is started, only the connections in the
firewall list are allowed to access the device.

Project Configuration %

= | NewProject
=- MM NewDevice-1
"'-E Data Center
» Data Storage

[+-(= Service

.48 Event Manager

&-J Connectivity
El System
----- % Network Setting
----- W LED Setting
----- Time Sync Setting
----- « GPS Setting

S CATO ok

----- o

Firewall List

% Firewall Setting

K Enable Firewall

' Add... 8  Delete B Modify...

Name Local Service Socket Type Port Network Interface Allowed IP
. Project Download/Upl... TCP 6001 ALL AlTP
Device Search UDP 6513 ALL Al
HTTPS HTTPS TCcp 443 ALL Al TP
iCDManager iCDManager TCP 7001 ALL AlTPp

After the new device is built, the firewall will start by

LE 11

default and include “project upload/download”, “search
device” and “HTTPS” three local services. “Project



upload/download” and “search device” are required for
local services, and at least one of these services needs
to be kept.

Add firewall settings

Click the add button in the firewall list interface to add
firewall Settings.

Firewall Setting

Name: Special o & Allowed access from IP address Q

Local Service: |Special v 0 1P Address o i

Socket Type: TCP A o +|127.0.0.1 0 -
127.0.0.0-127.255.255.255

Port: 0 o

Allowed access from network interface: 0 g

ALL

@ 0K Cancel

1. The name of this configuration, by default, is the
same as the “local service” name, and the user can
modify it.

2. Local services include “project upload/download”,
“search device”, “HTTPS” and the enabled “Modbus”,
“IEC104” and other services. Users can also select
“‘custom” to set.



Firewall Setting

Mame: Special
Local Service: Specil -
Specl -

Socket Type: iCDManager
Device Search

Port: Project Download/Upload
HTTPS
55

Allowed access Telnet .
ALL -

3. Users can set “TCP” or “UDP” access restrictions.

Socket Type: TCP v
LUDP
Port: TCP

4. Set the port number that allows you to pass through
the firewall, in the range of 0-65535.

5. Set to allow specific network access devices.

Allowed access from network interface:

ALL M

ALL
Cellular
Wi-H
LAMI
LANZ
QpenVPN

6. Users can choose to allow all IP access to this device
through the previous configuration. You can also
choose to only allow specific IP access.

7. Users can click “+” to add the allowed |IP address.
When you add, you can enter the IP address or IP
range.



| Edit IP x

IP Address: 127.0.0.1
Example: 127.0.0.1 or 127.0.0.0-127.255.255.255

oK Cancel

8. Users can click “-” button to delete the selected IP
address.

9. The added IP address or IP range can be displayed
in the IP list, and the user can double-click the IP list
to edit options.

10. After setting, click “OK” button to save the settings.

Default Settings for Local Services

The firewall contains local services including “Modbus”,
“‘DNP3”, “IEC104”, “BACnet”, “NTP”. These services will
add this service when enabled the default settings to the
firewall restrictions.When the service is disabled, all
relevant settings in the firewall will be removed.

Add... 9 Dekete E Modify...

Name Local Service Socket Type Port Network Interface Allowed IP

3 pl.... Project Download/Upl... TCP 6001 AL AlTP
Device Search uDP 6513 ALL Al TP

HTTPS HTTPS TCP 443 ALL Al TP
iCDManager iCDManager TCP 7001 ALL AllTP
NTP Server MTP Server UDp 123 ALL Al TP
BACnet Server BACnet Server UDP 47808 ALL AllTP
IEC104 Channel 1 IEC104 Channel 1 TCP 2404 ALL Al TP
DMNP3 Outstation DNP3 Outstation TCP 20000 ALL Al TP
Modbus Server Modbus Server TCP 502 ALL AllTP




VCOM Manager Setup File download link:
https://www.advantech.tw/support/details/utility ?id=1-
24KJ5E7


https://www.advantech.tw/support/details/utility?id=1-24KJ5E7

VCOM Instructions

1. Introduction

VCOM is Virtual COM, through the VCOM function
provided by the gateway, users can map the remote
serial port device to the virtual serial port of the PC, as
shown in the following figure. In this way, users can
directly manage and maintain the device through serial
port communication. Generally speaking, the serial port
communication software of the managed device can be
directly used on the mapped virtual serial port.

Traditional VCOM Solution

Edge
Gateway

RS-232/485

RS-232/485

Managed
Device

When using VCOM, please note the following:

1. The VCOM function is designed for the purpose of
remote device maintenance. It is suitable for
applications that are not sensitive to communication
delay and not long operation time applications, such



as parameter configuration, firmware update, etc. Do
not use it as a remote serial server.

2. The delay and stability of the virtual serial port
depend on the characteristics of the TCP connection.
If the TCP connection is via a cellular wireless
network or other high-latency links, please adjust the
communication timeout parameters of the serial port
device supporting application software.

3. If the serial port on the gateway has been configured
as a port occupied by the data acquisition program,
then due to the exclusive use of the serial port, after
the serial port is bound by VCOM, the data
acquisition program will stop data collection until the
serial port is unbound, the data collection will be
resumed.

2. Enable the VCOM function on the gateway

The VCOM function on the gateway is disabled by
default. It can be enabled through the VCOM
configuration item in the EdgeLink Studio. After
downloading the project, the VCOM function can be
enabled.



P st « If VCOM Settings(ADAM-3600) x

=8 ADAM-3600-34
+,£| Data Center “F General Information
4= Data Storage

.72 Service
ﬁﬁ Event Manager o Zlznahinh

et KW Settings

+ T Connectivity VCOM is used to bind the actual serial port in the device to the virtual seriz
B Cloud
. System When the application operates the virtual serial port on the PC, it wil act ¢
+-% Metwork & Internet Use part:
i LED Setting tep-server: 9031
Tirme Sync Setting udp-server: 6565
i GPS Setting

2 SMTP Setting
8- Service Control
=2 3 VCOM

------ & Firewal

3. VCOM Management Program

The VCOM management program is an independent
installation package. You can download the setup file
from this site:
https://www.advantech.tw/support/details/utility?id=1-
24KJ5E7.

After the installation is complete, you can find the
shortcut of the Advantech EdgeLink VCOM Manager program
in the startup item of the system start menu, as shown in

the figure below.

. Advantech

Advantech Edgelink Studio

'0 Advantech EdgeLlink VCOM Man...

The main interface of the VCOM management program
is shown below. The left half shows the information of
the online device, including the device name, device IP,


https://www.advantech.tw/support/details/utility?id=1-24KJ5E7

version number of the serial port agent (vcom-agent) and
the list of physical serial ports contained in the device.
The right half shows the list of virtual serial ports
currently created by the management host, including the
status of the device serial ports bound to the virtual serial
ports.

B Advantech Edgelink VCOM Manager - ) X
Virtual COM Manager Show Device @D

Device Q Search | v « V-Com C Reload

3.1 Searching for online devices

Click the search button on the interface to search for
online devices in the local area network that have
enabled the VCOM function. If the device is not in the
local area network, you can use the drop-down menu to
select search by IP Or Search by IP Range, the Reset
command in the drop-down menu can be used to clear
the current search criteria and device information list.

« V-Com
Caarrh b in
o Search by ip
e \Virt
version Search by ip range
:'\."_-152
172.34 v1.3.0 T

3.2 Bound device serial port



In the device list, click on the left of the target device +
sign button, you can see a list of physical serial ports of
the device, click on the right side of the serial bind
command to complete the binding. During the binding
process, the VCOM management program will create a
new virtual serial port on the management host (the
system will automatically assign an unoccupied serial
port number, which cannot be specified manually).

Device Q, Search
Device Mame Device IP ager?'.
Version
ADAM-3600-C2GL1ATE 192.168.172.34 v1.3.0 A
Remote Com Virtual Com Action

COMA1 COMT Unbound

COM?2 EI:IL%
W

The bound serial port is displayed in the V-Com list on
the right side of the main interface, as shown in the
figure below.



&« V-Com C Reload

. Device Device Q, .
Enable Virtual Com N p Remote Com Status Action
ame

T 192 .168. U onlin PR
;“--..'_L-J 172.34 LU c N R

For the virtual serial ports that have been bound, there

COMT

e}

are three operations to choose: Unbound, Disable and
Monitor.

e Unbound: Unbound the virtual serial port and the
physical serial port, and delete the virtual serial port
from the management host.

e Disable: Unbound the virtual serial port and the
physical serial port, but retain the virtual serial port in
the management host, which can be re-bound if
necessary.

e Monitor: Display the monitoring screen of the virtual
serial port, from which you can see the data bytes
sent and received by the application program using
the serial port for debugging.

3.3 Unbound the serial port

As mentioned above, the VCOM function is designed for
the purpose of remote device maintenance. When the
remote device maintenance task is completed, the serial
port binding should be released in time, otherwise it will
affect the normal operation of the data acquisition
program.



The unbound operation can be completed by
unbounding the corresponding physical serial port in the
device list on the left half of the main interface. It can
also be done through unbounding the corresponding
virtual serial port in the V-Com list on the right half. The
results of these two operations are exactly the same, as
shown in the figure below.

57 Advantech Edgelink VCOM Manager - ) X
Virtual COM Manager Show Device @D

Device Q Search 4« V-Com C Reload

3.4 Disable/Enable serial port bound

If you just want to unbound the serial port temporarily
and reserve the virtual serial port for future rebinding,
you can use disable, as shown in the figure below.

"1 Advantech EdgeLink VCOM Manager - [m] x
Virtual COM Manager Show Device @D

Device Q Search &« V-Com C Reload

After disabling, the virtual serial port will not disappear,
which means that the virtual serial port still exists. But its
status information will become disable, as shown in the
figure below, the original disable button will also become



an enable button, which is used to rebind the virtual
serial port.

Virtual COM Manager Show Device @ | English

. . o @ Device Device . . @ _
Enable Virtual Com N Remate Com Status

It should be noted that the disabling operation will cause
the binding relationship between the physical serial port
and the virtual serial port to be released. So when the
virtual serial port is disabled, the binding operation on
the corresponding physical serial port in the device
information interface on the left can be executed. If the
binding operation is performed on the physical serial port
at this time, it will be bound to a newly generated virtual
serial port, as shown in the following figure:

1. Click the Bind operation on the physical serial port

2. A new virtual serial port will be generated and bound
to it

3. At this time, try to re-enable the previously disabled
virtual serial port

4. You will receive an error message indicating that the
binding failed, indicating that the physical serial port
has been occupied



%7 Advantech Edgelink VCOM Manager

Virtual COM Manager

Device

Device Name

- ADAM-3600-C2GL1A1TE

Remote Com

Ccom1

comz2

- o
o © Bound fail messagesserial is busy! can not bind! Show Device @D English ®
Q Search | v « V-Com C Reload
Device IP agent Enable Virtual Com + Device Device o pemote Com Status Action
Version Name P
~ -
192.168.17234 V130 . o ?oDoArzé e R ) a
. 172.34 e 20 »
L1ATE
Virtual Com Action
& ADAM-3
192.168. i
coms Unbound 0 o) come 600026 com1 ;Dnm 2 Q p
L1ATE i

Bound




Online Functions

Advantech EdgeLink Studio supports online device
operations and has the following main functions:

&

[[E= Online Help

Qod ==
o

Add Search Clear Password SSH

Device v Device Setting Console

Online Device

=-™* Online Device
—- 8 ADAM-3600-C2GL1
[7]0TA7 - 192.168.172.38
R 1[13]ADAM-3600 - 192.166.1 [
[32]brother-c00 - 192.168.1| *
- I8 [33]3600 - 192.168.172.116
[3418f 45 - 192.168.172.34 %
— -8 Azure IoT Edge Module
[0]4784ContainerAzure - 192
—-HM Container
[0]suchao-u18 - 192.168.17;
-1 [0]suchao-u20 - 192.168.17] =2
=AM ECU-1051E-R10AAE [ECU-1051E &
-8 [0]ECU-1051E - 192.168.172

¢ Ef

<«

10 Status

Online Monitor(HTTPS) Tag
iCDManager
IP Setting

Copy IP to Clipboard Data logger
Copy Info to Clipboard

Upload Project

Config
Medify Password
SSH Console
Delete @  Network

-)-M ECU-1051TL-R10AAE [ECU-10514
-8 [0]MG1051 - 192.168.172.188
[0]8F%5 e - 192.168.172.184

.08 [0]JECU-1051 - 192.168.172.195
=M ECU-1152C

- [0JRTU_000 - 192.168.172.160
= M ECU-1251TL-R10A(A/B)E [ECU-1251]

- [1]1251kong - 192.168.172.196

[15Tjinkai - 192.168.172.251

-8 [64]1251290 - 192.168.172.131
=M ECU-1251V2

-8 [0]all_1251V2 - 192.168.172.191
- ECU-1252M

- [0]1252M-node - 192.168.172.127
=M ECU-1252TL-R22AA [ECU-1252]

- (013535 - 102.168.172.210

1. Add Device. Search,

2. This password is used

LAN1 (eth0)

LAN2 ( eth1)

Wi-Fi

© Time &Date

Clear Device

for Project download and

online login (default password 00000000).

3. Online Monitor:10 Status, Tags. DatalLogger,

Config, System Log

‘" Online Monitor(ADAM-3600



. Set device IP address online (reboot expired)
. Copy current device IP address to clipboard

. Copy the current device information to the clipboard
(used when creating the device in Edge365)

. Upload the current device project to the local
computer

. SSH access

. iCDManger



Online Configuration

1

N o o b~ W N

. Add Device
. Search Device

. Clear Device

Password Setting
IP settings (reboot expired)
Copy the current device IP address to the clipboard

Copy the current device information to the clipboard
(used when creating the device in Edge365)

Upload the current device project to the local
computer

. SSH access

. iCDManger



Add Device

Add devices by IP address, one device at a time

Y
[[E= | Online | Help

oo v = B8

Add |Search Clear Password SSH
Device v Device Setting Console

Online

Add Node

Device IP: | -

0K Cancel




Search Device

1. Search for all devices in the network and list them in

the online list.

Advantech EdgeLink Studio

(&5 | onine | Heb
Qo id =2

Search Device
searchng

2. Users can also choose to search within an IP range
when searching.

&N

E|w Online Help

B o = =
Add |Search Clear Password SSH
Device - Device Setting Console

| @ Search in IP range |

3. Multiple network segments can be added to search at

the same time, and the program will send search
commands to each IP in the IP range in turn, which
can search for devices across the router.



P orge
IP Start - TP End
10.0.0.1 - 10.0.0.200

1 12.0.0.14 112.0.0.100)

Search Device By IP Range




Clear Device

Clear the list of online devices.

Online Help

Password  SSH
Setting  Console

Onine Device «

=7 Onine Device )
ADAM-3600-C26L1

[13]ADAM-3600 - 192.168.172.66
[32]brother-c00 - 192.168.172.55
[33]3600 - 192.168.172.116
(3418 ¥5e5 - 192.168.172.34
Aure IoT Edge Module
[0]4784ContainerAzure - 192.168.172.1€
Container
[0Jsuchao-u18 - 192.168.172.97
[0Jsuchao-u20 - 192.168.172.129
CU-1051E-R10AAE [ECU-1051E]
[0JECU-10S1E - 192.168.172.111 T Ves No
= ECU-1051TL-R10AAE [ECU-1051] - .
[0]MG1051 - 192.168.172.188
[0JECU-1051 - 192.168.172.195
[0J§¥4 - 192.168.172.184
=-E8 ECU-1152C
[0JRTU_000 - 192.168.172.160
CU-1251TL-R10A(A/B)E [ECU-1251]
[1]1251kong - 192.168.172.196
[15}inkai - 192.168.172.251
(6411251290 - 192.168.172.131
- IM ECU-1251V2
18 [0]all_1251V2 - 192.168.172.191
-8 ECU-1252M
[0]1252M-node - 192.168.172.127

Warning

Are you sure to clear all online devices?




Password Setting

You can set a password for the device, and note that this

password is also the download password (default

password 00000000).

The first case: any one of the multiple devices is

selected to change the password

1. Click Password setting

2. Select the device you want to set up

N

[[g]& Online Help

oo | = B

Add Search Clear |Password SSH

Device - Device | Setting | Console

Password Setting

Device: [13]ADAM-3600 - 192.168.172.66 -

Old Password:

[7]JOTA7 - 192.168.172.38 -
[13]ADAM-3600 - 192.168.172.66
New Password: [32]brother-c00 - 192.168.172.55
[33]3600 - 192.168.172.116
Verify Password:  |[343spas = _ 10.168.172.34
[0]4784ContainerAzure - 192.168.172.198
Reset to factory de [0]suchao-ul8 - 192.168.172.97 v

The second case: Right-click on a specific online device

and select Change Password to modify the password of

the current device

1. Select the device, right-click



2. Select Modify password

Online Device

=-™* Online Device
;- ADAM-3600-C2GL1
M [7]0TA7 - 192.168.172.38

= 1_1[13]ADAM-3600 - 192
{8 [32]brother-c00 - 19
-1 [33]3600 - 192.168.
- (3] - 192.16¢
«- 8 Azure IoT Edge Module
«-EM Container
= MM ECU-1051E-R10AAE [EC
M ECU-1051TL-R10AAE [E
=M ECU-1152C
- M ECU-1251TL-R10A(A/B)
-8 ECU-1251V2
- M ECU-1252M

Online Monitor(HTTPS)
iICDManager

do Bl B

IP Setting

Copy IP to Clipboard
Copy Info to Clipboard
Upload Project
Meodify Password
SSH Console
Delete

4 KNI R

-8 ECU-1252TL-R22AA [ECU-1252]
= -8 ECU-150-12A [ECU-150]
=M EPC-R3720
After the above two situations
1. Fill in the old password, new password, and
thenconfirm password

2. Click Modify to set a password

Password Setting

Device: {13]ADAM-3600 - 192.168.172.66 v

Old Password:

Mew Password:

Verify Password:

Reset to factory defaulk Modify Close

Reset to factory default



Click “Reset to factory default” on this interface, after
which you need to restart the device within 10 seconds.
After restarting, the device’s passcode is restored to its

factory state.

Password Setting

Device: 113]ADAM-3600 - 192.168.172.66 i

Old Password:

New Password:

Verify Password:

Reset to factory default

Modify Close




IP Setting

Users can temporarily modify the |IP address and subnet
mask of the network port of online devices through
EdgeLinkStudio. For example, the two network ports of
RTU are set to DHCP mode (dynamically assigned IP),
but there is no server in the network that can provide
DHCP services. At this point, the RTU can be searched,
but not accessed by IP. At this time, the user can
temporarily set the IP address of the RTU for operations
such as downloading projects.

Note : This setting expires after the RTU is
rebooted. After restarting, the RTU sets the network
port status according to the configuration document

1. Right-click on the online device that has been
searched, click Set IP, and open the “Set IP” pop-up
box.



Online Device

=-™* Online Device
E-- ADAM-3600-C2GL1
M [7]0TA7 - 192.168.172.38

= 1_|[13]ADAM-3600 - 192.1(
.M [32]brother-c00 - 192.1
M [33]3600 - 192.168.172 @l iCDManager
) [34]37%55 - 192.168.1 IP Setting
«- M Azure IoT Edge Module Copy IP to Clipboard
«-EM Container
=M ECU-1051E-R10AAE [ECU-1(
«- M ECU-1051TL-R10AAE [ECU-]
-8 ECU-1152C
=M ECU-1251TL-R10A(A/B)E [E
+- M ECU-1251V2

4 Online Monitor(HTTPS)

Copy Info to Clipboard
Upload Project

Modify Password

SSH Console

Delete

XKWL

+- M ECU-1252M
«- M ECU-1252TL-R22AA [ECU-1252]
-8 ECU-150-12A [ECU-150]

-8 EPC-R3720

2. In the Set IP pop-up box, the user first selects the

network port to be modified, and then enters the new

IP address and subnet mask.



192.168.172.1




SSH Console

Users can log in directly to the online device via SSH
Console in the Online interface.

Sign in to your online device

Online Device

™= Online Device
—-M ADAM-3600-C2GL1
ES [7]0TA7 - 192.168.172.38

L_}[13]ADAM-3600 -
Online Moni HTTPS
E_ [32]hr0thEFEEIEI - | nhine Monitori |
-1 [33]3600 - 192.16 ¥ CDManager
I [34)3%55 - 192.1 % P Setting
-8 Azure IoT Edge Modu Copy IP to Clipboard
ES [0}4784Container = Copy Info to Clipboard
- M Container

ES [0]suchao-u18 - 1¢ Upload Project
- J [0]suchao-u20 - 1¢ &¥ Modify Password
ECU-1051E-R10AAE [E SSH Console
-8 [0]ECU-1051E - 15|-B—MHE
EN ECU-1051TL-R10AAE [cworwory
- [D]MGIDSI -192.168.172.188

L [T W - —— o am a

Right-click on the device in the online device to bring up
the toolbar and click the SSH Console button in the
toolbar.

2P 192.168.172.66 - PuTTY - O X

After entering a user name and password, the user can
remotely log in to the device’s system.



I Note : EdgeLink Studio uses Putty to connect
devices remotely

Log in to the device manually

b n ==
B

Add Search Clear Password SSH

Device v Device Setting |Console

If you need to set the connection parameters before
logging in to the device, you can click the SSH Console
button in the upper toolbar.

ﬁ PuTTY Configuration ? X
Category:

[=l-Session Basic options for your PuT TY session
f - Logging
= Terminal
- Keyboard HostName (or IP address) Port
- Bell | | |22
- Features
=-Window
- Appearance @ssH  (OSerial (O Other  Telnst v
- Behaviour
- Translation Load, save or delete a stored session
(- Selection Saved Sessions

- Colours ‘
= Connection
- Data Default Settings Load
Prgxy
+-SSH Save
- Serial
- Telnet Delete
- Rlogin
- SUPDUP

Specify the destination youwantto connectto

Connection type:

Close window on exit
() Always () Never (@) Only on clean exit

About Help Cancel

EdgeLink Studio will open Putty’s configuration page for
users to edit, and click Open to log in to the device after
editing.



Upload Project

Users can upload the current device project on the
device to EdgeLink Studio.

1. Right-click on the already searched device and select
“Upload Project” in the Online device list to start

uploading device information.

Online Device

=-™* Online Device

—- M ADAM-3600-C2GL1
[7]OTA7 - 192.168.172.38
__ [IBJADAH—Ban 17 10 177 £

[32]brother-
-8 [33]3600 - 1

[34]8%5 - .

=M Azure IoT Edge

[0]4784Cont
-8 Container

[0]suchao-u]

- 1M [0]suchao-uZ

-- M ECU-1051E-R10/

-8 [0]ECU-1051

»
5

Online Monitor(HTTPS)
iICDManager

IP Setting

Copy IP to Clipboard
Copy Info to Clipboard

Upload Project

= ECU-1051TL-R1

Modify Password
SSH Console

Delete

-1 [0]JMG1051 - 192.168.172.188
[01EF%5 S - 102.168.172.184

2. Before loading the device information, the user needs
to enter the password of the current device and verify

that it is correct before uploading.




Check Password

To upload the device's setting.
This device requires you to enter the password.
Device IP: 192.168.172.66

Password:

OK Cancel

3. The current upload progress is displayed as a
progress bar while uploading.

Name P Status Progress
»1 ADAM-3600 192.168.172.... Uploading 46%

4. When the upload is complete, the uploaded project is
displayed in Project Management.

o At this point, if there are no open projects in
Project Management, a new project is created
with the uploaded equipment information.

o |If you already have an open project, an attempt is
made to save the device information in the
existing project after the upload is complete.



Copy Device

Users can copy device information to the pasteboard for
later use.

Copy the IP address to Clipboard, for example:
192.168.172.66

Online Device

=-™* Online Device
—-EM ADAM-3600-C26GL1
[7]OTA7 - 192.168.172.38
o |_[[13]ADAM-3600 - 192,488 - :
r32]brother-c00 - 192, Online Monitor(HTTPS)
- [33]3600 - 192.168.17 ¥ iCDManager
[34]$7%55 - 192.168.1 2, IP Setting
—-HM Azure IoT Edge Module
[0]4784ContainerAzure
—-EM Container .
[0]suchao-ul8 - 192.1( ¥ Upload Project
- [0]suchao-u20 - 192.1{ &2 Modify Password
= ECU-1051E-R10AAE [ECU- g  SSH Console
-4 [0]ECU-1051E - 192.1¢€
* Delete
= ECU-1051TL-R10AAE [ECU )

- [0]JMG1051 - 192.168.172.188
Ml rn1EC11.1081 - 107 16Q 172 108

Copy IP to Clipboard

% Copy Info to Clipboard

Copy the device information to Clipboard, this
information is currently used when Edge365
creates an EdgeLink device (supported in
versions 2.8.2 and above).

The information format is as follows:

», M

{ “name”: ”,

”, PN

“description”: 7,

11 », M

mac : -,



“type”: “EdgeLink”
}

Online Device

= Online Device
-8 ADAM-3600-C2GL1
 -EM [7]0TA7 - 192.168.172.38

= 1_}[13]ADAM-3600 - 192.1

[ [32]brother-c00 - 192.1

1M [33]3600 - 192.168.172
L (3413455 - 192.168.1
EJll Azure IoT Edge Module

Online Monitor(HTTPS)
iICDManager

IP Setting

Copy IP to Clipboard

P E

. [0]4784ContainerAzure

Copy Info to Clipboard

EII. Container

[ [0]suchao-u18 - 192.16 Upload Project

X W I

1M [0]suchao-u20 - 192.16 Modify Password
=M ECU-1051E-R10AAE [ECU-1 SSH Console
-8 [0JECU-1051E - 192.16¢ Delete

- EM ECU-1051TL-R10AAE [ECU- ooy
-4 [0]MG1051 - 192.168.172.188



Online Monitor

There are mainly the following functions:

1. 10 Stauts : Includes setup and reading of onboard
and extended 10s

2. Tags : All tags on the device, including value, quality
and timestamp

3. DatalLogger : Check historical data online

4. Config : NetWork Setting, Time&Date, remote.it,
Image Recovery, Image Update, Reboot

5. System Log : system information

Note: Third-party clients are supported to access through
RESTful API, download link of API specification
document:Open RESTFul API Specification


http://support.advantech.com/Support/DownloadSRDetail_New.aspx?SR_ID=1-1KPLJQG&Doc_Source=Download

I/0 data acquisition and
parameter setting

EdgeLink online operation provides on-board and
extended I/O data acquisition and setting functions,
different 1/O modules correspond to different tabs,
respectively Al, AO, DI and DO four types.

1. The device displays the current device model, and if
there are expansion modules, it will also be listed on
this page

o
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@ ADAM-3600 Device & Modules

W Tag

01010183 01010126

2. Select Current Device to display all 10 points on the
device

(=

1] Dashboard | 10 Status

ADAM-3600




Al data acquisition and
parameter setting

The data of the Al module is shown in the figure below.
The data form items are as follows:

e Slot number: The module where the Al function block
is located, and slot 0 is onboard.

e Channel number: Al channel number.
* Range: The range of Al sampled values.

e Value: The value of the Al.

Channel Number Range Code Value

When you need to configure parameters, click the
Edit button

Edit X

Slot Number

Channel Number

Range Code -10~10V

-10~10V
-25~25V

0-20 mA




Note: After the parameter is modified, you need to
click the Confirm button to take effect



DI data acquisition and
parameter setting

The data of the DI module is displayed in the figure
below. The data form items are as follows:

e Slot number: The module where the DI function block
is located, slot O is onboard.

e Channel number: DI channel number.
e Mode: Normal (i.e. DI) or Counter.
» Signal Status: DI port level value.

e Value: In Normal mode, the collected DI value is
displayed here; Counter mode, the count value is
displayed here.

Il Dashboard 10 status
ADAM-3600
.
Sioto 1 o ® ) ) )

When you need to configure parameters, click the Edit
button to set the working mode of this DI channel



Edit

Slot Number

Channel Number

Mode DI

DI

Counter

When the DI channel operating mode is Counter, you
can choose whether to enable Counter counting by
starting counting:

Green is enabled, and if enabled, the DI channel is
counted if there is an input

Red is not enabled, and DI channels do not count
Edit
Slot Number

Channel Number

Made Counter

Counting a

Note: After the parameter is modified, you need to click
the Confirm button to take effect




DO data acquisition and
parameter setting

1. The data of the DO module is displayed in the
following figure. The data form items are as follows:

¢ Slot number: The module where the DO function
block is located, slot O is onboard.

¢ Channel number: DO channel number.
e Mode: Normal (i.e. DO) or PWM.
» Signal Status: DO port level value.

e Value: When in Normal mode, the output DO value is
displayed here; Counter mode, the count value is
displayed here.

e Low width: The low level pulse width of the output in
PWM mode.

» High width: The high-level pulse width of the output in
PWM mode.

11} Dashboard / 10 Status

ADAM-3600

If you need to configure, click the Edit button to set
the DO channel mode to DO or PWM



Edit

Slot Number

Channel Number

Mode

Signal status

DO

DO

PWM

Cancel

2. DO mode: Set the DO output by clicking the signal

status, green is high, red is low.

Edit
Slot Number
Channel Number
Mode

Signal status

3. PWM mode:

DO

Cancel

« PWM output: green is enabled, red is not enabled

« PWM value: Set the number of output PWM

waveforms, the default is 0, 0 means always output

» Low signal width: The low level pulse width of the
output PWM in 0.1ms, and the pulse width is (0.1*

number) ms




High signal width: The high level pulse width of the
output PWM is 0.1ms, and the pulse width is (0.1*

number) ms
Edit

Slot Number
Channel Number
Mode
PWM OutPut
* PWM Value
“ Low Signal Width(0.1ms)

" High Signal Width(0.1ms)

‘ PWM

5000

5000




Tags

EdgeLink online operation provides the function of
obtaining and setting Tags, different Tag types
correspond to different pages, System Tag, 10 Tag, User
Tagand and Calculation Tag, and support unified viewing
of all tags.

& loStatus 1] Dashboard | Tag EN

@

u Tag

All Tags RN - |

3 SystemTag No. Type Name Value Quality Timestamp Desc
(DY 1 System Tag #SYS_UPTIME 20502 Good 2023.07-13T05:45:12 (UTC) The current uptime(s)
User Tag #SYS_CURRENT
2 SystemTag e 1689227112 Good 2023-07-13T05:45:12 (UTC) The current system time(s)
Calc Tag
#SYS_CPU_FRE
3 SystemTag 597600000 Good 2023.07-13T00:05:10 (UTC) CPU frequency
ai  Data logger Q
#SYS_MEM_SIZ
£ config 4 SystemTag A 24268 MB Good 2023.07-13T00:05:10 (UTC) Memory size
B systemio #SYS_CPU_USE
g g 5 SystemTag o 30.70% Good 2023-07-13T05:45:12 (UTC) CPU utilzation rate(%)
#SYS_CPU_IOW
6 System Tag AT 0.01% Good 2023-07-13T05:44:52 (UTC) CPU usage occupied by |0wait(%)
#SYS_MEM_USE
7 SystemTag 5 2959% Good 2023-07-13T05:45:12 (UTC) Memory utiization rate(%)

Search of Tags :

Tag Search

Note

1. The default number of displayed rows of the page
is 10 rows, or you can choose to display the
number of rows per page::100000

YS MEM_USED 28.59% Good 2023-07-14T01:16:22 (UTC) Memory utiization rate(%)
10/page
CARD_CAPACITY 954.00 MB Good 2023-07-14T00:02:14 (UTC) System parttion capacity
20/page
Sopage CARD_FREE_SPACE 186.93 M8 Good 2023-07-14T00:02:14 (UTC) System partition free space
100/page  H,cARD_CAPACITY 73368 Good 2023-07-14T00:02:14 (UTC) Data partition capacity
10/page ‘ “ 2 3 4 5 6 . 10 >




2. The excess part is paginated and displayed, and

you can switch to other tags by clicking the

number or arrow in the lower right corner

#SYS_SYSCARD
9 System Tag 186.93 MB Good

2023-07-13T00:05:10 (UTC)
_FREE_SPACE

#SYS_DATACAR
10 System Tag 7.33GB Good

D_CAPACITY
10/page | n 2 3 4 5 6 . 13 >

2023-07-13T00:05:10 (UTC)

System partition free space

Data partition capacity



System Tag

1] Dashboard

System Tag

NNNNNNN

597600000

Search of Tags :

Tag Search

General system tag description(Read Only)

Name

#SYS_UPTIME

#SYS_CURRENT _TIME

#SYS CPU_FREQ
#SYS_MEM_SIZE

#SYS_CPU_USED

#SYS_CPU_IOWAIT

#SYS_MEM_USED

#SYS_SYSCARD_CAPACITY

Description

The current
uptime(s)

The current system
time(s)

CPU frequency
Memory size(Byte)

CPU utilization
rate(%)

CPU usage
occupied by
|Owait(%)

Memory utilization
rate(%)

System partition
capacity(Byte)



Name

#SYS_SYSCARD_FREE_SPACE

#SYS_DATACARD_CAPACITY

#SYS DATACARD FREE_SPACE

#SYS_NODE_ID

#SYS ROOT _READONLY

#SYS_COM_COUNT
#SYS_LAN_COUNT

#SYS_DEFAULT_IF

#MOBILE_SIM

Description

System partition
free space(Byte)

Data partition
capacity(Byte)

Data partition free
space(Byte)

Node ID on RTU

Read-only

system : 0-System
Partition Readable
and Writable, 1-
System Partition
Read-Only

COM count
LAN count

Meaning of the
value : 0-Cant’t find
default interface for
route, 1-LAN1, 2-
LAN2, 3-LANS3, 4-
LAN4, 101-WiFi,
201-Cellular

0 error

1 READY: MT is
not pending for any
password

2 SIM PIN: MT is
waiting SIM PIN to
be given

3 SIM PUK: MT is
waiting SIM PUK to
be given

4 SIM PIN2: MT is
waiting SIM PIN2 to



#MOBILE_IP

#MOBILE_MNO

#MOBILE_MNT

Name

Description

be given

5 SIM PUK2: MT is
waiting SIM PUK2
to be given

6 PH-NET PIN: MT
is waiting network
personalization
password to be
given

7 PH-NETSUB
PIN: MT is waiting
network subset
personalization
password to be
given

8 PH-SP PIN: MT
is waiting service
provider
personalization
password to be
given

9 PH-CORP PIN:
MT is waiting
corporate
personalization
password to be
given

10 PH-SIM PIN:
MT is waiting
phone to SIM/UICC
card password to
be given 99 not
known

Celluar device ip

Mobile network
operator

Mobile network
type



Name

#MOBILE_MDT

#MOBILE_MPN

#MOBILE_SIGNAL_QUALITY

#MOBILE_CSQ

#MOBILE_MCC

#MOBILE_MNC

#MOBILE_LAC

#MOBILE_CID

#MOBILE_IMSI

#MOBILE_IMEI

#MOBILE_IMEI_RAW

#MOBILE_USBID

#MOBILE_DATA_ DAY

#MOBILE_DATA_MONTH

Description
Mobile data traffic

Mobile phone
number

Signal quality of
mobile network

Received Signal
Strength Indication

Mobile Country
Code , MCC

Mobile Network
Code , MNC

Location Area
Code, LAC

Cell Tower ID, Cid

IMSI, International
Mobile Subscriber
|dentity

IMEI, International
Mobile Equipment
|dentity

IMEI raw data

mobile modem, usb
vendor id, product
id

Cellular data,
current day used
traffic

Cellular data,
current month used
traffic



Name

#MOBILE_DATA_YEAR

#WLANO_SIGNAL_QUALITY

#WLANO_SIGNAL_LEVEL

#WLANO_SIGNAL_NOISE
#WLANO_SIGNAL_BITRATE
#WLANO_AP_MAC

#/CDM_COM1_SCORE
#/CDM_COM2_SCORE
#/CDM_COM3_SCORE
#/CDM_LAN1_SCORE
#/CDM_LAN1_LINK
#/CDM_LAN2_SCORE
#/CDM_LAN2_LINK

#GPS_LATITUDE

#GPS_LONGITUDE

#GPS_ALTITUDE

#GPS_SPEED

Description

Cellular data,
current year used
traffic

Signal quality of
wlan0

Signal level of
wlan0

Signal noise of
WLANO

Bit rate of WLANO

MAC or BSSID in
Wifi AP mode

COM 1 score
COM 2 score
COM 3 score
LAN 1 score
LAN 1 link state
LAN 2 score
LAN 2 link state

Latitude for the
GPS module

Longitude for the
GPS module

Altitude for the
GPS module

Speed for the GPS
module



Name

#GPS_COURSE

#GPS_SATELLITE

#SYS_BATTERY_LOW

#SYS TIME_SECOND

#SYS_TIME_MINUTE

#SYS_TIME_HOUR
#SYS_TIME_DAY
#SYS_TIME_MONTH

#SYS_TIME_YEAR

#SYS_TIME_WDAY

#SYS_TIME_YDAY

Description

Course for the GPS
module

Status of the GPS
module: 0-error
state, 1-use GPS
module working, 2-
use a preset
location information

Battery power: 1
indicates that the
battery is low, 0
indicates that the
battery is normal

(0~59, when leap
seconds: 60)

Minutes (0~59)
Hours (0~23)
Day (1~31)
Month (1~12)

Year (for
example,2016)

Week (0~6,
Sunday: 0, Monday
to Saturday: 1~6)

Number of days
from the beginning
of the annual
January 1st
(0~365,January
1st: 0, January 2nd:
1, and so on)



Name

#SYS_TIME_ISDST

#SYS_TIME_GMT_OFFSET

#DATALOG_ENABLE

#DATALOG_ERROR

#SYS_MAC_LAN1

Description

Daylight saving
time identifier,
implementing
daylight saving
time, the value is
positive. Do not
implement the time
in the summer, the
value is 0. Cannot
be determined
when the value is
negative

The deviation of
GMT seconds and
local time, the
eastern time zone
is positive and
negative for West
Zone, such as
China, should be
28800

Enable Datalogger
storage when the
value is 1, and stop
storage when the
value is 0

When the value of
DATALOG ERROR
is 0, it means that
there is no error in
the program. Check
the manual for
other error code
information

MAC address of
lan1



Name

#SYS_MAC_LANZ2

#SYS_TFCARD_CAPACITY

#SYS_TFCARD_FREE_SPACE

#SYS_SDCARD_CAPACITY

#SYS_SDCARD_FREE_SPACE

#SYS_DNP3_Al_POLLED_COUNTER

#MQTTStatus_WISE-Edge365_0

Special system tag description

Description

MAC address of
lan2

TF card
capacity(Byte)

TF card root
partition free
space(Byte)

SD card
capacity(Byte),the
value is O if there is
no SD card

SD card free
space(Byte),the
value is O if there is
no SD card

The number of
times Al data was
polled in DNP3
Outstation

0- Not connected;
1- Connecting; 2-
Connected,
subscribing to
topics; 3-
Connected , the
topics is subscribed

o #DATALOG_ENABLE : Read-write, enabling
Datalogger storage when the value is 1 and stopping

the Datal.ogger storage when the value is 0
« #DATALOG_ERROR : Read-only, 0—The program
runs normally, other error codes need to be found in the



Datal.ogger manual section
#DISABLE_DEVICE_MeterName : Read-write, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. 0—meter available, 1—meter
not available. For example, if the meter name is Test
Device 1, there will be a corresponding system tag
#DISABLE_DEVICE __ Test Device 1, through which the
meter can be disabled or started
#BATCH_WRITE_MeterName : Read-write, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. 0—meter single point write, 1
—meter batch write. For example, if the name of the
meter is testdevice1, there will be a corresponding
system point #BATCH_WRITE__ testdevice1, through
which the writing method of the meter can be set
#DEVICE_ERROR_MeterName : Read-only, each
meter in the DataCenter has its own tag, distinguished
by the name of the meter. The error code when the
current meter is collecting errors. For example, if the
instrument name is TestDevice1, there will be a
corresponding system tag

#DEVICE_ERROR _TestDevice1, through which the
current meter collection status can be viewed
#DISABLE_PORT_PortName : Read-write, each port
has its own tag, O—port available, 1-disable port. For
example, the COM1 port will have a corresponding
system tag #DISABLE_PORT_COM1, through which the
port can be turned on or disabled



IO Tag reading and setting

Support the reading and setting of 10 tags, for the tags
that need to be edited, you can click the edit button at

the end of the corresponding point to enter the editing

interface:

1] Dashboard / Tag

10 Tag

No. Port Device

1 AADAM-3600-C2GL1ATE BoardiO
3 ADAM-3600-C2GL1ATE BoardiO
5 ADAM-3600-C2GL1A1E BoardiO

Edit

Name

Name Valt

BoardIO:AI_0 0.88
BoardIO:Al_2 0.88
BoardIO:AI_4 0.88

Value

0.88

Search of Tags :

Tag Search

E @

Timestamp

2023-07-13T06:43:22 (UTC)

43:22 (UTC)

2023-07-13T05:43:22 (UTC)

43:22 (UTC)

2023-07-13T06:43:22 (UTC) di

E E 2 E g

Cancel




User Tag

User Tag support the reading and setting of user-defined

points, click the edit button to enter the editing interface:

1] Dashboard | Tag

User Tag
ame
1 rtag1
2 userta 92
rtag3
rtagd
5  userta g5
[ |
Edit
Name
" Value
0.00

Search of Tags :

Tag Search

Quality Timestamp

2023-07-13T00:05:11 (UTC)

0.00 Good 2023-07-13T00:05:11 (UTC)
05:11 (UTC)
05:11 (UTC)
0.00 G 2023-07-13T00:05:11 (UTC)

Cancel

@

a
E




Calculate Tag

Read of Calculate Tag

1] Dashboard | Tag

calct

Search of Tags :

Tag Search

Value

91.00

Timestamp

41:34 (UTC)

2023-07-13T05:41:34 (UTC)

@



DatalLogger

Users can view historical data stored on the device.
First, the user needs to configure the “DatalLogger” in the
project interface.

pppppppppppp
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After downloading the project to the device, you can view
the stored data on the “DatalLogger” page of the online.

The query properties are as follows:

11} Dashboard | Data logger

7]

Data logger
Query Filter
1 Name #SYS_UPTIME
Start Time(UTC) 2023-07-12 05:15:25

End Time(UTC) 2023-07-13 05:15:25

1. Select the tag name

2. Select the start time and end time of the data storage

3. Select the statistics time of the query, select:
minutes/hours/days/all data



4. Click Quary
Users can view data in three ways

1. Chart:

Chart

Requests

2023-07-10T12:06:00 (UTC)
Tag: 44,547.9796

2. Table:

Table
Index Timestamp Last Value Min Value Max Value Avg Value Quality Partial
1 2023-07-09T06:27:00 (UTC) 21205.4876 21195.1636 21205.4876 21200.2212 0 1
2 2023-07-09T06:28:00 (UTC) 21264.9006 21206.6042 21264.9006 21235.5843 0 0
3 2023-07-09T06:29:00 (UTC) 21324.9604 21266.0125 21324.9604 21295.8204 0 0
4 2023-07-09T06:30:00 (UTC) 21385.0791 21326.0738 21385.0791 21355.7753 0 0
5 2023-07-09T06:31:00 (UTC) 21445.1724 21386.2151 21445.1724 21415.6256 0 0
6 2023-07-09T06:32:00 (UTC) 21505.2872 21446.2876 21505.2872 21475.5993 0 0
7 2023-07-09T06:33:00 (UTC) 21565.4045 21506.3937 21565.4045 21535.6431 0 0
8 2023-07-09T06:34:00 (UTC) 21625.3308 21566.5203 21625.3308 21595.5878 0 0
9 2023-07-09T06:35:00 (UTC) 21685.5460 21625.3308 21685.5460 21655.4853 0 0
10 2023-07-09T06:36:00 (UTC) 21745.6279 21685.5460 21745.6279 21715.5977 0 0

n 2 3 4 5 6 . 344 >

3. Output to Excel document and download, users can
download the document in the browser, this feature is
not supported in Studio temporarily.

Export
File Name #SYS_UPTIME_20230713_155228
& E [ D E F [ H

1 [timestamp _||:11.1ali'c3.r partial last min max avg tagname
2 09/28/2016 11:12 0 1 3. 3708 0 3. 3703 0. 1662 AT. 0

3 09/28/2016 11:13 0 0 3. 3708 8. 3738 8. 37TE1 5. 37A8 AL. 0

4 |09/28/2016 11:14 0 0 3. 3761 8. 3738 8. 37TE1 . 37A9 AT. O

5 09/28/2016 11:15 0 0 3. 3708 8. 3738 8. 37TE1 5. 37A9 AT. O



Config

There are mainly the following functions:

1. Network Setting
2. Time and Date
3. remote.it

4. Image Recovery
5. Image Update
6. Reboot

11} Dashboard | Config

Time & Date

Timezone (GMT+08:00) Bejjing, Chongging, Hong Kong, Urumgi

2023-07-13 12:40:43

O Image Recovery

#  Image Update

Reboot

@



LAN

General

LANT o 1

Submask

1. led status

status description
green The network is connected

A network cable was detected, but not

yelow connected to the network

red The network cable is unplugged

2. When checked, it is DHCP mode, and when it is
unchecked, it is static IP mode, and you can set the
IP address, subnet mask, and gateway

3. DNS servers can be obtained automatically or added
manually

4. Effective after apply

Check Connection



The connection mechanism is checked in order to make
the network recoverable through some attempts in case
the network is not available, including rebooting the
network card and rebooting the device (customer choice)

LAN1

1. Swtich to Check Connection

2. Select the connection judgment mechanism, which
currently supports Ping IP/URL

3. Ping host(1) Please fill in the IP or URL that can be
accessed under normal network conditions

4. Retry interval: The interval between ping commands
5. Check whether to restart the device

6. How long to restart the device when checking that the
network cannot be connected and the network card
cannot be restored by turning it back on

7. Effective after apply



Configure of Wifi

General

Wi-Fi e < 1

1. led status

Status Description
grey The module is unplugged

The module has been detected and a

green network connection has been established

Module detected but no network

red connection is established

2. Whether Wifi networks are enabled

3. Mode : Client or AP

Client Mode

4. The SSID of the network that the Wifi module
connects to in Client mode

5. BSSID:Optional. Fill in this field when you need to
connect to a specific AP.



6. Security : Open, WEP, WPA/WPA2 PSK
7. Password

8. Effective after apply

AP Mode

Wi-Fi o ——

1. select Wifi AP Mode

2. The SSID is a unique identifier for a wireless
network that is used to distinguish it from other
nearby networks.

3. Channel: Defaults to 6 and depends on the
module.

4. Maximum number of stations: This refers to the
maximum number of clients that the AP allows to
connect to it.

5. Security : Open, WPA/WPA2 PSK
6. Password : Password for AP

7. Effective after apply



1] Dashboard | Config / Network

(#

MAC
IP Address  192.168.181.1
Submask 255.255.255.0

Gateway 192.168.181.1

1. select Wifi AP IPv4

2. set up the IP range to be allocated to clients in AP
mode

3. Effective after apply

BEEE (ClientiEsR)

The connection mechanism is checked in order to make
the network recoverable through some attempts in case
the network is not available, including rebooting the

network card and rebooting the device (customer choice)

1] Dashboard / Config / Network 5
Wi-Fi e
7 C
General 1Pv4 1Pv6 1
Connection Check Type | Ping IP/URL 2
Ping Host 1
3 Ping Host 2
Ping Host 3
4 Retry Interval(min) 1
9 Reboot System
6 Reboot System After(min)

1. Swtich to Check Connection



. Select the connection judgment mechanism, which
currently supports Ping IP/URL

. Ping host(1) Please fill in the IP or URL that can be
accessed under normal network conditions

. Retry interval: The interval between ping commands
. Check whether to restart the device

. How long to restart the device when checking that the
network cannot be connected and the network card
cannot be restored by turning it back on

. Effective after apply



Celluar Configuration

General

||| Dashboard /' Config ' Network

B Tag

@  Datalogger Ce"u'ar ¢ ! 5 m Cancel

SiMm Check Connec tion DNS Settings Status

£ cConfig

®  Network

B LAN1(eth0)

B LAN2(ethl)

= Wi-Fi 4 Dial Type PPP

1. Led Status

Status Description
grey The module is unplugged

The module has been detected and a

green network connection has been established

Module detected but no network

red connection is established

2. Select Module Auto or None

3. Whether cellular networks are enabled

4. Dialing type: PPP or QMI (depending on module)
5. Effective after apply

SIM

The default is Auto mode, which can be configured
separately if needed



Cellular e

Cellular Check Connection DNS Settings Status

SIM

Network Type

Auto

Auto

China Unicom

China Mobile

China Telecom

Other

Cellular o

Cellular SIM Check Connection DNS Settings Status

SIM
Operator Auto

Network Type | Auto

Auto
4G(LTE)
3G(UMTS)
2G(GSM)
4G(LTE_M1)
(

4G(LTE_NB1)

5G

Effective after apply

DNS

Apply

Cancel

The default is to obtain DNS automatically, or you can

configure it manually

Cellular e

Cellular SIM Check Connection DNS Settings Status

© Obtain DNS server address automatically

Use the following DNS server address

Priority DNS Address

Effective after apply

Check Connection

Apply

Cancel



The connection mechanism is checked in order to make
the network recoverable through some attempts in case
the network is not available, including rebooting the
network card and rebooting the device (customer choice)

Cellular e

Cellular SIM 1 IS Settings Status

Connection Check Type | Ping IP/URL 2
Ping Host 1
3 Ping Host 2
Ping Host 3
4 Retry Interval(min) 1
5 Reboot System

6 Reboot System After(min)

1. Switich to Check Connection

2. Select the connection judgment mechanism, which
currently supports Ping IP/URL and Monitor data
traffic

Ping IP/JURL Mode

3. Ping host(1\2\3) Please fill in the IP or URL that c
4. Retry interval: The interval between ping commands
5. Check whether to restart the device

6. How long to restart the device when checking that th

7. Effective after apply

Monitor data traffic Mode



Cellular e

Cellular SIM DNS Settings Status

Connection Check Type | Monitor data traffic 1
Max Silence Time(min) 30 2
Reboot System 3

Reboot System After(min) 4

1. Choose Monitor data traffic Mode

2. The maximum silence time is the time that no traffic
3. Check whether to restart the device

4. How long to restart the device when checking that th

5. Effective after apply

Status

View module status online, divided into two parts, one is
module status and the other is Celluar information,
including dial-up and network status

Module Status

Cellular e

Cellular SIM Check Connect tion DNS Settings l;'

Module Info

pppiami 4

1. Device Id
2. Module Description

3. Access Port



4. Dial Type

Celluar Status

Cellular-related system tag, in order to avoid traffic
waste, please click the “Refresh” button to update the
current status every time you view it

Cellular WO“

Name Value Quality Timestamp Description
0 ERROR; 1 READY; 2 SIM
PIN; 3 SIM PUK; 4 SIM PIN
2; 5 SIM PUK2; 6 PH-NET

MOBILE_SIM 0 Comm Error 2023-07-13T00:04:22 (UTC) PIN; 7 PH-NETSUB PIN; 8
PH-SP PIN; 9 PH-CORP PI
N; 10 PH-SIM PIN; 99 UNK
NOWN

MOBILE_IP 0.0.0.0 Comm Error 2023-07-13T00:04:22 (UTC) Celluar device ip

MOBILE_MNO No Cellular Service Comm Error 2023-07-13T00:04:22 (UTC) Mobile Network Operator

MOBILE_MNT No Cellular Service Comm Error 2023-07-13T00:04:22 (UTC) Mobile network type

MOBILE_MPN 0 Comm Error 2023-07-13T00:04:22 (UTC) Mobile phone number

MOBILE_SIGNAL_QUALITY

MOBILE_CSQ

Not Connected

Comm Error

Comm Error

2023-07-13T00:04:22 (UTC)

2023-07-13T00:04:22 (UTC)

Signal quality of mobile net
work.

Received Signal Strength In
dication



Time&Date

Set the current time and time zone of the device

10 Status 1 Dashboard / Config EN

Tag
Time & Date
Data logger
Current Device Time
Config
@ o Timezone (GMT+08:00) Beijing, Chongging, Hong Kong, Urumai
Calibrate 2023-07-13 12:40:43
remote. it
o

Image Recovery

Image Update

Reboot

& Systemiog

AADAM-3600-C2GL1A1E Standard Edition image version 2.8.3 Alpha Jun 29 2023




Image Recovery

IThe Image recovery function can help users restore the
system version to the initial state of the currently used

version

[l Dashboara '/ config

Image Recovery

Original Version: 2.8.3

Reset To Default

This function clears the configuration that the user has
already made, so the permissions are high and a second

confirmation is required.

Confirmation message

If you are sure you want to reset, type "confirm” in the input box in one minute




Image Update

The Image update page displays all system version and
software version information of the current device, and
can realize online firmware and software updates.

¢ iostaws 1] Dashboard | Config

(#1

H Tag

Image Update

@ Data logger

£ Config Please choose file

s =

© Time &Date
5 remote.it

O Image Recovery System Version Info

L)

App Name Device Version mage Version Description
Reboot

ADAM-3600-C2GL1A1E Sta

B systemiog version ndard Edition image version

2.8.3 Alpha Jun 29 2023

Information

The system version information of the current device is
displayed as follows:

System Version Info

App Name Device Version mage Version
MLO

u-boot.img U-Boot 2015.07 for adv335x boar

ulmage Linux-4.9.69-g9ce43c71ae

ramdisk.gz

am335x-adam3600.dtb

System Volume Information

ADAM-3600-mcu_bin 0 rev 01010194

ADAM-3600-Al-aio.bin 0 rev 01010130

ICDMANAGER-icdm_bin 01010148

De



The software version information of the current device is
displayed as follows:

App & Lib Version Info

App Name Device Version Image Version
ActiveConnection 2.7.0 rev beeae91bb
AdvAgentiain 2.7.0 rev beeae91bb
AdvBurninTest 2.7.0 rev beeae91bb
AdvProgramigr 2.7.0 rev beeae91bb
AdvSystemSetting 2.7.0 rev beeae91bb
AdvSystemTag 2.7.0 rev beeae91bb
AdvUDBackup 2.7.0 rev beeae91bb
AdvUserTag 2.7.0 rev beeae91bb
AdvVersion 2.7.0 rev beeae91bb
AdvWirelessCheckd 2.7.0 rev beeae91bb
AutoDialupdG 2.7.0 rev beeae91bb
BacnetDaemon 2.7.0 rev beeae91bb
CalcTag 2.7.0 rev beeae91bb
DNP3Daemon 2.7.0 rev beeae91bb

Image Update

I Note : You must first log in for this operation

1. Click Upload to select the bin file to be updated.

Image Update

Please choose file




2. The process of uploading the file is shown below, and
the whole process takes about a few minutes.

Image Update

ECU1051_adv-rootfs_EdgeLink_2.8.3_Beta_230518967_v2.8.x.b

ImageEF

Before updating, you can choose whether to check
‘Restore factory default settings’, if checked, the
original configuration will be cleared after the
upgrade.

3. If the file is successfully uploaded, the ‘Update
Image’ button will be displayed, as shown in the red
box above. At the same time, the version number of
each file in the uploaded package is listed, as shown
in the following figure.



System Version Info

Item
u-boot.img
Uimage
ramdisk.gz

am335x-
adam3600.dib

ADAM-3600-
mecu.bin

ADAMIBO0AN-
aio.hin

ADAM-3656-
mecu.bin

ICDMANAGER-
icdm bin

rootfs tar.gz

App & Lib Version Info

App Name

ActiveConnection

AdvAgentMain

AdvBurninTest

AdvProgramhigr

AdvSystemSetting

AavsystemTag

AdvUDBackup

AdvUserTag

Advversion

AdvWirelessCheckd

AutoDialup4G

BacnetDaemon

CalcTag

RTU Version Info

lJ-Boot 2013.01.011R0001-5vn5030

Linux-5.12.10-rt15-t2013.12.01

Orev 01010168

Orev 01010124

2rev 01010166

OxcO rest 01010147

ADAM-3600-C2GLIAE image wersion 1.1.0
Release Aug 7 2015

Device Version

2.7.0 rev beeac91bb

2.7.0rev beeaed1bb

2.7.0rev beeae31bb

2.7.0 rev beeaed1bb

2.7.0rev beeaed1bb

2.7.0 rev beeac91bb

2.7.0rev beeaed1bb

2.7.0rev beeae31bb

2.7.0 rev beeaed1bb

2.7.0rev beeae31bb

2.7.0 rev beeaed1bb

2.7.0rev beeaed1bb

2.7.0 rev beeac91bb

Current Version Info Description

U-Boot 2013.01.01R0001-svn3080

Linux-5.12.10-rt15-t2013.12.01

0 rev 01010169

Orev 01010124

2rev 01010169

OxcO res 01010147

ADAM-3600-C2GL1A1E image version 1.1.2
Release Sep 06 2015

mage Version

2.7.0 rev beeae9

2.7.0rev beeae9

2.7.0rev beeae9

2.7.0 rev beeaed

2.7.0rev beeae9

2.7.0 rev beeae9

2.7.0rev beeae9

2.7.0rev beeae9

2.7.0 rev beeaed

2.7.0rev beeae9

2.7.0 rev beeaed

2.7.0rev beeaed

2.7.0 rev beeae9

4. Click Update to start the Image update, and the

update process is shown in the following figure.



Update Image

Reconnecting device

& Advantech Taglink Studio (—Jox]
[E= Online Help. NG
Add  Search Cear Password
Device Device Device Seffing
Oni
Gnine Device « | [Flonline Monitor(3600)

update starting

reboot system now

<@ -

A

5. After the update is complete, the EdgeLink device will
restart, and after restarting, it will jump to the login

interface, and the user can log in before performing
subsequent operations.



Reoobt

Restart the gateway online

10 Status 1 Dashboard / Config EN

Tag

Reboot
Data logger
Config

Network

Time & Date

remote.it

Image Recovery

Image Update

& Systemiog

AADAM-3600-C2GL1A1E Standard Edition image version 2.8.3 Alpha Jun 29 2023
https://192.168.1 /i nfig/time




System Log

You can view the system logs of the device.

10 Status

1} Dashboard / System Info

Tag

System log
Config

Jul 13 13:27:15 adam3600-c103b6 user.notice sysmon: feed dog

Data logger

Jul 13 13:27:12 adam3600-c103b6 user.info AdvProgramMgr: Cl 2, DataCollector,

Jul 13 13:27:09 adam3600-c103b6 user.notice i heckd: wlan_t . resetsh 0oJend
Jul 13 13:27:09 adam3600-c103b6 user.notice heckd: wian_t :_reset.sh 01 0....
Jul 13 13:27:09 adam3600-c103b6 user.info ogramMig: DataCollector d]

Jul 13 13:27:07 adam3600-c103b6 user.info ogramMigr: g un DataCollector -d] failed,start twice




iCDManager

iICDManager is a communication monitoring unit which
can diagnose both LAN port and serial port. For LAN
port, iCDManager will acquire the network status
information output by the network card to test its current
status; for serial port, iCDManager will acquire the

communication signals on physical layer of the serial

port to obtain the related information, including its active

status and the response time of the data package on

serial port.

Main Interface of iCDManager

Advantech TagLink Studio

Online Device ® (& icDManager(104test)

=% Online Device
-8 172.21.67.144 iCDManager
ogm [= Online Monitor I
@ iCDManager In.. COM Mode
2 IP Setting b |F  comi Fully Tx/Rx
7 Modify Password of o comz Fully T/Rx
3 Delete o Com3 Fully Tx/Rx

\NE 9

® [x

o Serial Port Di LAN Port Di ﬁ

Communication Status
. Poor

Poor
| ] Poor o

As shown in the figure above, right-click on the device

name go to “iCDManager” page.

1. Click “Online” button.



2. Select a device.

3. Right-click on the device name to open
“iICDManager” page.

4. Click “Serial Port Diagnose” button to view the
communication status of the serial port. The interface
is shown as the above when it is opened for the first
time.

5. Click “LAN Port Diagnose” button to view the
communication status of the LAN port. Please refer to
“‘Network Monitoring” for its interface.

6. Display the name of the serial port. Double-click it to
pop up the parameter configuration window (refer to
“Parameter Configurations of Serial Port”).

7. Show the monitoring mode (refer to “Parameter
Configurations of Serial Port”).

8. Show the communication status: “Poor”, “Good” and
“Excellent” (refer to “Monitoring Status Tips”).

Parameter Configurations of Serial Port

The time unit here is ms by default.

Full tx/rx

The parameters are described as follows:



icon COM Evaluation Configure-—COM1 x

Mode: Full TX/RX ¢ -
Rx time span(normal): 1000 0
Rx time span{max): 10000 0
Tx tirme span{normal): 1000 0
Tx time span(rmax): 10000 o

01.1 Use: ] 0K . Cancel

1. Here the monitoring mode is set to “Full tx/rx” which
means full function monitoring mode.

2. The minimum time span for receiving line to monitor
the signal level variation. If the actual time span is
less than it, the monitoring result will be excellent.

3. The maximum time span for receiving line to monitor
the signal level variation. If the actual time span is
greater than it, the monitoring result will be poor.

4. The minimum time span for transmitting line to
monitor the signal level variation. If the actual time
span is less than it, the monitoring result will be
excellent.

5. The maximum time span for transmitting line to
monitor the signal level variation. If the actual time
span is greater than it, the monitoring result will be
poor.

6. Choose whether to display the information of this
port.



Half tx/rx

icon COM Evaluation Configure-—COM3 x

Mode: Half TX/RX Q P
Tx time span(max): |1000 ‘o

Rx time span: |100 'o

Rx time span(max): 1000 o

o In Use: W Ok Cancel

1. Here the monitoring mode is set to “Half tx/rx” which
means heartbeat monitoring mode.

2. The maximum time span for transmitting line to
monitor the signal level variation. If the actual time
span is greater than it, the monitoring result will be
poor; if the actual time span is less than it, the
heartbeat packet is sent normally and the response
time will be monitored.

3. The minimum time span for receiving line to monitor
the signal level variation. If the difference between
the transmitting time and the receiving time is less
than it, the monitoring result will be excellent.

4. The maximum time span for receiving line to monitor
the signal level variation. If the difference between
the transmitting time and the receiving time is greater
than it, the monitoring result will be poor.

5. Choose whether to display the information of this
port.



Tx Only

icon COM Evaluation Configure-—COM3 x

Mode: [TX Only ﬂ P
Tx time span({normal): 100 'o
Tx time span(max): |1000 0

°-In Use: b oK Cancel

1. Here the monitoring mode is set to “Tx Only” which
means only transmitting signals will be monitored.

2. The minimum time span for transmitting line to
monitor the signal level variation. If the actual time
span is less than it, the monitoring result will be
excellent.

3. The minimum time span for receiving line to monitor
the signal level variation. If the actual time span is
less than it, the monitoring result will be poor.

4. Choose whether to display the information of this
port.

Rx Only



icon COM Evaluation Configure-—COM3 x

Mode: RX Only qo -

Rx time span(normal): 100 0
Rx time span(max): 1000 'o

o In Use: W/ oK Cancel

1. Here the monitoring mode is set to “Rx Only” which
means only receiving signals will be monitored.

2. The minimum time span for receiving line to monitor
the signal level variation. If the actual time span is
less than it, the monitoring result will be poor.

3. The maximum time span for receiving line to monitor
the signal level variation. If the actual time span is
greater than it, the monitoring result will be poor.

4. Choose whether to display the information of this
port.

Monitoring Status Tips



iwon Disturbance

Result Tips

1.Device Sending Error
2.5erial Device Receiving Error

<o

Action Tips

1.Please Check Device Sending Status
2.Please Check Serial Device Receiving Status

1. Result tips.
2. Action tips.

Network Monitoring



iCDManager Serial Port Diagnose || LAN Port Diagnose

In... [LAN Connection Status Communication Status

(3L ] LANlo . Connected Q .... Excellent o

LANZ B Disconnected

1. Network name.
2. Network connection status.

3. Network communication status.



PLC remote maintenance

The remote operation and maintenance described in this
article refers to the process where customers configure
remote PLCs by running PLC software on their control
center computers.

Scenarios:

The PLC is a serial device, please refer to 4.1
Serial PLC Remote O&M

The PLC is a Ethernet device, please refer to
4.2 Ethernet PLC O&M



Serial PLC Remote Operation
and Maintenance

The general scenario involves a network connection
(such as VPN) between the PC (control center) and the
gateway, with serial devices (such as PLCs) connected
below the gateway. Customers expect to use the serial
communication software that comes with the serial
devices to configure the serial devices on the PC (control

center).
-
Architecture:
Serial Communication Software Q E :3P0_i1{';r10:|3(3;nter V[Caﬁ:ﬂ;:fg'::e?;?:a‘;:ﬁ;::g;:rtm}
( Open the virtual serial port ) )

__________________________________________________________________

IP:10.0.3.6 IP:10.6.3.T IP:IU.:D.B.S

o o a
Gateway 1 E Gateway 2 ED Gateway 3 E Enable VCOM
COlMl COlI\/lQ COE\’I'S ColMl CO|I\-12 COI‘\JS COIMJ. COI“\AZ COI‘\.13
\ \ \ \ \ | \ | |
PLC]I PLC2| PLC3 | PLC1| PLC2| PLC3 ‘ PLC1| PLC2 ‘ PLC3 ‘

Operational Steps:

1. Enable the VCOM function on the gateway using
EdgelLink Studio and download the configuration file
to the gateway.



P st « If VCOM Settings(ADAM-3600) x

= VCOM
=8 ADAM-3600-34
+=£| Data Center “F General Information
4.4 Data Storage

+E-‘ Service
ﬁﬁ Event Manager o Zlznahinh

et KW Settings

" T Connectivity VCOM is used to bind the actual serial port in the device to the virtual seriz
B Cloud
= System When the application operates the virtual serial port on the PC, it wil act ¢
+-% Network & Internet Use port:
.4 LED Setting tep-server: 9031

- Time Sync Setting udp-server: 6565

..... i GPS Setting
. SMTP Setting
.82 Service Control
=& vcom

------ & Firewal

2. Install the VCOM management program on the PC
(control center). The download link for the VCOM
management program installation package is:
https://www.advantech.tw/support/details/utility ?id=1-
24KJ5E7. You can download the installation package
that starts with “SetupEdgeLinkVCOM”.

3. Virtualize the gateway’s serial port to the PC (control
center) using the VCOM management program. For
example, if COM1 of Gateway 1 is connected to
PLC1 and you want to configure this PLC, bind
COM1 of Gateway 1 to the VCOM management
program. At this point, you can see the virtualized
serial port and its port number in the VCOM
management program.

4. Open the virtual serial port through the serial
communication software on the PC (control center) to
configure the serial device.



For detailed instructions on configuring the VCOM
management program, please refer to the 2.9.8
VCOM section.



Ethernet PLC Remote
Operation and Maintenance

Scenario 1

When a single Ethernet port of the gateway is connected
to only one PLC, and the PLC configuration software
transmits data through a fixed port, remote operation and
maintenance can be directly achieved by using port
forwarding.

PLC Configuration Software Control Center
1P:10.0.3.5

_________________________________________________________________

IP:]'O'O'?,'.'.E 1P:10.0.3.7 |P:10:0£o.5
o o (]
Port Mapping Gateway 1 E Gateway 2 El Gateway 3 E
LAN1 LANZ LANL LAN2 LANL LANZ
IP:192.168.1.3 1P:192.168.2.3 IP:192.168.1.5 IP:192|168.2.5 1P:192.168.1.7 IP:192.168.2.7
pci  pical pcl e ——
IP:192.168.1.4 1P:192.168.2.4 IP:192.168.1.6 1P:192.168.2.6 1P:192.168.1.8 IP:192.168.2.8

For example, a PC (control center) establishes a network
connection with the gateway via VPN. The gateway’s
LAN1 IP is: 192.168.1.3, and the IP of the PLC
connected to LAN1 is: 192.168.1.4. The PLC
communication software uses a communication port of:
100.

Operational Steps:

1. Configure the port forwarding on the gateway using
EdgelLink Studio and download the project.



External IP/Interface External Port Internal Dest IP Internal Dest Port Protocol Enable

»1 tun0

100 192.168.1.4 100 BOTH True
Port Forwarding Setting
Enable

Protocol TCP @ uoP

External Internal

O nterface Dest IP Address
OpenVPN - 192.168.1.4
O 1P Address Dest Port

100
Port
100

PR —

2. Open the PLC communication software at the control

center to configure the PLC.(Connecting the

communication software to 10.0.3.6 will enable the

configuration to be pushed down to 192.168.1.4)

Scenario 2

When a single Ethernet port of the gateway connects to

multiple PLCs (if there are multiple gateways on site,

please note: the IP addresses of the PLCs connected

under each gateway must not be duplicated), remote

operation and maintenance can be achieved using

network bridging.(Please set the VPN to tap mode)

PLC Configuration Software Control Center
VPN 1P:192.168.1.200

Bridge

_________________________________________________________________

VPN IP:192.168.1.201 VPN IP:iQZ.lEE.l.ZOZ VPN iP:192.168.1.203

[E] . [} Br0:192.168.1.101 *] Bro:
Gateway 1 Br0:192.168.1.100 Gateway 2 Gateway 3 E Br0:192.168.1.102

LANL LANL LANL
1P:192.168.1.3 IP:192.168.1.4 IP:192.168.1.5

PLC1 PLC2 .F“I‘.Cl P.ITCZ PLC1 P!TCZ
"I Chin CHID I CHIN (T

1P:192.168.1.10 1P:192.168.1.11 IP:192.168.1.6 IP:182.168.1.7 IP:192.168.1.8 1P:192.168.1.9



For example, a PC (control center) establishes a network
connection with the gateway via VPN, and the VPN IP is
set to be in the same subnet as the PLC. As shown in
the figure, the PC (control center) VPN IP is:
192.168.1.200, the gateway VPN IP is: 192.168.1.201,
the gateway’s LAN1 IP is: 192.168.1.3, and the IP of the
PLC connected to LAN1 is: 192.168.1.10.

Operational Steps:

1. When deploying VPN, set the IP address to be in the
same subnet as the PLC.

2. Use EdgelLink Studio to set up the VPN and LAN1
bridge together, and download it to the gateway. For
example, set the brO IP to: 192.168.1.100.

LANL | LAN2 | Wi-Fi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge

Bridge Setting

Bridge Mame:
/! Enable Bridge Binding Interface: LAN1, OpenVPH
IPv4 IPvE
DHCP /] DHCP

IP Address: 192.168.1.100

Submask: 255.255.255.0
Gateway:
©) Obtain DNS server address automatically
Use the following DNS server address
Preferred DNS Server:
Alternate DNS Server:

Advanced... Advanced...

3. Open the PLC communication software at the control
center to configure the PLC.(The communication
software can directly connect to 192.168.1.10 for
configuration)



Scenario 3

When a single Ethernet port of the gateway is connected
to multiple PLCs, and the IP addresses of the PLCs
connected under multiple gateways are duplicated,
virtual networking functionality is required to achieve
remote operation and maintenance. (Scenarios 1 and 2
can also be achieved through virtual networking, but port
forwarding and network bridging configurations are
simpler and easier to get started with, so the methods for
scenarios 1 and 2 are recommended.)

Control Center
IP: 10.3.20.100

_________________________________________________________________

PLC Configuration Software

[£] [£]
o 5]
] L

Gatewayl Gateway2 Gateway3

North IP:10.320.2 North IP :10.3.20.3 North IP: 10.3.20.4
South IP: 192168 20.2 South IP:182.168.20.3

PLC1 PLC2 PLC3 PLC1 PLC2 PLC3

Virtual Network

South IP : 182.168.20.4

PLC1 PLC2 PLC3

PLC1

Physical IP : 182.168.20.8
Virtual IP - 10.3.20.18
PLC2

Physical IP - 182.168.20.9
Virtual IP - 10.3.20.19
PLC3

Physical IP - 192.168.20.10
Virtual IP - 10.3.20.20

Operational Steps:

1. Set up virtual networking through EdgelLink Studio
and download it to gateway 1 (other gateways should

PLC1

Physical IP : 192.168.20.8
Virtual IP: 10.3.20.21
PLC2

Physical IP: 192.168.20.9
Virtual IP: 10.3.20.22
PLC3

Physical IP : 192.168.20.10
Virtual IP-10.3.2023

PLC1

Physical IP : 192.168.20.8
Virtual IP : 10.3.20.24

PLC2

Physical IP: 192.162.20.9
Virtual IP - 10.3.20.25

PLC3

Physical IP : 192.168.20.10
Virtual [P : 10.3.20.26

be configured according to the actual virtual

networking).



4 virtual Network
Enable
Gateway North IP: |10.3.20.2

Gateway South 1P: | 192.168.20.2

IP Mapping: [ IP Address... Js 1P Range... |3 Edit | 3§ Delete
Mapping Type Physical 1P
» TP Address 192.168.20.8 10.3.20.18
1P Address 192.168.20.9 10.3.20.19
1P Address 192.168.20.10 10.3.20.20

2. Configure the corresponding route at the control
center. EdgeLink Studio provides a reference script,
which can be copied and directly executed in the
command line at the control center.

Shell Scripts: route add 10.3.20.18 mask 255.255.255.255 10.3.20.2

_ route add 10.3.20.19 mask 255.255.255.255 10.3.20.2

windows 7| route add 10.3.20.20 mask 255.255.255.255 10.3.20.2
Copy

3. Open the PLC communication software at the control
center to configure the PLC.(The communication
software connects to 10.3.20.18 to configure PLC1
that is connected to Gateway 1)

For detailed configuration introduction of virtual
networking, please refer to the 2.9.1.6 Virtual Network
section.
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Tag Name: Double-click this field to add or select a
tag in the device.

Alias: Set the name when uploading data. Use the
tag name as the data name when the alias is empty.

Tag Type: Displays the data type of the tag. This item
is a read-only item and cannot be modified in this tag
table. If you need to modify it, please modify the
original tag attribute in the data center.

Deadband Type: Used to configure the change
detection method of tag values. There are two ways:
absolute value and percentage. When the type is
configured as an absolute value, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the Deadband, and if it is exceeded,
the tag is considered to have changed; When the
type is configured as a percentage, the difference
between the current tag value of the tag and the last
uploaded tag value is taken as an absolute value and
compared with the last uploaded tag value. If the
change exceeds the Deadband, the tag is considered
to have changed.

Deadband: Used to specify the Deadband value of
the tag detection. The value change of the tag does



not trigger the tag value change within the threshold.

Unit: Read-only item, when the Deadband type is
percentage, a percent sign is displayed to distinguish
it from the absolute value.

Jitter time: The unit is second. When the detected
tag value exceeds Deadband, verification of jitter time
will start. When the tag value is detected as
exceeding the Deadband within the specified jitter
time, it will be finally judged as a little value change,
and the changed value will be uploaded at this time,
otherwise it will be judged as tag value jitter. Not
uploaded.

Decimal Digits: The number of digits after the
decimal tag for specifying the analog tag value. The
default is 2. When the actual tag value has only one
integer value, you can set this field to O to save data
traffic.

Description: The description of the tag. This item is
a read-only item and cannot be modified in this tag
table. If you need to modify it, please modify the
original tag attribute in the data center.



Data resume

 When an Edgelink device is connected to an MQTT
platform, the resumable upload function completes
the data during the disconnection period

e Prerequisites: The tags that need to be resumably
transferred must be configured to DatalLogger for
local storage, the device must have a memory card,
you can refer to DatalLogger description

Project Configuration « 7, Data Logger(ADAM-3600)" x
™ example_ADAM-3600 Apply ¥ Discard
=8 ADAM-3600-1
-4 Data Center
=)= Data Storage & Enable It is about 74.32 MB free space needed in 5D Card to
o= save historical data.
| = Data Logger USE Disk Backup
t.=4 Data Backup
=2 Service Storage Path:
<l Event: Manager Max Days(d): |7
e KW Settings
#-J Connectivity Tagloglist ]
=B Cloud -
System Name: TaglogList ON/OFF by Tag
Log Type: Periodic Storage - Choose Tag: i]
Period(s): 1 Cache:
Cache Befare ON:
Cache After OFF:
Tag Name
»1i#SYS_URPTIME i The current uptime(s)

#  Double click to edit

Enable resumable transfer

Pub all after reconn: V! 1
Enable data resume: W 2
Data before break(s): |0 3

4

Data after reconnect(s): 0

Delay before resume(s): 120 5

parameter parameter description



parameter

Pub all after reconn

Enable data resume

Data before break

Data after reconnect

Delay before resume

parameter description

When EdgelLink establishes
a connection with the cloud,
does it upload the current
values of all points once to
the cloud, with enabling
sending and disabling not
sending? The default setting
is enabling sending

Enable switch for resume
upload from break

Default: 0, resume uploading
data from the most recent n
seconds before the
disconnection

Default: 0, resume uploading
data until the most recent n
seconds after the
reconnection

Default: 120, resume
uploading data after an
interval of n seconds after
the reconnection



Export/Import Tag List

e The cloud service configuration interface supports the
import and export function of point list (edited
according to the specified format, which is convenient
for adding or deleting tags in batches)

I @1 Export To Microsoft Excel I @3 mport From Microsoft Excel

nsistent with the server time!

Alas Tag Type Deadband  Deadband Type | Spa.. Sp.. Unit | Jitter Time(s) Decmal Digits Description
analog 0 Absolute 1. 0 0 2 SYSTEMTAG_SYS_UPTIME

ISEREX:E ]
 excel format
A B c D E F G H
1 |taghName alias deadband deadband_type default_value jitter_time decimal_digits
2 | #5YS_UPTIME 0 abs 0 0 2
3 |[#S8YS5_CURRENT_TIME 0 abs 0 0 2

|
=S w e~ ot

Cloud-0 Cloud-1 Cloud-2 Cloud-3 )




Overview

Libextext built-in multiple macro function that is used to the system time or tag value

are formatted output, the user can use the macro function to prepare the required

text template. This module can be used to output mail and short message content in

event management, or for other applications that require forwarding text data, such

as MQTT or HTTP forwarding.

Overview of macro functions

function

$localtime(fmt)

$gmttime(fmt)

$ctime(fmt)

$taglLocalTime(tag_name, fmt)

$tagGmtTime(tag_name, fmt)

$tagCTime(tag_name, fmt)

$tagName(tag_name)

$tagvalue(tag_name, fmt)

$tagQuality(tag_name)

$tagValueDescriptor(tag_name)

instructions
output local
time

output GMT
time

output the
time stamp

output tag
local time

output tag
GMT time

output tag
time stamp

output tag
name

output tag
value

output tag
quality

output tag
description

parameter

fmt:formatting

fmt:formatting

fmt:formatting

tag_name:tag
name
fmt:;formatting

tag_name:tag
name
fmt:formatting

tag_name:tag
name
fmt:formatting

tag_name:tag
name

tag_name:tag
name
fmt:formatting

tag_name:tag
name

tag_name:tag
name

optional
parameter

%F,%T,%H,

%F,%T,%H,

S,ms,sms

%F,%T,%H,

%F,%T,%H,

S,ms,sms

% . 11f,%.2If,%.3If, %g



Macro function is introduced in detail

System time function

$localtime(fmt) , $gmttime(fmt) and sctime(fmt) The three macro function is used to

the current system time formatted as text, its output format by fmt parameter

specifies, supports the following parameters format.

parameter
%a
%A
%b
%B

%c

%C
%d
%D

%e
%F
%9

%G
%h
%H
%l
K
%m
%M
%n
%p
Y%r
%R
%S
%t

instructions
Short for day of the week
The day of the week in full
Short for month

The full name of the month
Standard date time string

The first two digits of the year
The day of the month in decimal notation
Month/day/year

In the two-character field,
The day of the month in decimal notation

Year - Month - Date

The last two digits of the year,
Use a week-based year

Year, using a year based on the week
The abbreviated name of the month
Twenty-four hours

Twelve hours

The day of the year in decimal notation

A month in decimal notation

The number of minutes in the ten hour system

New line character

Local AM or PM equivalent display
For 12 hours

Displays hours and minutes : hh:mm
The number of seconds in decimal

Horizontal tabs

formatting
wed
Wednesday
Nov
November

Wed Nov 11
13:59:53 2020

20
20
11/11/20

20
2020-11-11
20

2020
Nov
14
02
316
1

12
AM
02:05:53 PM
14:06
39



parameter instructions formatting

%T Displays minutes and seconds : hh:mm:ss 14:05:36
%u The day of the week 5

U with Sunday a6 the st day 4

78 e &
Y%w A decimal representation of the day of the week = 3

%W Week of the year, Monday is the first day 45

Yox Standard date string 11/11/20
%X Standard time series 14:04:07
%y A decimal year without centuries 20

%Y Ten years with century section 2020
%z Time zone name +0800
%Z An acronym for a time zone name CST
%% percent %

$localtime(fmt): Output local time

fmt :Time output format parameter item, the default output format parameter is: %F
%T (year, month, day, hour, minute, second)
result : Output local time in format

The sample :

$localtime(%F %T) : 2020-11-10 17:07:15

$localtime(%T) : 17:07:15

$gmttime(fmt): Output GMT time

fmt :Time output format parameter item, the default output format parameter is: %F
%T (year, month, day, hour, minute, second)
result : output GMT time in format

The sample

$gmttime(%F %T):2020-11-10 09:07:15
$gmttime(%F):2020-11-10

$ctime(fmt): output the time stamp

fmt: Time output format parameter item, default output format parameter is sms
(seconds and ms)
result : Output the timestamp by format

The sample



$ctime(s):1604999235
$ctime(ms):291

$ctime(sms):1604999235291

The Tag function

$tagName(tag_name): Output tag name

tag_name : tag name
result : Output the tag name

The sample

$tagName(tag 2):tag_2

$tagValue(tag_name , fmt): Output tag value

tag_name : tag name
fmt : Preserve valid bit parameters, default to 2 decimal digits (%.2If)
separator : Parameters are separated by a comma (,)
result : Output the tag value. Failure returns :0
The sample
$tagvalue(tag_8,%.31f):7.000
$tagValue(tag_9,%.91f):8.000000

$tagvalue(tag_10,%.9):9
$tagvalue(tag_,%.21f):0.00

$tagQuality(tag_name): output tag quality
tag_name : tag name

result : Output the tag quality. Fail to return :8080
The sample

$tagQuality(tag_2):0
$tagQuality(tag_):8080

$tagValueDescriptor(tag_name): output tag description

tag_name : tag name
result : Output the tag description. Failure returns :0.00
The sample

$tagValueDescriptor(test:D1) : 111
$tagValueDescriptor(tag_) : 0.00

$tagLocalTime(tag_name,fmt) : output tag local time

tag_name: tag name

fmt : Time output format parameter item, default output format %F %T(year, month,
day, hour, minute, second)

separator : The arguments are separated by a comma (,)

result : Output the tag time according to the format,Failed to output:1970-01-01



08:00:00
The sample
$taglocalTime(tag 9, %F %T):2020-11-10 17:07:16

$tagLocalTime(tag_9,%F):2020-11-10
$tagLocalTime(tag_,%F) : 1970-01-01 08:00:00

$tagGmtTime (tag_name , fmt) : output tag GMT time

tag_name : tag name
fmt : Time output format parameter item, default output format %F %T(year, month,
day, hour, minute, second)
separator : The arguments are separated by a comma (,)
result : Output the tag time according to the format,Failed to output:1970-01-01
08:00:00
The sample
$tagGmtTime(tag_9,%F %T):2020-11-10 09:07:16

$tagGmtTime(tag_9,%T):09:07:16
$tagGmtTime(tag_,%T): 1970-01-01 00:00:00

$tagCTime(tag_name , fmt): Output tag time stamp

tag_name : tag name
fmt : Time stamp output format parameter item, default time format sms (seconds
and ms)
separator : The arguments are separated by a comma (,)
result : Output the tag stamp according to the format,Failed to output:0
the sample
$tagCTime(tag_9,s):1604999236
$tagCTime(tag_9,ms):211
$tagCTime(tag_9, sms):1604999236211
$tagCTime(tag_,s):0

$tagCTime(tag_, sms):000
$tagCTime(tag_, sms) :0000

Multi-tag custom template function

$MulTagBegin(tag_1,tag_2...), template and $MulTagEnd(separator) are con1posed of
three parts, corresponding to the beginning part, template part and end part
respectively. Only when the input text successfully matches the beginning part and
end part, can the template output defined by multiple tags be realized.

$MulTagBegin(tags) template $MulTagEnd(separator)

tags:Add tag name with a comma (,) as the tag divider
the sample : $MulTagBegin(tag_1,tag_2,...... )

template:Templates to be output for each tag. Templates are user-defined
the sample : {" tagname “:$tagname (@)}, the @ character in the template will be



replaced by the tag name

separator:Template delimiter
the sample:3MultagEnd (,), with the comma (,) as the delimiter between the tag
template

Multi-tag custom template example
input :

$MulTagBegin(tag_8, tag_2,tag_5)

{

$$gmttime (%F %T):$gmttime(%F %T),
$$tagName (@) : $tagName (@)

}
$MulTagEnd(, )

output :

{
$gmttime(%F %T):2020-11-10 12:13:28,
$tagName(@):tag_8

’

{

$gmttime(%F %T):2020-11-10 12:13:28,
$tagName (@) :tag_2

}

’

{

$gmttime (%F %T):2020-11-10 12:13:28,
$tagName (@) :tag_5

}



Tag Search

All pages of tags support searching by tag
name

& lostatus 1] Dashboard | Tag N ®

B Tag

All Tags - 1

E5 SystemTag No. Type Name Value Quality Timestamp Desc
@ 10Tag .
1 SystemTag #SYS_UPTIME 20736 Good 2023-07-13T05:49:05 (UTC) The current uptime(s)
2 UserTag #SYS_CURRENT
2 SystemTag e 1689227345 Good 2023-07-13T05:49:06 (UTC) The current system time(s)
B CalcTag
#SYS_CPU_FRE
3 SystemTag - 597600000 Good 2023.07-13T00:05:10 (UTC) CPU frequency
Data logger Q
#SYS_MEM_SIZ
£ Config 4 SystemTag A 242,68 MB Good 2023-07-13T00:05:10 (UTC) Memory size
B systemio #SYS_CPU_USE
t g 5 SystemTag I 17.00% Good 2023-07-13T05:49:05 (UTC) GPU utilization rate(%)
#SYS_CPU_IOW
6 System Tag AT 1.00% Good 2023-07-13T05:49:05 (UTC) ‘CPU usage occupied by I0wait(%)
#SYS_MEM_USE
7 SystemTag 2959% Good 2023-07-13T05:49:05 (UTC) Memory utiization rate(%)

D

#SYS SYSCARN

Type
Type 1: Match Case

Aa |ab  * search

Match Case

Type 2: Match Whole World

Aa| ap | * search

Match Whaole Word

LY S P

[ T S

Type 3: Use Regular Expression

A. ab] % search

Use Regular Expression

Search of 10 Tag



In addition to searching by tag name, the 10 Point page

supports filtering based on ports and meters

1O Tag
No. Port 1 Device Name Value
ADAM-3600-C2GL1A1E (20)
1 COon COM1 (2 1 SRR 0.00
coM2 (2
2 COM TCP(2) 1 EETEE 0.00
Confirm Reset
3 COmM2 =2 BE2 B 0
4 COM2 BE2 \mEEILE 0
10/page n
1O Tag
No. Port Device 1 Name Value
wEl (2)
1 COM1 2E mEr(2) 9 EERE 0.00
Confirm Reset 3
2 COM1 == == EE 0.00
3 COM2 =2 =E=E2 B 0
4 COM2 =2 =E2EIE 0
10/page n
button Description
Confirm After checking the port list, click the
Confirm button to take effect
Click the reset button to uncheck all
Reset checks, that is, to revert to the state of no

filtering
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